Private Security NvEQF Level 1

S Unit Title Contents Distribution of
N Marks
1 | Communication at | Identifying Elements Of Communication Cycle, | 03+02=05
workplace Providing Feedback, Overcoming Barriers In
Communication,  Applying  Principles  Of
Communication, Applying Elements Of Verbal
And Non-Verbal Communication And Using
Communication Equipment And Channels
2 Disaster Identify natural and manmade disasters , | 05+01+01=07
Management  and | Identify elements of disaster and emergency
Emergency management, Deal with fire
Response(Basic) emergencies
3 Development  and | Identify  stakeholders and  their  role, | 02+01=03
Maintenance of | Communicate effectively with  stakeholders,
Relationship ~ with | Describe the factors that influence the
Stakeholders development and maintenance of relationship
with stakeholders, Manage conflicts
4 | Occupational Health | Describe the various common hazards and risks | 03
and Safety | at workplace ,Describe the various stages
Procedures involved in assessment and management of risks
associated with hazards, Describe the measures
for controlling hazards at workplace,
5 | Observation and | Demonstrate the knowledge of using senses in | 03+02=05
Monitoring People observing people, Describing the procedure for
maintaining a secure environment, Describe the
reason of security breach and procedure for
reporting incidents.
6 First Aid at | Describe the various factors affecting health at | 05+01+01=07
workplace(Basic) workplace and relate them with first aid
practices, Identify facilities, equipment and
materials for First Aid, Perform the role of First
Aider in case of fever, heat stroke, back pain,
asthma, and food borne illness, Perform the role
of first aider in cuts, bleeding, burns, insect bites
and stings, dog bites and snake bites
7 | Work integrated | Describe the role of security, Distinguish | 05
Learning-Security between different types and purposes of security,
Services-L1 Describe the various career opportunities in

national security forces, Keep physically fit




The web addresses for access the following materials:

1) For curriculum and syllabus softcopy of 9" class(Level-1) will be available at
www.psscive.nic.in , www.himachal.nic.in/higher education/ recourse centre/NVEQF &
Www.cive.org

2) For National occupational standard of concerned sector are available at:

www.nsdc.org at NOS

For reporting at District and State:

3) You will report to your following official from Govt side at your district and state:
1) School coordinator and Principal of concerned school.
2) District Project officer cum Principal DIET
3) District Coordinator Vocational Education (RMSA) at DIET.
4) Dr. G.N. Chauhan, State Nodal officer Shimla
5) Sh. Ghanshyam Chand, State Project Director RMSA.
4) For Vocational Trainer Providers (VTP)side:
1) State coordinator
2) State Project Manager
3) Company heads



ANNUAL EXAMINATION
PRIVATE SECURITY (THEORY)
9™ (Normal Track)

Time Allowed — 3 Hours Max Marks — 35
NOTE: -- (i) All questions are compulsory.

Q.1

Q.2

Q.3

Q.4

(i1) Answer should be brief and to the point.
(ii1) Answer to question of 1 mark in one word or in a line, 2 marks in 20 to 40
words, of 3 marks in 40 to 60 words and 5 marks in 60 to 90 words.

Answer the following Questions briefly: 5x1=5

a) What are the important Parts of Communication?

b) What is disaster management?

c) What are those senses which are involved in observation?

d) What is health?

e) What are the three elements that are necessary for a fire to ignite

Answer the following: 3x2=6

@ What do you mean by duty log?

(b) What is the role of Government Agencies in Disaster Management?

(© Write down the names of the items which are necessary in first aid Kit

Answer any three of the following Question. 3x3=9

a) Who will you define about General risks?

b) What is the role of a disaster management committee at the village level?

c) What are the different classes of fire?

d) What are the Principles of first aid?

Write any three of the following. 3x5 =15

a) Describe the role of security also write various career opportunities in national
security forces are.

b) Explain the role of First Aider in case of fever, heat stroke, back pain, bleeding,
snake and dog bites.

c) Explain element of emergency managements? How a person can deal with fire
emergencies.

d) Describe different facilities, equipments and material available for First aid.



ANNUAL EXAMINATION
PRIVATE SECURITY (Practical)
9" (Normal Track)
Time: 3hrs Max. Marks: 50

NOTE: The candidates are required to perform any two practical.

Marks Distribution

(@) Objective 01
(b) Circuit diagram/Figure 03
(c)Theory and procedure 03
(d)Performance 10
(e)Practical copy and Charts 03
(F)Viva and Project/Model 05
1. Write and demonstrate verbal and non verbal communication. (25X2=50)

2. Write and demonstrate role of First Aider in case of fever, back pain, asthma,
bleeding and dog bites.
3. Write and demonstrate different steps in case of natural and manmade disasters.
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THUH 107 — QARG 2012 : BRI & AT FHId SIETH — JReT HaT Yei—1 23
10.  ATbeld ANTGIRI®T 26
11, ISR AR AFREAT o AT 29
12, ANTEESHATS] B Al 31

3|Page



e ...

AT SAETe R AFgar wueEl (T3 auth) Ad G [Jams 7310 (THUgaTRE!), MR SRGR gRT [ddiRid
U6 qUHTHS W@l & off [ aradmell & Sed @ foly U6 M e YeH IXdl §| I8 Thll, aanId
Rref 3R gfiefor \were, daiie e SR SR fagafdenmeral / dicloll @l A $Rd §Y U Y TR IR ATl
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TR @ S 3R DI & TR DI Ub @l B FTAR AT BT G BRAT 7 | 5 WRI Dl JMETH & YRS
AT Seraatt (519, ®ivel 3iR i) & ded o gRid faar a7 8 9 39 W &9 Ry o sl # 8 =iy
fo5 a5 3NTaR®, FTaRe a1 sHv=Re R 3R TRET yomel & Ay ¥ 2RI fhar 17 €| Iradig i
SHIEAl T AT DI 3dbls & fARIE &3l & AAANIS TG A 99 81d o | NIl Bl 3Hh1ed] 9 AR DT Pl
fafftear ofR eriee # Mfad I 19 &R BRI WR & FYART | SeIdT & 3Bl a1 AT g Aa A
J ERY T dhHd] Sl B 8 I U BHAN § Bl 9y, o e ddftd oniie a1 wmiiie &3 @l e
PIeret uRve gRT fAfdse forar mm 8

T BT S99 W H aRWIG fbar STaT & O Ue afdd @ axe ((WeE) @ Simavgdar Bl €, fa aRRerfa |
(aRRerfer) # g9 fobar ST g &R 39 [l 328! TRE (WR) (61 A g1 9 AIC O W Held, JAMaeIRG 3R
ey Seraalt ¥ i a1 S Hehdl 8 | U Afad HRIqA § YT WU 9 91T o @ foly | Sefamil &l Jawad
AT WA 8 4G A8 deel qadr @ AR W @Rl SR gHa! ufihamell SR e Rl sk Ol § ud
AT T SR faRIvgar € | Aa G0 faer 530 R fiAie 3 RidaR, 2012 & TIASaqu® o fafeT ggsii
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HATIT &1 d9dTge www: mhrd.gov.in TR o |

4|Page



IS “UIgTedl” (98T : UISTTIG) Bl U HIN H SR ek olfe WN W BT W T B, o a1l
foreral (RaTat) @7 1 IR eal @ SMa & R T[ORaR J IO d & | el MIRd urgTgdt § qanm Ty @
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TGDHIY DI GRATHT H GRIET SR GRem BT 31ef & @R AT SIRGH | Ha | DIy W1 BRI I GReETT o AT BT AT
ST € U1 U <M Bl gfd A1 ufas & Wy H fhar O @ 99 GREN ded © | R e ol 3 § GRIe HeqH
IR HT O HIRA I S I7 MR A I &, forsaar aref @ “SRefl <17 | 397 YRl @Y U W1 IR f B
e RIS (GReM) TS o &, forgept ored & “ffdr Rf3a S & mer gRem < |

RIS ReMT USR] Jfeife] el |, AR, arg 1, Yford SR [ QAT |G I & ANTND] Bl GRET UG bR
@ foly RTRIER & | WIHIY ®R W, (ol “gRem BAI” o “YRe FeRel” & Yiau & AedH W U, el AR Afdd
@ AN AR URGURT DI GREM UG $Rd & [oTH qUeR e, Seldg e R, ol JRem e affe e 2 |
R IR TR A Adadl, WAl Glauwi 3R 3 Y@ URHURKI $1 & &R H AU DA FT SUAN RS
HIAGIfTh GRET SR FRAT BT FHIT PR © | I YRGURT DI GReql, URaGe Har, gl & | g ol gRam 3k
froft SR e a3l # Jeuar aegall @ qRem @ &3 H§ B o ¢ |

fAR=T ISR & ofaer forgd (97ll qRef &3 4 [FfeiRad ywara St 8 (1) 37 &1, (2) aRe qRell driuas, (3)
AT RS, (4) HS RN faewe (5) GReam Ui, (6) W T GRem URIed, (7) T GReq Y, (8) TH
e BRI / GReN Yaud, (9) FReM SR YANNE YW, (10) R SAfBRI, (11) [REM AU, (12) Hhel GReM
ARHRY, (13) GRe TAINIYE, (14) GRe WD / TS |
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1. | T9QH 101 — TASY 2012 PRI § FaR 35 T
2. THYH 102 — YaR] 2012 JMMYET UEEH 3IR AT Ufishar (o) 15 T
3. | UHYH 103 — TAR] 2012 UURIR] & AT Fael BT [dbRT 3R 3TRETU 10 I
4. | THYH 104 — TR] 2012 IAR ] TR AR FRET Ulha 15 I
5. | THUE 105 — UAGY 2012 SRT T el AR AR 20 T
6. THYH 106 — U] 2012 BRI H YraiHs fhaar (fera) 25 =
7. | THTH 107 — TEHR] 2012 BRI & A1 FHIBA ATH — JRET Hal Yal—1 10 I
S 130

gl Araar & forw Rigld 95 & 130 € T o Tfafafdal qen AeR it & fog 70 € & W5 WWhordT qdd qot fasar
ST =Ry |

e Tfafafar : wem wer wfafAfoi s dRdepE &1 Sifaursy 9rT € SR s ufdNfed el gRT Sidfhuttie araE W9,
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RIS AT © qRem &1 Ude A & o IagiRe sva Ue e arell TR # kot JmenRa wnwme, i,
W Ife @l WS fbar Srem =1f@y, St YRem gemsl W SeIRd 8 iR Ukife Rl H Ulucd, SUSRU 3R HeiH o
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HAE IYANT fHY ST & | SUSHRYT AR AT o TY A1aEq— H BT Bl U AT BRI BT BT 3Hd 9gM =g AT
e | uRNfea ®1ffial & faRy do-ie o wafie fafeoor, s e da-e, 1fE 3w+ snfe R =Ry | v ulderor arsrr
R B, TP AR R & sdeR 8F aifey, s e / SenT § BEl & UReor & folu SUSRUl, Ierel iR &raf &l

IR BT fIearor g1 =nfRu |

™ & IRE UREIT : B & IR R (@O d9 oA Sirar § o9 oiid STWa AW dTell BHAR A1 Uddetd B STgHdl
IfFTal BT HR B Yh IT 3B Ul DI TGN ol B | URET § IRafde SuSRe iR A w1 SuanT fhar Srar 2
IOl U AR i I fhar S anfey rad U Igwdl URietsd a1 widetsd & ARIeTor | UfRiefr Ao a9 Sl anfevy |
giR1eTor AT # e iR qerapl & & ysRid gF Aty R @1 fRar ST € &R S99 W §ied [/ SOl § BEl &
Uit & foIy B I IR B, UG IR UddeTd d SWER 2 aley | UREd B B & Tl RO ® SIHGRI SH: Bl
DI YRV AT & AR URIET0T UG HRAT A1y | b A-faa ufRreror @iorcl) # fFreforiRad ==on &1 urel fhar SEr =2y -

TROT 1: TS IT URIeTd dier, faamr, Ui #Rar iR |HeI € | UlRied $R &1 qR1 f9aR0r qar e Tcdd [aaver e
2 R B & e # goll, IusRvr, Arll nfe &7 SUAT 9ardT B |

TROT 2: AU IT URIEd BRI & ARV Bl aR<Idd WU A B & (oY T R H T, 39 YPR YAP oRUT BT UG Rl &,
Safdh UfRig <@ 21 BRI H RN BT UG IRAfdd YATed & HA H Bl AR T 8, Py IR I§ 8RBT © b AR
BT BT UG UBel DR 8Y 3N favary &1 01 fbar §g | o Sugad R0 R AR IS &N F BT I g FH3H H
Herar ferl b aRomd & w9 H &I1 3Maedd © | USeH dRd gy URed |Hsar § b URie @R S UBR fHAr Sy o
UeR 59 fbar ST 2 |

TROT 3 5OH U & Al AR wnfAe 2 | uRiefs qeramsil & Sie &l R U & IR &Rl © 3R 59 a1 ST81 3aedd
21, gl ufafhar qor diger USH &Rl ¢ |

TROT 4: 3 U] FsuTed AHat & forg T deg R awar 2|

TATNHROT : 59 UIGushd & AhAdgdd R B TR o R 91 iR GRefm S do diered fAert aRve (Tasgasi) st
P 6 gRT AT T&TdRl & AT & 915 YA YeH BT | A0 & IR H 3 IHaN & ol Tahrasil &l
dJedTse http://www.sksdc.in 23 |
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BRI IC e Jeaie fRegor siiR ufneror fAfy
1. GIR Ih & ded | 1. GaR b 31 BT gui . UOR I b dd Dl | IRERS AR :
R BelT el P ggATT BN | PN | I N | IR P b dd
2. WOR 9% & A= dadl | 2. 99R 9% &1 o
BT 9dTY | Rl Tfafafe :
3. U, ey, Mfear U GIR h IT0
gTftdehdt 3R gfdfshar &
I > 99 AR |
2. gfafehar < 1. gfdfehar & a1ef &1 quiF . guHTHS gfafshar URER® A :
PN g A B forg
2. ufafshar & Hg@ &1 9uiA U iRy HTo7 &eAr | ufafshar @ faiedang
P | . fafdre ufafrar e
3. gUHTHS 3R fafdree B D foIv U gy | fafafer :
gfafshar & 9= 3 | foafor BT P 3R fafdre
gfafsrar ge™ &1 &
T e ara AT
P R B
3. GIR ¥ dEIRN | 1. BRBT BT 9UF Sl FaR | 1. BRI § GHTd! TRER® ARA :
P T BA D D T B B/ H B HAR B qrermell Bl
ferg = ot H T | A G | AT FAR B G
PG 2. UG AR BT el & | 2. FER H GrRIRi Bl §Y
faff=1 yoRi & 99 3R PR B forg Tfafafe
3. gUTdY AR | STEmeh @l SR BT =TI
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R B & RIDl & dN
H qaTq |

4. HAR & AR 1. g9 AR & fafr= 1. U181 gRT ATIYD IRERS AR
Rygia Rigial &1 o &Y | T geal & uftdg

HRA dTel U aTdd JqTdT I9R & RIgid |
T T HRAT

2. fafdre dewr v IR | ifafafe -
S 9Tl ard f|ior | aret & i )
HRAT CECIRECIEARCICICIN

3. T8l &I G ured BT ST Tl SR favy
T W 96 ufd TS TR IR <l 2 |
JMER T T
IAER JIR, AT & A
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TP PIS : THUH  THTg I LNeh: JATIT Yae AR SMUTdebIei FRIsha (fera)

102 — QYA 2012
aqﬁwa‘»qf%mm I AT T qeaie fReror SR ufRreror fafer
WM : 1. UTpiad 3R A 1. UTpIcid MUGRIT & | 1. TRl & A~ YR | IRURS AR :
[RIESESIRESIC] faf=1 geRI & BRI D LA A I CARECINE ISCR BT
HET HeT 3R WIS AT AT HRAT IR g1d T ot 2. YT STUgrsii @l | 37T
"M (ST B | GGCUERIE!
forg, smuer yEy 2. UIgpfdd R AFa 3. A9 AT smuerer | wifafafer
GEIM, BRR I yRd amugRl & d CARCICIE| JATUST / YT BT
anfe) 3R g | 4. UTHfdd AR AT Rerfodl @1 do@ & forg
3. WX 3R 3T & faffia emugrel & T SUBRIT BT
9 3faR 9d1g | BN B g NI SR UEA B
4. 3YTUST 3R P forv e+ /ver /
JmarddTee Refd @& BFeN] BT SRT B |
41 3R 91y |
5. UTdidd 3R AMG
faffa @i &
ISV 9V |
2. U< 3R 1. 3TTIRTAT 3R 3] 1. TP wad & o T TRERS ARSI :
STATAHTT T&e & U§ed & 919 3R | o H el @ YT AR IMMTADI
Tt & g 2,391 YaeH ¥ it SMITADI R Ugd | | T&er
TR TG | 2. JMUST B <R U
3. 31MURT Yaer 4 qrel TR GReT Tfrfafer
i TRt & | SYGRYT Bl TgaH B |
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. 3muer 9 Wifed uRagd | 81 | 98 &l el
DU ET AT P | R AT B BT
R BT YSIH | T
. UG Collhie
ART B T G| 3MIST ATSHT H e
. ST B VP pluMe | by SH arel UeEl W)
Rafy @ forv v& amuer | ==l SR efuer  IroTT
IO TR Y | P TIRT |
3. SRS Bl L AWM S A aal 1 | 1. 39 BRR <eRSH 3R | IRWUR® AR
maTadTe Rerfaat qui | b N | JIFTSTAT BT AT BT
¥ fAgesr . B o ot & . TP SNV gRT I & | Reyfaai & e
4 3R | faf=T YBRT BT aeiidpa
. 3 % faf BRol Bl TRAT| rfafafer :
gy | . I U &
. BRI ¥ 3T B A9 TS | IfT A & forn
AR BRI B G . AREHA 39 @ SWIN | [USRYT B YIRS W)
EElIY BT TSI N IR BRI B I
foTT BRR RIE BT
SRT|
I & YHR AR Td
ogell & fReiRer & forw
3T g3 & oldel US|

gc—Yc 3 & forg AT
gIT & IUANT WR
Jeie 3R AT A |
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SIS BIS : TAYd

gPIy Bl YYD : UUERGI & H Hadl Bl fIbr 3R SARET

103 — TI&R] 2012
e @& ko M D s qeaie T 3k ufmeror fafy
I : 1. JURGI IR IAHI | 1. UOHRS & AR 1. ReT IO H T IRERS AT
AT B U | YBRI & A QURR®! B Al a1 | | UUTEIRDI 3R ITabT
DET H&T 3R H1eA 2. MRS & AR 2. U6 Ry e & | i qen srit &
YBRI & 419 3R I QURR®! @1 Ugar AR | TN |
o | ST H ID] YHHT B
3. Wy @ orf Tl | N H ford | wfafafer
4. UUHRG] & AT 3D JURRIR] @1 Ygel- DA
e Y TG B AT 3R ITdT fHPT eI
@l qaT | PN & IR H foram
& forq s IO Hfe,
SIS AT U TS
BT SRT PN |
2. UUEIRGT & A1 1. HIE® WOR & aMl | 1. U6 W 3R 9| W | IREURS RN
EEICIIGCIN 3R AT T i | H AR B
2. foRed WarR & ol 2. foroll gRem SEnT o g9l wY A AR
AR it e i | ST faf Rafs,
3. ARG 3R adfTge 3k Rure wfafafer
ITERe §aR & 919 (forRaa &=R) I
IR P IU | U | HAR DIETA R qADT
4. IS FREAT, T2 3. WA HaR & fog & | T &R ams
Sl 3R RS / Te Sfed THaRY | fewR” ST W |
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UG Fvd a9 foe ANTgd, Rple iR

fdgall ®I e 4 & Ruret &1 sreaad a3

SIMERIIY & v ve san /
GRETT UfRNeTor A I
SR |

3. UURGI & A1 1. UUTIRGI & 7T 1. If< UpR & TRERE AR :

RIWGTG Bl JqTfad ERETd | FfdaiTd 1T 91 B DI IfeaTd IR 3R
HR dTel DRDT BT TIewdl 3R &THAT BT UG ®N | | sl
o | TR & Hed | 2. Ud D UTeh
BT gV | / JARH DI G JUIRG] & AT ddeli
2. UURIRGI & AT & 91 3 @9 | BT gTfad BRe dTel
HY dTel DIRDT DI DA PN |
AHETT | 3. UURIRGI & 1T fafafer

e B R | <Re el R
B Aol BRBT DI | GURIRBT Dl HHT TR

Y | g dd |
4. faarer &1 yeEH 1. PRRIA AR & |1, pRoa & fAgre & | IRUR® AR :
T GRON FT a0 | fog wRel @1 g
2. faare @1 & ox A TG | faarel &1 yeeE
IMHA TROT §q |
fafafer :
faare @ g B @

AT T
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TP DTS : T g3 @] UNG © AGANIS Qe AR JRefl ufhary

IS AT BT
HRATS T I~ B
qrel AHEI SIRIH &
SETER < |

104—@2012
IR & URe™ M qSIHT e Jeaie fRmegor SR ufreror fafey
R : 1. PR | A= | 1. PRNYIA § @™l & 1. T% AU U SRR | IRUR$ AR :
RIGIR ARG RN PR gAY | ¥ Rl & Gt &

HeT & AR ST/ SIREA! &1 o | | 2. TR iR e, g 3R g | FrReT § @ iR
LUGE Teell, 3fOIRI & ST | 2. U AT U sRiRere | Siikgd

IR IR ST, H wWRey iR

WARATH gaTeli, Sdrs TaewdT, ddel fafafer :

TR HH B A, 3N | SR B IUIRT AN & foy @aRi &k

TR BT | BH B, IR IRT 7RI SIRAT &7 gga &

JAT I, T 3 WARATH gaTeli, fog e iU Hfe,

b G H TRl P SATs W BMH B | SIS IT TP ATe

ISR T | W, I3 W BT A | BT SRT|

3. @GRl (Sifa, B B, A

rafeE, i, M, T 3Mfe &

AANITANID) & §1d e H Gal o

IR FHSIY | Uga AR T |

4. AT AR BRI 3. T QU U BRIk

P SIRIHT & 919 AR T uffpi & SIRkad

A | & UEA SR T |

5. UThicIds STUGTRI,

STerary uRRerfrT,
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2. GRI B G IS 1. U ARG WY | 1. BRI H AR, | URERS ARAM :
SIREAl T 3Mhe AR | AR AT BRI B SECAUBERIE R
yaee o wnfie TRON BT Ui | AR & SN & | IRl & AT S
RO T a0 2. SIRgH ydege ufshar H AT IS SARGH BT | SRGHAT BT 3ot
A @ROT 9aY | THRAT BT Y82
3. BRI H SIRAT R | 3R 3dha | fafafe :
GARI DI TSI B PRI H GIRgH &I
BT qUI BN | TH AT RAIM A | dH A T AP B
4. BRPI BT RG] BN GAX I AT Bl | foTU ISTU T TRON BT
ST pRiReId W WiRgw | fuiRa &) | JETIT TR B folv 3R
P TIRAT & WX Bl ISR, SYBROT, AR,
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PREFACE

The Teacher’s Handbook on “Communication at Workplace” is a part of the qualification
package developed by the Security Knowledge and Skill Development Council (SKSDC) for the
National Vocational Education Qualification of “Unarmed Security Guard (Private Security
Sector). The National Vocational Education Qualification Framework (NVEQF) is an initiative of
the Ministry of Human Resource Development (MHRD), Government of India to set common
principles and guidelines for a nationally recognized qualification system covering Schools,
Vocational Education and Training Institutions, Technical Education Institutions, Colleges and
Universities. It is envisaged that the NVEQF will promote transparency of qualifications, cross-
sectoral learning, student-centred learning and facilitate learner’s mobility between different
qualifications, thus encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people
and property under contract and for profit. An Unarmed Security Guard is required to observe,
deter, record and report. The basic difference between government and private security is that
the government security personnel are empowered by legislation to enforce the law, but it is not
so for private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be
linked to their life outside the school. This principle makes a departure from the legacy of
bookish learning which continues to shape our system and causes a gap between the school,
home, community and the workplace. Experiential learning, which is a cyclical process involving
observation, reflection and action, should be an integral part of the teaching-learning process.
Attempt by the students to solve problems, guided by the teachers or instructors, would enable
them to explore and discover new knowledge and develop problem solving skills. A range of
pedagogies, including interactive lecture, role plays, case based studies, assignments, projects
and on-the-job activities that provide students with generic, technical and professional
knowledge and skills should be adopted by the teachers and instructors to foster student-centred
learning.

The success of this effort of integrating knowledge and skills depends on the steps that the
teachers will take to encourage children to reflect their own learning and to pursue imaginative
and on-the-job activities and questions. Participation of learners in skill development exercises
and inculcation of values and creativity is possible if children are involved as participants in
learning, and not as receiver of information. These aims imply considerable change in school
routines and mode of functioning. Flexibility in the daily time-table would be a necessity to
maintain the rigour in implementing the activities and the required number of teaching days will
have to be increased for teaching and training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.
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ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the
Security Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards
describe what individuals need to know, understand and do in order to carry out a particular job
role or functions. These are the standards that individuals must achieve when carrying out the
various functions at the workplace. The Module on “Communication at Workplace” covers the
following elements, performance criteria, knowledge and skills for the job role of Unarmed
Security Guard (Private Security Sector):

Unit Code SKS/N 0001

Unit Title Security Tasks in Accordance with Basic Security
Practices

Element Carry out assigned security tasks

Performance Criteria PC 03: Respond and report about hazards and
emergencies

Core/ SA1: Record and report incidents

Generic Skills SA2: Communication skills

Unit Code SKS/N 0003

Unit Title Provide Private Guarding Service to People,
Property and Premises

Element Carry out search of designated premises

Performance Criteria PC14: Maintain communication during search

Knowledge and Understanding (K)

Organisational Context KA3: Means of available communication

Technical/Domain Knowledge KB4: Use of communication equipment

Skills (S)

Core/Generic Skills SA3: Communicate effectively

Professional Skills SB2: Report and record incidents accurately

Unit Code SKS/N 0004

Unit Title Control Access to the Assigned Premises

Element Control entry and exit from premises

Performance Criteria PC 1: Comply with organizational procedures
related to access control in the premises with or
without use of equipment

Knowledge and Understanding (K)

Technical/Domain KB6: How to read and write

Knowledge

Skills (S)

Professional Skills SB1: Recognize and read different kinds of

identification papers

SB4: Basic communication skills and courtesy




Unit Code

SKS/N 0006

Unit Title

Control Parking in Designated Areas

Element

Conduct parking in designated areas

Performance Criteria

PC4: Guide drivers to the available parking areas

Knowledge and Understanding (K)

Technical/ Domain knowledge

‘ KB8: Use of communication equipment

Skills ()

Core/ Generic Skills

| SA3: Communicate effectively

Unit Code SKS/N 0007
Unit Title Security Escort
Element E1: Carry out security escort duty

E2: Respond to incidents affecting security and
safety

Performance Criteria

PC4: Maintain communication as per instruction

PC7: Communicate and seek assistance

Knowledge and Understanding (K)

Technical/Domain Knowledge

‘ KB4: Means of communication

Skills ()

Core/Generic Skills

‘ SA2: Use of communication equipment

Unit Code SKS/N 0008
Unit Title Health and Safety
Element Respond to fire accidents

Performance Criteria

PC13: Report fire incidents to superiors and
emergency service organizations

Knowledge and Understanding (K)

Technical/Domain Knowledge

KB14: Communicate effectively

Skills ()

Core/Generic Skills

SA5: Respond to fire incidents
SA7: Communicate effectively

Unit Code SKS/N 0009
Unit Title Security in Commercial Deployments
Element Carry out security tasks in commercial domains

Performance Criteria

PC4: Communicate effectively with concerned
stakeholders

Knowledge and Understanding (K)

Technical/Domain Knowledge

KB3: Communication methods and equipment used

Skills ()

Core/Generic Skills

SA2: Be courteous and helpful to
customers/stakeholders

SA3: Communicate effectively with
customers/stakeholders

Professional Skills

SB2: Communicate and report
SB4: Use security and communication equipment in




the prescribed manner

Unit Code SKS/N 0010
Unit Title Security in Industrial Deployments
Element Carry out security tasks in industrial domains

Performance Criteria

PC4. Communicate

Knowledge and Understanding (K)

Technical/Domain Knowledge

‘ KB3: Communication methods and equipment used

Skills ()

Professional Skills

| SB2: Communicate with the equipment provided

Unit Code SKS/N 0011
Unit Title Positive Projection of Self and the Organisation
Element Conform to the organization’s standards of

grooming and behaviour

Performance Criteria

PC7: Observe organization’s ‘Meet and Greet
Procedure’

Knowledge and Understanding (K)

Technical/Domain Knowledge

‘ KB1: Use of communication equipment

You will have to ensure that the following performance standards are met by each student on
completion of the sessions given in the module:

Performance standards

Yes | No

Identify elements of communication cycle

Draw a diagram of communication cycle

Construct a sentence for providing descriptive feedback

Construct a sentence for providing specific feedback

Compile a list of barriers in communication at workplace

communication

Demonstrate knowledge to select

strategies to overcome barriers in

Construct a sentence that convey all facts required by the receiver

Construct a sentence with a specific message

Express in a manner that shows respect to the receiver of the message

Identify methods of verbal communication

Identify methods of non-verbal communication

Deliver a speech with variations in tone and pitch

Greet politely and appropriately, keeping in view the time of the day

List the static features of non-verbal communication

List the dynamic features of non-verbal communication

Apply telephone etiquette

Identify logbooks used in security industry

Recognise reports common to security industry

Fill in the requisite information in the format of the logbook

situation in the security industry

Communicate effectively with words that are appropriate for a particular

Operate basic security equipment for communication




GENERAL INSTRUCTIONS FOR TEACHERS

o Read the Teacher’s Handbook carefully before teaching or conducting the training.

e Follow the session plan strictly

e Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

e Ensure all materials/aids/equipment required for teaching and training is available.

¢ Introduce the skill by explaining the purpose.

e Demonstrate the skill to the participants, explaining each step in detail.

e Invite the students to ask questions.

e Ask the students to practice the skill themselves and make observation while they
perform the task.

e Provide the students with constructive feedback.

e Discuss in class, the problems faced by the students in performing the task.

e Summarize the key learning.

e Ensure key learning is captured and performance standards are met at the end of each
session.

e Regularly check student’s workbook to ensure all exercises are being completed on time.

e Ensure that all participants complete the required assessments given in the student
workbook.

o Always encourage participants. Never discourage them from getting actively engaged in
discussions, question-answer sessions and task-oriented activities.
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SESSION 1: IDENTIFYING ELEMENTS OF COMMUNICATION CYCLE

RELEVANT KNOWLEDGE

i

Communication is the ability to express and
interpret thoughts, feelings and facts in oral and
written form. It is also a means of interacting
linguistically in an appropriate way in a range of
societal, cultural and work context. It is the use
of messages to produce meaning within and
across a variety of contexts, cultures, methods
and media. It is an important way through which
facts, ideas, experiences and feelings are shared
and exchanged. Humans communicate both
verbally and non-verbally. Verbal communication
includes written and oral communication,
whereas non-verbal communication includes body
language, facial expression and pictures.

Effective communication occurs only if the
receiver understands the exact information or
idea that the sender intended to transmit. It
involves the use of proper equipment, providing
information to the appropriate people and
carrying out  communication effectively.
Breakdown in communication is either due to lack
of skills in communicating or lack of coherent
thought process. It can also happen due to the
breakdown of the communication network.
Communication has three important parts -
transmitting, listening and feedback.

Elements of Communication

The various elements of a communication cycle

are as follows:

e Sender: The sender gives or encodes the
message, for example the sender greets a
visitor or a client by saying “Good morning

Sir/Madam”.



e Message: The message in this case is “Good
morning Sir/Madam”, which is also known as
the content of the communication.

e Medium: It is the channel wused for
communication. It may-be in any of the
following forms - verbal, non-verbal, pictorial,
symbolic or written.

e Receiver: The receiver decodes the incoming
message, or expression, translates and presents
an output in the form of a response or
reaction.

e Feedback: How the receiver responds or reacts
is known as feedback. It is the effect, reply or
reaction to the information being transmitted.

Communication Cycle

The communication cycle in essence is the
process of communication.

Slide 1: Elements of Communication Cycle




=
B -

RECORDS/ REPORTS

o]
g
<

MOBILE PHONE

b}

/)

/

/ 2

{ e
o -

EPABX SYSTEM

@ VIDEQ CONFERFNCING
'y |‘?

iy .l' V&

The “sender” “encodes” the message into words
and sent the coded message as he/she speaks or
writes the “message” out. Message is conveyed
through channels including telephone, video-
conferencing, letters, emails, meetings,
memos, records and reports. It is then
“decoded” by the “receiver” by hearing or
reading the message in order to understand what
the sender wants to convey.

In an effective communication cycle, the receiver
understands the language and the message in the
same way that the sender meant it to be. The
words, tonal quality, body language, etc., all
convey the same message and nothing gets
distorted or lost in the process of sending it and
the receiver is able to relay back exactly what
was intended to be conveyed to him/her.
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SESSION PLAN 1

1. SESSION TOPIC:

Identifying Elements of
Communication Cycle

. OBJECTIVE: To develop
student’s knowledge,
skills and abilities for
identifying elements of
communication cycle.

. MATERIALS/EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides, Open
Source Software for Slide
Presentation, LCD
Projector.

4. PREPARATIONS

o Read the glossary
given at the end of
this handbook.

o Arrange all the
materials well in
advance

. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

1. Prepare the points for the lecture.

2. Introduce the topic.

3. Make an opening by telling students the
purpose of the lecture or presentation.

4. Introduce the topic in the class and provide
relevant knowledge to the students.

5. Draw the communication cycle on the
blackboard/whiteboard and explain each
element to the students/Make a slide
presentation on communication cycle and
explain the same to the students.

6. Relate the topic to the situation and ask
questions.

7. Provide specific examples.

8. Involve students by giving them the
opportunity to ask questions related to the
topic.

9. Clarify any questions students may have.

10.Summarize the topic and emphasize on the

key points.
Message Message
understood coded
m Message
decoded sent
Message [
recelved




T2: Role Play

Conduct “Role Plays” to make your students
understand the various elements of the
communication cycle. Ask your students to
remember the six essential principles of an effective
communication, which are as follows:

1. The information should be delivered in a
clear message.

Message should be delivered timely.

Message should be complete.

Message should be concise.

Message should be factual.

Message should be accurate.

o Ul N WN

You may use the following scenario to conduct
the role play

Scenario

The Security Officer at the entrance of ABC
Company stopped a vehicle and asked, ‘Good
morning Sir! may | help you?’ Mr. Vikram in the
driver’s seat replied, ‘Oh vyes! | have an
appointment with the Vice President of the
Marketing Department’. The Security Officer
politely replies, ‘Alright Sir, please park your
vehicle in the parking lot on your left and in the
meantime, | will check up the availability of the
Vice President’. Mr. Vikram replied ‘Thank you
Officer’.

T3: Practice session

Ask your students to draw the communication
cycle and submit the same as part of their
student portfolio.




WRAP UP (20 min.)

1. Discuss in the class what the students have
learnt from the activity.
2. You may ask questions, such as
(i) What is communication cycle?
(i) What are the different elements of
communication cycle?
(iii) Why understanding communication cycle is
important in effective communication?

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A
Students could differentiate between

() Sender and receiver
(b) Idea and message

Part B
Students could answer the following questions:

(@) What is communication cycle?
(b) What are the different elements of
communication cycle?

(c) Why understanding communication cycle is
important for effective communication?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and
skills in order to perform up to the required
standards. Performance standards may include, but
not limited to:

Performance standards Yes | No
Identify elements of communication
cycle

Draw a diagram of communication

cycle



SESSION 2: PROVIDING FEEDBACK
Feedback conveys to the sender, the

effectiveness of his/her communication. For
individuals who are not trained in communication
skills, providing feedback is unconscious.
However, when individuals are trained in
communication, feedback is a tool for both the
listener and the sender to make the
communication effective. Giving and receiving
feedback are skills that can be learnt. Let us now
look at the characteristics of feedback. Some of
the characteristics of feedback are as follows:

O It is descriptive, rather than evaluative:
Descriptive  feedback  mentions the
behaviour that needs to change, whereas
evaluative feedback makes judgments
which do not help in changing behaviour.

O It _is specific, rather than general: The
feedback should be specific as the receiver
should know specifically the area that needs
to be handled.

O It _is directed to changeable behaviour:
Feedback that suggests alternative ways of
behaving allows individuals to choose and
own the changed behaviour. This ensures
that the behaviour change is permanent.

O It _is solicited, rather than imposed:
Feedback is most useful when the receiver
himself/herself has formulated the kind of
questions, which those observing him/her
can answer.

O It is well-timed: In general, feedback is
most useful if it is timely or given at the
earliest opportunity.




It is checked to ensure clear
communication: In order to check whether
the receiver has been conveyed the message
clearly, the receiver can be asked to
rephrase the feedback he/she has received
to see if it corresponds to what the sender
has in mind.

You need to convey to the students that the three
aspects that they should always keep in mind
while giving a constructive feedback are

()
(i1)
(ifi)

Give neutral and honest (stick to facts)
observations.

Propose an alternative or give examples to
prove your point.

Show the benefits of the alternative.

Similarly, you also need to emphasize that the
three aspects of feedback that they should always
consider while receiving feedback are

Listen carefully what the other person has to
say.

Ask questions, if you need any clarifications.
Do not become defensive or emotional.




SESSION PLAN 2

SESSION TOPIC: Providing
Feedback

1. OBJECTIVE: To develop
students’ knowledge,
skills and abilities in
providing feedback.

2. MATERIALS/EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides, Open
Source Software for Slide
Presentation, LCD
Projector, Chairs.

4. PREPARATIONS

o Read the glossary
given at the end of the
handbook.

o Prepare points for the
interactive lecture

o Prepare the figures for
the game, well in
advance

5. TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

1. Introduce the topic.

2. Make an opening by telling the student’s, the
purpose of the lecture or presentation.

3. Introduce the topic in the class and provide
relevant knowledge to the students.

4. Explain to the student’s the characteristics of
feedback.

5. Give examples of aspects that need to be
considered while giving feedback.

6. Give examples of aspects that need to
considered while receiving feedback.

7. Summarize the topic and emphasize on the
key points.

8. Check to make sure that each student
understands the meaning of feedback.

9. Provide specific examples.

10. Involve students’ by giving them the
opportunity to ask questions related to the
topic.

11. You may ask questions, such as

(a) What is feedback?
(b) Why feedback is important in
communication?




DURATION: 2 hrs
Ask your students to play this game.
PROCESS

1. This game is played in pairs. It is played in two
rounds. The seating for this game are pairs of
chairs are placed in the room, giving the
participants the room to spread out. The
chairs have their back to each other, so that
when the participants are seated they will
have their backs to each other.

2. In the pairs, one of the participants is assigned

Figure 1 the letter name A and the other is assigned

the letter name B. All the 'A's in this training
game are given figure1 on a paper. The figure
can also be modified as per the requirement.
The 'B's in this game are given an empty sheet
of paper and a pen or a pencil.

3. In the first round, the 'A's are expected to
communicate to 'B' the figure in their hands so
that the 'B's are able to draw an exact replica
on the sheet given to them. In this round a
constraint is introduced.

4. The 'B's are told not to speak while playing this
round. They have just to listen and draw
according to the instructions by 'A'.

5. After everybody has finished playing the

Figure 2 round, the 'B's share their version of the figure
with the 'A's. Very rarely does anybody get the
figure right. There's quite a bit of laughter at
the figures that the 'B's have drawn. In the
second round of the game, the 'A's are given

Speak clearly and not
too quickly

figure 2.
Repeat the information 6. This time, the 'B's are given the opportunity to
in a slightly different speak and check with the 'A's about any
Wb/ instructions that they did not understand.
After, they have finished, the 'B' show their

figures.




WRAP UP

1. Using the questions (i) What constraints or
barriers did you face?, and (ii) Could you
communicate better when you sought
clarification from the partner?, clarify the
various  concepts and principles  of
communication.

2. Ask the group to reflect on how their 'listening
skill' was improved when they sought feedback
from the partners.

3. Drive home the fact that in order to
communicate effectively, listening skills and
feedback are important.

T 3: Role Play

Conduct “Role Plays” to make you student
understand the various aspects of giving and
receiving feedback. You may utilize the following
scenario for the role play.

Scenario

The Security Supervisor overheard a conversation
of the Security Guard (S) with a Visitor (V) which
went as follows:
S: Yes.
V: | would like to meet my friend who is a
receptionist.
S: What is his name?
V: His name is Mahesh.
The Security Guard dials the number on the
telephone and enquires about the availability of
Mr. Mahesh.
S: Yes, you can go in.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between
(a) Characteristics of feedback.

Part B

Students could answer the following questions:

(a) What is feedback?
(b) Why feedback is important in communication?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and
skills in order to perform up to the required
standards. The performance standards may
include, but not limited to:

Performance standards Yes | No

Construct a sentence for providing
descriptive feedback

Construct a sentence for providing
specific feedback




SESSION 3: OVERCOMING BARRIERS IN COMMUNICATION

RELEVANT KNOWLEDGE

e Environmental

e Attitudinal

e System design

¢ Individual’s linguistic
ability

e Poor retention

¢ Inattention

e Emotional state

Slide 1: Factors affecting
communication

Helpful
Tips

The various factors that not only influence
communication, but may also act as barriers or
deterrent to an effective communication can be
broadly categorized as environmental,
attitudinal, system design, individual linguistic
ability, poor retention, inattention and emotional
state. You need to teach your students about
these factors and also expose them to the
possible measures that they may adopt as
solution(s) to overcome the barriers.

A. Environmental Factors:

Environmental factors that affect communication
include noise and physical obstacles like distance
and lack of proper instruments for
communication.

(i) Noise: Noise causes stress. Background noise
and excessive echo are great distracters to
listening, especially for the persons with poor
concentration. Similarly use of loud speakers,
noise from generators or other machinery
interferes with communication.

Tips: Explain your students how removing noise
elements or sound proofing the area of verbal
communication will improve communication.

You may take your students to a studio and show
how sound proofing is done for sound isolation
and noise blocking.

You may ask a student to deliver a lecture, while
other students are talking to each other in loud
voice to demonstrate why it is important to
maintain silence when a teacher is delivering a
lecture in a class.




Helpful
Tips

Helpful
TipS

You may mention specific advantages of
maintaining silence, for example it helps in
effective listening, concentration, etc.

(ii) Physical Obstacles: Physical obstacles like
distance and use of defective instruments for
communication affects the effectiveness of
communication. Poor lighting, uncomfortable
seating arrangements and unhygienic room also
affect communication.

Tips: Explain your students why it is important
to develop expertise in using instruments like
telephone, fax machine and computers to
overcome the barriers. You may also highlight
that checking the instrument before using it for
communication is useful in avoiding unpleasant
situation.

You may demonstrate how poor lighting in the
classroom affects visibility and concentration and
show the importance of proper lighting. You may
also switch off some of the lights. You may
demonstrate the checking of proper functioning
of the microphone before actually using the same
for addressing the audience during the assembly.

B. Attitudinal Factors

Attitudinal factors that affect communication
include cultural compulsions, fear of upsetting
others, fear of rejection or ridicule like “Don’t
speak unless you are asked to”, feeling
responsible for the other person, circle of musts
(ought to, must, have to), and low self image.

Tips: You may explain your students how
personality development training sessions can
help them to develop abilities for removing




Helpful
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Tips

attitudinal barriers and to make communication
effective.

C. System design

(i) Time: Some functions are time sensitive and
cannot be delayed. They however, may cause
other procedures to be completed in haste and as
a result communication could be hampered. Time
pressures affect the ability to communicate.

Tips: You may explain your students how to
manage time and pace of communication to
ensure effectiveness.

You may ask your students to prepare a speech of
5 minutes for a specific occasion, for example
Teacher’s Day. Ask the students to deliver the
speech one by one and suggest how they should
manage time. Demonstrate how to effectively
deliver a speech within the alloted time.

(ii)Information overload: Overloading a person
with a pool of information may result in
confusion, misinterpretation and loss of
information.

Tips

You may tell your students how to manage
information flow and document the information.
You may explain your students that if the flow of
information is not controlled, then it may result
in misinterpretation and loss of information. Give
them the tips for effectively filing papers and
organizing the files for easy retrieval of
documents. Give example of the procedure
adopted by the computer in storing the
information in files and directories.




Helpful
Tips

3. Complexity in Organisational Structure:
Greater the hierarchy in an organisation (i.e.,
more the number of managerial levels), more are
the chances of communication getting
misinterpreted or destroyed.

Tips

Explain your students about the hierarchy in an
organization and how communication takes place
between the people working in administration,
accounts, academics, etc. Take your students to
the various departments in your school or nearby
institution and ask them to interact with the
officers and staff and understand the issues with
regard to communication. Explain your students
how systematic flow of information will reduce
the problem of distortion in communication or
communication breakdown.

D. Individual linguistic ability

(i) Individual characteristics -  Individual
characteristics include biological factors like
lisping (a speech disorder characterized by the
inability to correctly pronounce the sounds of ‘s’
for ‘z’, known as sibilant consonants), and
educational factors, like proficiency in language.
Individual differences in terms of the knowledge
of vocabulary, grammar, etc. affect

communication effectiveness.

(ii) Perceptual and language
differences: Perception is generally how each
individual interprets the world around him.
Communication distortion occurs if there is wrong
perception about the message. Rephrasing
communication and checking for understanding
helps in reducing barrier due to perceptual

differences.
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Tips

You may tell your students why it is important to
know different languages and what they can do
for learning different languages.

E. Poor retention

Human memory cannot function beyond a limit.
One cannot always retain what is being told,
especially if he/she is not interested or not
attentive. This leads to communication
breakdown.

Tips

Explain your students the importance of keeping
or maintaining records. Use of notes, written
messages, e-mails, etc. should be made to avoid
communication breakdown. Explain how emailing
not only makes communication fast, but also
helps in saving paper and time. Demonstrate the
use of email in communicating and maintaining e-
files for future reference.

F. Inattention

At times we do not listen, but only hear,
especially when there are more important things
to be taken care of. For instance, if a visitor
comes to you at the same instance when you are
answering the phone, then it is important to
excuse yourself from the person on the phone so
that exclusive attention can be given to the
visitor or you may request the visitor to wait for
some time.

G. Emotional State

Emotional state at a particular point of time also
affects communication. For example, if you are
shocked for whatever reasons, you may not able
to express yourself as you are in unstable state of

mind.



SESSION PLAN 3

. SESSION TOPIC:

Overcoming Barriers in
Communication

. SESSION OBJECTIVES: To

develop students’
knowledge, skills and
abilities in overcoming
barriers in
communication.

. MATERIALS/EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides, Open
Source Software for Slide
Presentation, LCD
projector.

. PREPARATIONS

o Read the glossary
given at the end of
this handbook.

. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

1. Prepare the points for the lecture.

2. Introduce the topic.

3. Make an opening by telling the student’s the
purpose of the lecture or presentation.

4. Introduce the topic in the class and provide
relevant knowledge to the students.

5. Explain to the students the various types of
barriers in communication.

6. Give examples of barriers in communication.

7. Give examples of strategies to be adopted for
overcoming barriers in communication.

8. Summarize the topic and emphasize on the
key points.

DURATION: 1 hrs.

PROCESS

1. Discuss how noise becomes a barrier to
effective communication in places like
playgrounds, workstations, front office area,
cafeteria, etc.

2. Discuss how physical obstacles like distance
and use of defective instruments for
communication affects the effectiveness of
communication.

3. Discuss how statements like “Don’t speak
unless you are asked to” and fear of upsetting
others or rejection or ridicule act as barriers
in communication.




%
Helpful
Tips

4, Discuss how individual characteristics and
mental state affect communication.

5. Discuss the various solutions to the barriers in
communication. For example, asking the
audience to put the mobile in silent/ meeting
mode during the meeting.

6. Share with the students lots of real life case
studies so that the students are able to relate
themselves with the situation.

Tips

You may ask your students to write a short note

(not more than 25 words) on how the various

types of barriers affect effective communication.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A
Students could differentiate between

(a) Types of barrier.

Part B
Students could answer the following questions:

(@) How one can overcome the various types of
barriers in effective communication?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and
skills in order to perform up to the required
standards. The performance standards may
include, but not limited to:

Performance standards Yes | No

Compile a list of barriers in
communication at workplace




SESSION 4: APPLYING PRINCIPLES OF COMMUNICATION

The principles of effective communication can be
categorized as 7 C’s, which are applicable to both
written as well as oral communication. These are
as follows:

1. Completeness - The communication must be
complete. It should convey all facts required by
the receiver. A complete communication has
the following features:

e No crucial information is missing from the

message.

e |t gives additional information, wherever
required.

e |t leaves no questions in the mind of the
receiver.

e |t persuades the receiver.

2. Conciseness - Conciseness or shortness
means that minimum words without forgoing
the other C’s of communication should be used
to communicate. It is time-saving as well as
cost-saving.

e |t underlines the main message.

e |t is more appealing to the receiver.

3. Consideration - Consideration implies that the
audience’s view point, background, mind-set,
education level, their specific requirements,
emotions, etc. are considered while
communicating with them.

4. Clarity - Clarity implies emphasizing on a
specific message or goal at a time, rather than
trying to achieve too much at once. Clear
message makes use of exact, appropriate and
concrete  words. Clarity  ensures  that
communication is simple and intelligible.




Avoid words with
masculine origin

Sexist Non-Sexist
Chairman Chairperson
Cameraman Camera
operator
Congressman | Member of
Congress
Businessman | Business
Executive
Policeman Police
Officer
Manpower Personnel

5. Concreteness - Concrete communication
implies being particular than general. Concrete
message has the following features:

e |t is supported with specific facts and
figures.

e It makes use of words that are clear and
that build the authenticity.

6. Courtesy - Courtesy in message implies that
the message should show the sender’s expression
as well as respect to the receiver. Courteous
message has the following features:

e |t uses terms and feelings of the receiver of
the message.

e |t is positive and focused on the audience.

e It is not biased.

7. Correctness - Correctness in communication
implies that there are no grammatical errors in
the communication. Correct communication has
the following features:

e The message is exact, correct and well-
timed.

e |t makes use of appropriate and correct
language.




SESSION PLAN 4

1. SESSION TOPIC: Applying

Principles of
Communication.

2. SESSION OBJECTIVES: To
students’
knowledge, skills and

applying

develop

abilities in
principles
communication.

3. MATERIALS/EQUIPMENT

Charts,
Rulers,
Computer, Slides, Open
Source Software for Slide
Presentation, LCD

REQUIRED:
Sketch  Pens,

projector.
4. PREPARATIONS

o Read the glossary
given at the end of
this handbook.

o Make necessary
arrangements well in
advance to play the
game

5. TEACHING/TRAINING
METHODOLOGY:

T1: Role Play

Conduct role plays to teach application of

principles of communication in different scenarios

related to security. The sentences may include

the following:

(i) The function is at 6.30 PM on Monday, 16"
December, 2013.

(i) 1 will not do a job against my conscience.

(iii) We expect every man/woman to do his/her
best.

(iv) You must reach the office on time.

(v) Complete the work and report to the
Supervisor.

(vi) I will write the report and submit it you.

T2: Game
PREPARATIONS (20 min.)

This game is played in pairs, with a student as an
observer. Divide the class into groups of 2
students each. Designhate a student as an observer
for each group. The observer will take note of the
answers given by the students in the group.

PROCESS (1hr. 10 min.)

1. Ask the students from each group to make a
group chart of their school premises. They
have to especially represent the entry and exit
points of the school .The task should be done
in a group.

2. The observers will write down their
observations.

3. At the end of half-an hour, the chart drawing
stops.

The observers are expected to report their
observations of their group to the whole class.
The group provides feedback to the observer on
his/her report, based on the principles of
communication.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Student could differentiate between
(a) Principles of effective communication.

Part B

Students could answer the following questions:

(@) How to apply various principles for making
communication effective?

(b) What is the difference between clarity and
concreteness?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and
skills in order to perform up to the required
standards. The performance standards may
include, but not limited to:

Performance standards Yes | No

Construct a sentence that convey all
facts required by the receiver

Construct a sentence with a specific
message

Express in a manner that shows
respect to the receiver of the
message




SESSION 5: APPLYING ELEMENTS OF VERBAL AND NON VERBAL

COMMUNICATION

RELEVANT KNOLWEDGE

VERBAL COMMUNICATION

Language should be clear,
specific, accurate and
appropriate to the audience
and purpose.

The medium of communication determines the
type of communication. Based on the medium
used for communicating, the process of
communication can be broadly classified as
verbal communication and non-verbal
communication.

Verbal communication includes written and oral
communication, whereas non-verbal
communication includes body language, facial
expressions and pictures. Thus, the two methods
of communication are verbal communication (oral
and written), and non-verbal communication
(body language, pictorial communication,
symbolic communication).

Verbal communication uses words as the medium
of communication. An  effective verbal
communication is a two-way process; speaking
and listening must occur. Usually verbal
communication is in the one-to-one mode or one-
to-one interaction. It is very important to
maintain accuracy, brevity and clarity in verbal
communication. The sender should also ensure
that he speaks clearly into the instrument
(channel) and also conveys respect through his
choice of words. The acronym RSTP' is a useful
guide for speaking clearly.

R - Rhythm - Maintaining rhythm while speaking is
important for communicating effectively. Pauses
in speech allow the speaker the time to think of
his/her next thought, and also provide the
listener enough time to process the information.

! http://www.ehow.com/info_8594284 _elements-rhythm-
speech.html#ixzz1oWhLze9L




S - Speech - It is the act of delivering a formal
spoken communication to an audience.

T - Tone - Tone is the quality of sound that
portrays feelings or changes in meaning. A
monotone delivery could indicate that a speaker
is fed up.

P - Pitch - Pitch occurs because of the vibration
of the human vocal cords. Changes in the tension
of the vocal cords cause differences in pitch.
Usually, the pitch of women's voices is higher
than that of men.

Written communication skill is the ability of an
individual to communicate in writing. Important
skills in effective written communication are:

e Write clearly and legibly, giving all the
essential information needed.

e Use approved styles and formats for written
communication.

Effective writing involves careful choice of words,
their organization in correct order in sentences
and preparing a comprehensive composition of
sentences.

Non-verbal = communication: it is the
communication that uses physical parts of the
body. It includes facial expressions, tone of voice,
sense of touch, sense of smell, and body
movements. By understanding the important
aspects of non-verbal communication or body
language, you can learn to read people more
easily. Argyle’? and his associates have been
studying the features of non-verbal
communication that convey information.

2 Argyle, Michael; Salter, Veronica; Nicholson, Hilary; Williams, Marylin; and
Burgess, Philip (1970). The communication of inferior and superior attitudes by
verbal and non-verbal signals. British Journal of Social and Clinical Psychology (9):

222-231



Body Language

Different aspects of body
language and behaviour
may include the following:

e Eye contact

e Facial expression

¢ Whole body posture

¢ Hand gestures

e Fiddling with things

e Looking around as if
searching

o Walking with/without
purpose

e Actions that
demonstrate anger

e Actions that
demonstrate confusion.

e A person is relaxed or
comfortable.

The following summarizes their findings:
(a) Static Features

1. Distance: The distance one stands from

another frequently conveys a non-verbal
message. In some cultures it is a sign of
attraction, while in others it may reflect
status or the intensity of the warmth or
feeling. In India, a foot away from another
person is considered as a respectful distance
while communicating.

. Orientation: People may present themselves

in various ways: face-to-face, side-to-side, or
even back-to-back. For example, cooperating
people are likely to sit side-by-side while
competitors frequently face one another. In
the security sector, face-to-face orientation is
common.

3. Posture: Your posture conveys message. For

example if you are sitting on a chair with your
legs crossed or our arms folded, then such
postures convey a degree of relaxation in the
communication exchange. For a security
officer on duty, there are only two acceptable
postures - attention and stand-at-ease.

. Gestures with hands and arms: Shaking

hands, touching, holding, embracing or patting
on the back, all convey messages. They all
reflect an element of intimacy. For instance,
in case of people who have to be escorted out
of the premises, physical contact can involve
touching the hand or the shoulder to
emphasize the message of moving from that
area.




(b) Dynamic Features

1. Facial expressions: A smile, frown, raised
eyebrow, vyawn, and sneer all convey
information. Facial expressions continually
change during interaction and are observed
constantly by the recipient. Smiling is
considered to be pleasant and helpful. A frown
conveys confusion and at times anger. Raised
eyebrows, yawn, a sneer are all unacceptable
body language, as they reflect anger or
ignorance.

2. Gestures: One of the most frequently
observed, but least understood cues is a hand
movement. Most people use hand movements
regularly when talking.

3. Looking: A major feature of  social
communication is eye contact. The frequency
of contact may suggest either interest or
boredom. For example, a Security Officer
should look straight into the eyes of the
person, although pleasantly and affably.

Pictorial Communication includes communicating
with signs like traffic signals, the 21-gun salute,
horns, sirens, etc. For example the sign of U-turn
tells you to take a U turn, and the sign of a
person crossing the road indicates the place
where you can cross the road.

Symbolic Communication uses symbols that
signify religion, school, status, affiliation,
communication devices, etc.




SESSION PLAN 5

(8}

SESSION TOPIC:
Applying Elements of
Verbal and Non-Verbal
Communication.

OBJECTIVES: To
develop students’
knowledge, skills and

abilities in application
of various elements of
verbal and non-verbal
communication.

MATERIALS/EQUIPMET
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides, Open
Source Software for
Slide Presentation, LCD
projector.

PREPARATIONS

o Read the glossary

given at the end of
this handbook.

TEACHING/TRAINING
METHODOLOGY:

T1: Activity
DURATION:

PROCESS

Arrange the students in pairs and demonstrate
how to use various communication equipment.
In the first round, one of the pair instructs the
other, while the other follows the instructions.
In the second round the roles are reversed.
Ask the students to read the operating manual
of the communication equipment in pairs.
While one of the pairs reads out the manual,
the other gives a physical demonstration of
what his/her partner just read.

Fish Bowl Activity
(i) Select a group of volunteers from the class
(10 in number);

(il)  This group will sit in the centre in a circle;

(iii) The rest of the class will form an outer
circle;

(iv) The inner circle is the fish bowl and is asked
to discuss a topic of interest - like a cricket
game (for 10 minutes).

(v) The outer circle is given a copy of a set of
emoticons. The copy of the sheet of
emoticons is pasted below for your
reference. They have to use this sheet, to
identify the expressions of their friends
(each one should be asked to observe not
more than two people) as they discuss the
topic.

(vi) At the end of ten minutes the discussion
stops and the outer circle reports the various
emoticons that was close to the expressions
on their friends’ faces.
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Conduct “Role Plays” to make you student

understand the various aspects of giving and

receiving feedback. The following expression
generally used in various situations may be used
for communicating feelings.

e Greeting Vvisitors: good morning, good
afternoon, good evening.

e Expressing gratitude: thank you, | sincerely
thank you for the favour, | am grateful to
you, etc.

e Responding to questions: “Yes, Mr./Ms X is
available in his/her room” or “No, Mr./Ms X is
not available in his/her room”.

e Dealing with security related problems and
complaints:  “What is your problem
Sir/Madam?” or “Is there anything that | need
to do to solve your problem”

In pairs, students may be asked to try out
different ways to say the same sentence by
changing the tone and the emphasis on different
words.

)



CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Student could differentiate between
(@) Forms of communication.

Part B

Student could answer the following questions:

(@) What are the important aspects that need to
be kept in mind while communicating
verbally?

(b) What are the important aspects that need to
be kept in mind while communicating non-
verbally?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and
skills in order to perform up to the required
standards. The performance standards may
include, but not limited to:

Performance standards Yes

No

Identify methods of verbal communication

Identify methods of non-verbal
communication

Deliver a speech with variations in tone
and pitch.

Greet politely and appropriately, keeping
in view the time of the day.

Enlist the static features of non-verbal
communication.

Enlist the dynamic features of non-verbal
communication.




SESSION 6: USING COMMUNICATION EQUIPMENT AND

CHANNELS

RELEVANT KNOWLEDGE A range of electronic devices exist to help people
overcome the constraint in communication due to

distance. These include telephone, mobile,
wireless set, walkie-talkie, etc., which are used
to send and receive messages.

(i) Telephone: The  telephone is a
telecommunication device that transmits and
receives sounds. All modern telephones have a
microphone to speak into, an earphone which
reproduces the voice of the other person, a ringer
which makes a sound to alert the owner when a
call is coming in, and a keypad to enter the
telephone number.

(ii) Mobile Phone: The mobile phone (also known
as a cell phone) is a device that can make and
receive telephone calls over a radio link whilst
moving around a wide geographical area. Mobile
phones also support a wide variety of other
services which include text messaging, popularly
known as Short Message Service (SMS), electronic
mail  (e-mail), and short-range  wireless
communications (infrared, blue-tooth).

(iii) Electronic Private Automatic Branch
Exchange (EPABX) system: It is an instrument
used to place telephonic calls to various people in
the premises which could be an organization or a
residential colony to check on the availability of
the residents/officials and also to confirm the
authenticity of the visitor’s claims. EPABX also
allows access to external telephone lines.




TRANSMITTER

RECEIVER

(iv) Walkie-Talkie

A walkie-talkie is a hand-held, portable two-way
radio transceiver. Typical walkie-talkies resemble
a telephone handset, with an antenna sticking out
of the top. A walkie-talkie has the following
parts:

o Transmitter - Sends your voice to another
walkie-talkie after turning it into radio waves.

« Receiver - Receives the radio waves sent out
by the transmitter.

« Speaker - Amplifies the sound received by the
receiver.

e Microphone - This part attunes your voice and
converts it into an electric signal.

o Crystal - The crystal is also known as a
channel. It sets the frequency used for
communication.

« Batteries - The power supply is usually from
the batteries.

Walkie-talkies are widely used in any setting
where portable radio communications are
necessary, including security sector, business,
public safety, airport and military.

(v) Fax Machine

Fax (short for facsimile) is the telephonic
transmission of scanned printed material (both
text and images) from a fax machine to another
fax machine through a telephone line. The
original document is scanned with a fax machine,
which processes the contents (text or images) as
a single fixed graphic image, converting it into a
bitmap image. The information is then
transmitted as electrical signals through the
telephone system. The receiving fax machine
reconverts the coded image, printing a paper

copy.




(vi) Global Positioning System Navigation
Device: It is any device that receives Global
Positioning System (GPS) signals for the purpose
of determining the device's current location on
Earth. GPS devices are used in military, aviation,
marine  transport and consumer product
applications. It is now being extensively used for
regulating the movement of taxis.

(vii) Computers: A computer is a programmable
machine designed to perform arithmetic and
logical operations to produce meaningful results
in desired format. A computer system includes
hardware and software. Computer has now
become an important and rapidly expanding
medium of communication, as it offers the
possibility of rapid communication, through e-
mails, e-forums blogs, social sites, access to
educational materials on websites, searchable
databases, and e-commerce.

Dedicated Channels for Emergencies of
Communication Breakdown

At times, there could be an excessive traffic load
on network or breakdown in communication due
to technical problems at the sender’s or
receiver’s end. Some of the dedicated channels of
communication are as follows:

(i) Radio Communication: Wireless
communication based on radio waves can be used
for short distance communication as well as long
distance communication. Radio communications
are most widely used during war and war like
situations. People can communicate across
hundreds of kilometers using High Frequency (HF)
radio communication. Examples of instruments
that work on this principle are walkie-talkie or
hand held wireless transreceiver sets.




(ii) Satellite Based Communication Systems

It is a form of radio communication where the
radio waves from earth are sent to a
communication satellite, which relays the
message back to the receiver. International
Maritime Satellite Organisation (INMARSAT) is a
common satellite communication network that is
used on the high seas and in emergencies and
disasters because they do not require any earth
based systems like towers or cables.

(iii) Amateur (Ham) Radio

Amateur or ham radio refers to hobbyists who
communicate on radio and are able to
communicate across thousands of kilometers.
Amateur radio operators use various modes of
transmission to communicate. The two most
common modes for voice transmissions are
frequency modulation (FM) and single side band
(5SB). The operation is coordinated by the
International Telecommunication Unit (ITU) and
licensed by the individual national governments
that regulate technical and operational
characteristics of transmissions and issue
individual stations with an identifying call sign.
Their communications have been extremely useful
in contacting isolated communities during
calamities like tsunamis and earthquakes.

(iv) Dedicated Short Range Communications

DSRC combines high reliability wireless
connectivity, accurate positioning (via global
positioning satellites and vehicle dead-reckoning)
and an on-board computer to allow vehicles to
communicate directly to each other (vehicle-to-
vehicle, or V2V links), and to road-side units
(vehicle-to-infrastructure or V2I).
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The word “Dedicated” means that DSRC operates
in its own protected frequency band at 5.9 GHz
(Giga Hertz). This ensures that the system does
not suffer from interference from other wireless
technologies. This band has already been
allocated in the United States and Europe.

Communication channels: There are two general
ways of delivering the information: informal and
formal communication.

(i) Informal Communication occurs on a person-
to-person basis, in a face-to-face manner,
without formalities, ceremony or fanfare.
Informal ways to communicate include texting,
post-it notes, personal email letters, instant
messaging, emoticons, online chat rooms and
cyberspace bulletin boards, an informal drop in
visit to another person’s house or office, or a
quick and spontaneous meeting. Informal
communication also may take a non-verbal form
as facial expressions, sign language, or manner of
dress.

(ii) Formal Communication is organized and
managed information that is shared with relevant
individuals in an organization or between
organizations. Formal communication channels
are based on an individual’s role in the
organization and distributed in an organized way
according to the established norms in an
organization. Formal communication generally
flows “downward” from executives to directors to
managers to staff regarding company direction
and instruction and “upward” from staff to
managers to directors to executives in the form of
data and reports. The communication flowing
through these channels is specific to the jobs and
departments.




Security personnel have to track information of
people movement, material movement, and
telephone calls. They have to maintain records
and generate reports in electronic and printed
formats which are then forwarded to concerned
officials in the electronic form or in the printed
form.

Documentation is done to plan, execute and
monitor activities and programmes. It also serves
as a useful tool for information sharing, advocacy,
ensuring accountability and providing evidence.
Documents are used to record, report and file
information. Common records pertaining to
security duties include opening and closing of
premises, presence or absence, penalties, beat
patrolling, search procedures, etc. Examples of
documents used in security sector are logbooks,
registers, report books, incident reports, etc.
Records or reports thus generated are maintained
by the supervisor in a form that is easily
accessible. The categorization is usually time
wise, alphabet wise and function wise. The
functions of the security will depend on the
nature of the organization or industry (hospital,
defense forces, airport, manufacturing units,
hazardous industry, retail industry, etc.).

The data or records available in a security control
room are several and can be classified as:
unclassified, confidential, secret and top secret.
These levels are in order of the increasing
confidentiality. The reports that are generated in
security services include the following:




(i) Duty log: It is a record of personnel who are
expected to report at a location on a certain
time. It provides attendance details of security
personnel at various points. Absence is recorded
and reported to the appropriate authority.

(i) Incident report: It is a report of an
abnormal incident. The details of date, time
and people involved, the specification of
vehicles or materials involved, and the
geographical location of the incident are
included in the incident report.

(iii) Action report: It is the report which
provides the details of action taken vis-a-vis
an incident as reported in the incident log.
The details of date, time, action taken, the
person taking the action, procedures
executed, and any pending action to be
undertaken are recorded.

(iv) Movement log: These are logs that record
movement of people, material, and vehicle
through a check point.

Date

Time
in

Name of
the
visitor

Official/ Purpose | Pass Time out
residential | of visit | Yes/No
address

(v) Back-up and stand-by logs: These are
records and reports of the back-up or stand-
by procedures that were executed as a result
of equipment breakdown or emergencies
that have occurred.

(vi) Contingency log: These are records and
reports of contingency procedures that have
been executed in case of incidents or
emergencies.




SESSION PLAN 6

. SESSION TOPIC: Using
Communication
Equipment and Channels.

. SESSION OBJECTIVES: To

familiarize students with
the various types of
documents maintained in
Private Security Services

. MATERIALS/ EQUIPMENT
REQUIRED: Duty log,
incident report/log,
action report, movement
log, back-up and stand-
by log, contingency log,
compliance report.

. PREPARATIONS

o Read the glossary
given at the end of
this handbook.

. TEACHING/TRAINING

METHODOLOGY:

(vii) Compliance report: It is a checklist of
standard procedures relating to opening,
closing, beat patrolling, absence, etc., that
have to be executed everyday and the items
in it are ticked off as and when they are
completed. In case any item on the checklist
has not been completed, the reason for it is
specified.

T1: Role Play
DURATION: 2 hrs.

PROCESS

Make a simulated telephone conversation based
on given scenario and improve the responses of
the caller and the receiver.

o Ask two students to come forward.

o Place to chair back to back and ask them to
sit on it. This helps them not to see each
other

o Tell them the scenario and the role
(caller and the receiver) that they will play.

o Ask other students to watch as they go
through a role play.

o  The caller should introduce himself/herself
after the greeting the receiver.

o He/she should tell why is he/she calling.

o After the conversation, the students can be
asked to provide feedback.

o Provide your feedback in line with the
content.

o Ask other students to come forwards and
repeat the exercise. Observe whether there is
any improvement based on feedback.




Teach your students about the following
telephone etiquettes:

e Pick up or answer the telephone before the
third ring.

e Some words that you should use in your
conversations on telephone are “Hello! Good
Morning/Good Afternoon/Good Evening”.

e Speak clearly and identify yourself.

e |If the caller does not introduce
himself/herself, say, “May | know who is
speaking?”

e In case the caller does not tell to whom
he/she wants to talk to, then you may ask
questions like “May | know to whom you
want to talk to?”

e In case you have to take a message then you
may say “I'm sorry, he's busy at the
moment. May | take a message?” or May |
take your name and number and have
him/her call you back? (Be sure to write down
the name, phone number, time the caller had
called and the message).

e Ask the caller to wait while you acquire the
information required.

e Don’t make the caller wait for more than 02
minutes. It is better to return a call than to
keep someone on hold too long. Do not forget
to return the call.

e At the end of the waiting period, please
express your gratitude for caller’s patience.

e Keep your conversation to the point.

e End the conversation with gratitude.

e Always use a pleasant and friendly tone.

e Before placing a caller on hold, ask his/her
permission first. For example, “could you
please hold the line, while | call the
person”.

e Avoid leaving long messages.




e Do not interrupt the person while he/she is
talking to you.

e Do not answer the phone if you are eating.
You should mention that you are having your
meal and you will call back after you have
finished.

e When hanging up the phone, make sure the
caller hangs up first.

Remind students about the difference between
formal and informal language, and of the
occasions when they are likely to use each type of
language.

T2: Assignments

1. Log books are used to record movements of
people who enter the premises. Ask the students
to use the table given below for conducting a
practical exercise and filling the information
collected at school events, such as annual day,
parent’s day, children’s day, senior citizen day,
to record the details of the visitor’s and submit
the filled in table as an assighment.

Date

Time
in

Name of
the
visitor

Official/ Purpose of | Pass Time out
residential | visit Yes/No
address

2. You may ask your students to maintain logbook
of the telephone calls that they receive at
home in the format given below and submit
the same as an assignment.




Name of the
Caller

|
Telephone
number

Purpose of call

Time

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(a) Different communication equipment.
(b) Informal and formal communication.

Part B
Students could answer the following:

(@) What are the uses of logbooks and reports in
security?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and
skills in order to perform up to the required
standards. The performance standards may
include, but not limited to:

Performance standards Yes | No
Apply telephone etiquette
Identify logbooks used in security
industry

Recognise sample reports common
to security industry

Fill in the requisite information in
the format of the logbook
Operate equipment for
communication.




GLOSSARY

. Active listening: It is a process of analyzing

and evaluating what another person is saying
in an effort to understand the true meaning of
the message.

. Alarm Test Register: It is used to record all

incidents where alarms have been tested on
the premises. Details include the date, time,
name of the person carrying out the test and
the results including any faults detected.

. Attitude: It is the transference of a value into

action that is consistent over a period of time.

. Clause: A clause is a sentence that forms part

of a larger sentence.

. Communication: The process by which a

person, group, organization (the sender)
transmits some type of information (the
message) to another person, group,
organization (the receiver). It is derived from
the Latin word ‘communis’ meaning to share.

. Community: A society where peoples relations

with each other are direct and personal and in
mutual bonds of emotion and obligation.

. Courtesy - is the name of a social behavior

that extends respect to another human being,
by giving him/her the right to act first.

. Descriptive feedback - when feedback

describes the effect of a communication in
words, it is called ‘descriptive feedback’.

. Evaluative feedback - when feedback judges

the effect of a communication in terms like
‘good’, ‘bad’, ‘average’, ‘correct’, ‘right’,
‘wrong’, it is called ‘evaluative feedback’.




10.

1.

12.

13.

14.

Feedback - is an element of communication
which indicates the completion and the extent
of completion of the communication cycle. It
provides information to the sender on the
receipt of his message. It could be in the form
of another message that conveys to the sender
that his message has been received and
understood, or it could be in the form an
action by the receiver, which informs the
sender that the message has been received
and acted upon.

Formal Communication - It is that which is
connected with the formal organizational
arrangement and the official status or the
place of the communicator and the receiver.
Formal communication is mostly recorded in
some form for future reference.

Gesture - is a hand movement that
communicates a message. For example, a
salute or a handshake is a gesture of
greeting.

Informal Communication - It arises out of all
those channels that fall outside the formal
channels. It is established around the societal
affiliation of members of the organization.
Informal communication does not follow
authority lines, as in the case of formal
communication.

Key Register: It is used for recording all keys
in the custody of the security department. It
includes date and time of issue and return of
keys to personnel, the signature of the person
receiving them, the signature of the security
guard who issued them, the date and time
they are returned and the signature of the
security guard to whom they are returned.




15.

16.

17.

18.

19.

20.

21.

22.

23.

24.

Lost and Found Register: It is used to record
details of all reported property lost or found
on the premises.

Message - generally speaking, ‘message’ is
the object of communication.

Organization: Hierarchically organized group
of people so large that personal relationships
with every member of the group are
impossible.

Organizational communication:
Communication between and among the
individuals and groups which make up an
organization.

Organizational structure: The formal
configuration between individuals and groups
with respect to the allocation of tasks,
responsibilities, and authorities within
organizations.

Phrase - A phrase is a group of words which
does not make a complete sentence.

Register of Personnel Passes: It is used to
keep an account of employees leaving the
premises outside the normal starting or
finishing times. It gives permission to the
person to leave the premises for personal
reasons.

Rhythm - is the sequence that is repeated in
a period of time.

Search Register: It is used to record date,
time, name of the person searched, address,
signature of person searched and the
signature of the searcher.

Sentence - A sentence is a group of words
which makes a complete sense.
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26.

27.

28.

29.
30.

31.

32.

33.

Sexism:  Actions or attitudes that
discriminate against people based solely on
their gender.

Sexist language: Language that creates
sexual stereo-types or implies that one
gender is superior to another.

Sign: Something that stands for or represents
something else and bears a natural,
nonarbitrary relationship to it.

Solicited feedback - when feedback is
requested by sender on the effect of a
communication, it is called ‘solicited
feedback’

Symbol: Representation of an idea.

Team: A group whose members has
complementary skills and is committed to a
common purpose or set of performance goals
for which they hold themselves mutually
accountable.

Telephone Message Book: It is used to
record accurately messages and information
received on telephone.

Vehicle Register: It includes the number of
the vehicle entering the premises

Visitors Register: It includes the name of
visitor, date and time of visit and the
signature of the visitor.
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PREFACE

The Teacher’s Handbook on “Disaster Management and Emergency Response (Basic)” is a part of the
qualification package developed by the Security Knowledge and Skill Development Council (SKSDC) for
the National Vocational Education Qualification of “Unarmed Security Guard (Private Security Sector).
The National Vocational Education Qualification Framework (NVEQF) is an initiative of the Ministry of
Human Resource Development (MHRD), Government of India to set common principles and guidelines
for a nationally recognized qualification system covering Schools, Vocational Education and Training
Institutions, Technical Education Institutions, Colleges and Universities. It is envisaged that the NVEQF
will promote transparency of qualifications, cross-sectoral learning, student-centred learning and
facilitate learner’s mobility between different qualifications, thus encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people and
property under contract and for profit. An Unarmed Security Guard is required to observe, deter,
record and report. The basic difference between government and private security is that the
government security personnel are empowered by legislation to enforce the law, but it is not so for
private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be linked
to their life outside the school. This principle makes a departure from the legacy of bookish learning
which continues to shape our system and causes a gap between the school, home, community and the
workplace. Experiential learning, which is a cyclical process involving observation, reflection and
action, should be an integral part of the teaching-learning process. Attempt by the students to solve
problems, guided by the teachers or instructors, would enable them to explore and discover new
knowledge and develop problem solving skills. A range of pedagogies, including interactive lecture,
role plays, case based studies, assignments, projects and on-the-job activities that provide students
with generic, technical and professional knowledge and skills should be adopted by the teachers and
instructors to foster student-centred learning.

The success of this effort of integrating knowledge and skills depends on the steps that the teachers
will take to encourage children to reflect their own learning and to pursue imaginative and on-the-job
activities and questions. Participation of learners in skill development exercises and inculcation of
values and creativity is possible if children are involved as participants in learning, and not as receiver
of information. These aims imply considerable change in school routines and mode of functioning.
Flexibility in the daily time-table would be a necessity to maintain the rigour in implementing the
activities and the required number of teaching days will have to be increased for teaching and
training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.
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ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the Security
Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards describe what
individuals need to know, understand and do in order to carry out a particular job role or functions.
These are the standards that individuals must achieve when carrying out the various functions at the
workplace. The Module on “Disaster Management and Emergency Response (Basic)” covers the
following elements, performance criteria, knowledge and skills for the job role of Unarmed Security

Guard (Private Security Sector):

Unit Code SKS/N 0001

Task Security Tasks in Accordance with Basic Security
Practices

Element Carry out assigned security tasks

Performance Criteria

PC2: Respond and report about risks and threats
PC3: Respond and report about hazards and emergencies

Knowledge and Understanding (K)

Technical/Domain Knowledge

KB2: Risks and threats to society and corporate
KB7: Types of hazards/disaster and emergencies

Skills (5)

Professional Skills

SB1: Respond to risks and threats

Unit Code SKS/N 0003

Task Provide Private Guarding Service to People, Property
and Premises

Element Carry out search of designated premises

Performance Criteria

PC9: Caution and report risks, threats and hazards during
the search

Knowledge and Understanding (K)

Technical/Domain Knowledge

KB2: Response to likely risks and threats at the place of

duty
Unit Code SKS/N 0006
Unit Title (Task) Control Parking in Designated Areas
Element Monitor Hazards and conditions of parking areas
Performance Criteria PC10: Report hazards and defects to superior
Skills (S)

Core/ Generic Skills

SA2: Identify hazards and defects

Unit Code SKS/N 0007
Unit Title (Task) Security Escort
Element Respond to incidents affecting security and safety

Performance Criteria

PC6: Responds to risks

Knowledge and Understanding (K)

Technical/Domain Knowledge

| KB3: Likely risks




Unit Code SKS/N 0008

Task Health and Safety

Element E1: Contribute to maintaining a safe workplace
E2: Respond to fire accidents

Performance Criteria PC2: Keep emergency and escape routes free from

obstructions and report violation

PC3: Wear personal safety gear and clothing as per
organizational procedure

PC5: Report to superiors and emergency service
organizations for assistance in the event of
emergencies

PC11: Identify and report fire hazards

PC12: Carry out fire-fighting in line with organizational
training and procedures

PC13: Report fire incidents to superiors and emergency
service organizations

PC14: Participate in evacuation of casualty and premises

Knowledge and Understanding (K)

Organisational Context KA2: Details of emergency exits, alarm, signage and
other safety equipment

KA4: Details of local emergency service

KA7: Details of floor plans, emergency exits, alarm,
signage and other fire-fighting equipment

KA10: Details of emergency exits, alarm, signage and
location of first-aid and evacuation equipment

KA11: Reporting procedure in case of medical
emergencies

Technical/Domain Knowledge KB1: Risks and hazards

KB3: Identify sighage and warning
KB7: Types of fire

KB8: Causes of fire

KB10: Types of fire-fighting equipment
KB11: Fire-fighting procedure

Skills (S)

Core/Generic Skills SA1: Respond to emergencies

SA2: Remain calm during emergencies
SA5: Respond to fire incidents

SA8: Identify medical emergency

SA9: Rescue and evacuation of casualty

Professional Skills SB3: Report to senior/emergency service organizations
for assistance

SB4: Carry out periodic walk-through to keep work area
free from hazards and obstructions, if assigned

SB8: Identify potential fire hazards

SB10: Keep work area free from fire hazards

SB13: Report to senior/medical emergency service
organizations for assistance




Unit Code SKS/N 0009

Unit Title (Task) Security in Commercial Deployments

Element Carry out security tasks in commercial domains

Performance Criteria PC2: Respond to domain-specific risks and threats

Knowledge and Understanding (K)

Technical/Domain Knowledge KB1: Risks and threats specific to domain/organization
where deployed

Skills (S)

Core/Generic Skills SA1: Be alert and vigilant to guard against risks & threats
and respond effectively

Professional Skills SB3: Respond to risks and threats

Unit Code SKS/N 0010

Unit Title (Task) Security in Industrial Deployments

Element Carry out security tasks in industrial domains

Performance Criteria PC2.Respond to domain-specific risks and threats

PC7: Report incidents to superiors

Knowledge and Understanding (K)

and respond effectively

Technical/Domain Knowledge KB1: Risks and threats specific to domain/organization
where deployed

Skills (S)

Core/Generic Skills SA2: Be alert and vigilant to guard against risks & threats

You will have to ensure that the following performance standards
completion of the sessions given in the module:

are met by each student on

Performance standards

Yes | No

Enlist different types of hazards

Enlist natural disasters

Enlist manmade disasters

Identify the causes of natural and man made disasters

Identify the emergency route of exit in a given plan of a building

Make a hand seating arrangement for transporting a victim of disaster

Enlist the emergency telephone numbers

Identify personal protective equipment worn during the disaster

Draw a fire tetrahedron and label it

Classify the various types of fire

Read the label on the fire equipment

Identify the firefighting equipment

Demonstrate the use of fire extinguisher

Enlist common causes of fire at workplace




GENERAL INSTRUCTIONS FOR TEACHERS

e Read the Teacher’s Handbook carefully before teaching or conducting the training.

e Follow the session plan strictly.

e Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

e Ensure all materials/aids/equipment required for teaching and training is available.

¢ Introduce the skill by explaining the purpose.

¢ Demonstrate the skill to the participants, explaining each step in detail.

e Invite the students to ask questions.

e Ask the students to practice the skill themselves and make observation while they perform the
task.

e Provide the students with constructive feedback.

e Discuss in class, the problems faced by the students in performing the task.

e Summarize the key learning.

e Ensure key learning is captured and performance standards are met at the end of each session.

e Regularly check student’s workbook to ensure all exercises are being completed on time.

e Ensure that all participants complete the required assessments given in the student workbook.

e Always encourage participants. Never discourage them from getting actively engaged in
discussions, question-answer sessions and task-oriented activities.
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SESSION 1: IDENTIFYING NATURAL AND MANMADE DISASTER

RELEVANT KNOWLEDGE
Almost every day, newspapers, radio and television
channels carry reports on disaster striking parts of the

)—w-»’ world. But what is disaster?
—_"v _‘
o I " —

What is Disaster?

}

P e The term disaster owes its origin to the French word
).\Ji" -—-'!" “Desastre” which is a combination of two words ‘des’
meaning bad and ‘aster’ meaning star. Thus, the term
refers to ‘Bad or Evil star’.

A disaster can be defined as “A serious disruption in
the functioning of the community or a society
causing wide spread, economic, social or
environmental losses which exceed the ability of
the affected society to cope using its own
resources”.

Disasters are either natural, such as floods, droughts,
cyclones and earthquakes, or human-made such as
riots, conflicts, devastating fires, epidemics,
industrial accidents, and environmental fallouts.

A disaster is a result from the combination of (i)
hazard, (ii) vulnerability and (iii) insufficient capacity
to reduce the potential chances of risk.

Risk is a “measure of the expected losses due to a
hazard event occurring in a given area over a specific
time period.” The level of risk depends upon the (i)
Nature of the hazard, (ii) Vulnerability, and (iii)
Economic value of the elements. For example,
destruction and economic losses caused by the
occurrence of earthquake will be more at a place,
where the density of buildings and population is
more.




Vulnerability - ™ Hazard

* Dangerouslocation * Cyclones
* Dangerousbuildings * Drought
* Environmental degradation * Earthquake
* Urbanization * Environmental
* Lackof Resources pollution
* Floods

* Technological
accidents-e.g,,
nucleardisaster.

* Tsunami

Figure 1: Factors affecting occurrence of disaster

Any hazard, for instance flood which may be triggered
by a certain vulnerability factor, for example
environmental degradation, would lead to disaster
causing loss to life and property. On the other hand,
for example an earthquake in an uninhabited desert
cannot be considered a disaster, as it will not be
affecting life and property.

Figure 1 illustrates that when vulnerability and hazard
combine, a disaster may occur. An earthquake is
disastrous only when it affects people, their
properties and activities. Thus, disaster occurs only
when hazards and vulnerability meet. But it is also to
be noted that with greater capacity of the
individual/community to face these disasters, the
impact of hazard reduces. Therefore, we need to
understand the three major components of disaster
namely hazard, vulnerability and capacity of the
people to cope with the risk. But first, let us
differentiate between hazard and disaster.




Hazard is defined as “a dangerous condition or event
that threatens or has the potential to cause injury to
life or damage to property or the environment.”
Hazards can be grouped into two broad categories
namely natural and manmade.

1.Natural hazards: These are hazards which are
caused because of natural phenomena, which could
be meteorological (e.g., heavy rains), geological
(e.g., landslides) or even biological origin (e.g., gas
leak). Examples of natural disasters are cyclones,
earthquake, tsunami, and volcanic eruption which are
exclusively of natural origin.

Landslides, floods, drought, fires are socio-natural or
hybrid disasters since their causes are both natural
and manmade. For example flooding may be caused
because of heavy rains or blocking of drains and
landslides may occur after humans have cut forest
trees on a mountain slope. The natural disasters
threatening India include earthquakes (usually in the
Himalayan region), floods including tsunamis (usually
in river deltas, coastal areas) and landslides
(particularly in hilly areas during the rainy season).

2. Man made hazards: These are hazards which are
due to human negligence or wrong intentions.
Manmade hazards are associated with industries or
energy generation facilities and include explosions,
leakage of toxic waste, pollution, dam failure, wars,
civil strife, train crashes, road accidents, industrial
accidents, large-scale blazes, cyber attacks and
terrorist attacks. The list of such hazards is very long
and it has been summarized for you in table 1. Safety
hazard is anything that can have an adverse impact
on your safety.




Slide 1: Difference between Disaster and Hazard

Disasters

Hazards

1.

A serious disruption in the
functioning of the community or a
society causing wide spread,
economic, social or environmental
losses which exceed the ability of
the affected society to cope using
its own resources.

1. A dangerous condition or event that
threatens or has the potential to cause
injury to life or damage to property or
the environment.

2. It is the result of interaction |2. Dangerous events can be natural, or
between a hazard, the | man-made.
vulnerability of a population and
the insufficient capacity to reduce
the potential chances of risk.

3. Disasters can be mitigated or|3. Hazards occur, despite disaster
avoided with adequate preparation | preparedness.

EMERGENCY

[{3

An emergency is “a sudden, urgent, usually
unexpected occurrence requiring immediate action”.
In an emergency, immediate response and relief
activities are carried out by government, non-
government and volunteer agencies.

These activities include alleviating a disastrous
situation, search and rescue, First Aid, provision of
food, clothing, shelter, medicine to those affected,
etc. Emergency could also be in anticipation of a
hazard turning into disaster and could involve
evacuation, provision of food, clothing, shelter,
medicine, etc.



Slide 2: Difference between Disaster and Emergency

Disaster Emergency
1. Disaster can begin suddenly. The | 1. An emergency can also begin suddenly
impact of a disaster is large on a but the impact of an emergency is not
community and can cause large scale as large on a community. It can
destruction of life and property. involve a single person who has
suffered a heart attack or an injury
etc.
2. Disaster preparedness is a difficult | 2. Emergencies can be predicted and
task, as the extent of a disaster necessary preparations can be made
cannot be predicted well in advance.

Types of Natural Disaster

g:i ."E,:’v& Let us now have a look at the different types of
’ natural disasters, which include cyclone, floods,
volcanic eruption, landslide, tsunami, torrential rains,

\!
& ”’ earthquake, etc. from the point of view of their cause
and effects.

(i) Cyclones: Cyclones are caused by atmospheric

g disturbances around a low-pressure area distinguished

by swift and often destructive air circulation. They
are usually accompanied by violent storms and bad
weather. Cyclones are classified as: (i) extra tropical
cyclones (also called temperate cyclones), and (ii)
tropical cyclones. In India, cyclones occur frequently
on the west coast of Arabian Sea; and the east coast

of Bay of Bengal.

. "'..

Tropical cyclones form only over warm ocean waters
near the equator. To form a cyclone, warm moist air
over the ocean rises upward from near the surface.




As the warm air rises, it causes an area of lower air
pressure below. Air from surrounding areas with
higher air pressure pushes into the low pressure area.

Then this new “cool” air becomes warm and moist
and rises, too. And this cycle continues. As the warm,
moist air rises and cools, the water in the air forms
clouds. The whole system of clouds and wind spins
and grows and is fed by the ocean’s heat and water
evaporating from the ocean surface. As the storm

system rotates faster and faster, an eye forms in the
centre. It is very calm and clear in the eye, with very
low air pressure. Higher pressure air from above flows
down into the eye. When the winds in the rotating
storm reach 63 kmph (kilometers per hour), the storm
is called a “tropical storm”. And when the wind
speeds reach 119 kmph, the storm is officially a
“tropical cyclone” or hurricane. These are deadly to
all life on the coasts, and cause widespread
destruction.

(ii) Earthquake: Earthquake refers to shaking of
earth. There are several large plates below the
surface of the earth, which move at a very slow
speed. As a part of this movement, sometimes, they
collide against each other. And, after the collision,
they might still continue to push each other. As they




continually keep pushing each other, there is a
pressure building up across these plates below the
surface. And, then, at a certain time, one of the
plates might slide over another. This causes an
earthquake.

The place where the earthquake originates is known
as “focus” and just above the focus is the
“epicenter”. Seismic energy is usually caused by the
brittle failure (fracturing) of rocks under stress. This
commonly occurs due to movement along tectonic
plate boundaries. The intensity of the earthquake is
measured on a “Richter Scale”, just like we measure
the temperature on Celsius or Fahrenheit scale. The
categorization of earthquake on the basis of
magnitude on Richter scale is given in table below.

Categorization of Earthquake

Earthquake | Measurement on Richter Scale
Intensity

Great More than 7.0

Moderate 5.0t0 7.0

Slight Less than 5.0

India has been divided into five different seismic
zones with respect to the severity of the earthquakes.
Of this, Zone V is seismically the most active region
where earthquakes of the magnitude of 8 or more on
the Richter scale could occur.

(iii) Floods: Floods are the most frequent natural
calamity that India has to face almost every year in
varying magnitudes in some or the other parts of the
country. Flooding is caused by the inadequate
capacity within the banks of the rivers to contain the
high flows brought down from the upper catchment
due to heavy rainfall. Areas having poor drainage get
flooded by accumulation of water from heavy rainfall.
It is disastrous to the ecology and human habitations.




(iv) Landslide: Landslide occurs when the stability of
a slope changes from a stable to an unstable
condition. A landslide could be rock-fall, deep failure
of slopes and shallow debris flows, which can occur in
offshore /onshore / coastal environments. Landslides
and avalanches are among the major hydro-geological
hazards that affect large parts of India, especially the
Himalayas, the Northeastern hill ranges, the Western
Ghats, the Nilgiris, the Eastern Ghats and the
Vindhyas.

(v) Tsunami: The term Tsunami has been coined from
the Japanese term “Tsu” meaning “harbour” and
“Nami” meaning “waves”. It is caused by undersea
earthquakes or underwater landslides. The tidal
waves caused by the tsunami can reach 15 m or more
in height and are disastrous to all life on the
seashore. With satellite technology, tsunami can be
predicted and warning can be issued before the
tsunami reaches the seashore or becomes
devastating.

(vi) Torrential Rains: It simply means very heavy
rain, which is liable to cause flooding. It is the rain
which comes down ‘like a torrent’ and may damage
life and property.

(vii) Volcanic eruption: A volcano is an opening or
rupture, in the Earth’s surface or crust which allows
hot magma, volcanic ash and gases to escape from
below the surface.

Human Induced Disasters

Let’s us now look at some of the human-induced
disasters.

(i) Accident: It is an unforeseen event or
circumstance, often with lack of intention or
necessity, leading to a negative outcome, which is




painful or fatal e.g., road accident, fire accident,
etc.

(ii)) Bomb blasts: Bomb blasts are the results of a
detonated explosive or inflammatory device causing
property damage, death and injuries.

(iii) Fire: Bush fires, forest fires, wild fires and mine
fires are generally caused by lightning or human
beings. Fires can turn thousands of square kilometers
into lifeless stretches. If a fire intensifies enough to
produce its own winds and ‘weather’, it will turn into
a firestorm.

(iv) Theft or burglary: It is the act of taking of
another person’s property without that person’s
permission or consent with the intent to deprive the
rightful owner of it. It is also used as a term for
crimes against property. Sometimes the thief or
burglar causes harm to life during the act of theft or
burglary.

(v) Acts of violence: It is the intentional use of
physical force or power against another person or
against a group or community that either results in or
has a high likelihood of resulting in injury, death,
psychological harm or deprivation.

(vi) Industrial accidents: Rapid industrialisation has
increased the hazard, risk and vulnerability to the
industry and the environment. Chemical accidents
can occur due to lack of safety measure, technical
break down, or due to a human error. It, thereby,
initiates a series of uncontrolled physiochemical
phenomenon such as runaway chemical reactions,
large spills, fires and explosions.




SESSION PLAN 1

. SESSION TOPIC:

Identifying Natural and
Manmade Disasters

. OBJECTIVE: To develop
students’ knowledge,
skills and abilities for
identification of natural
and manmade disasters.

. MATERIALS/

EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

. PREPARATIONS

o Read the glossary
given at the end of
the handbook.

5. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

. Prepare the points for the lecture.
. Make an opening by telling students’ the purpose

of the lecture or presentation.

. Introduce the topic e.g., meaning of disaster,

hazard and emergency, types of disasters-natural
and manmade, meaning of risk, difference
between disaster and emergency, etc.

. You may also make a slide presentation on natural

and manmade disasters.

. Involve students’ by giving them the opportunity

to ask questions related to the topic.

. Clarify any questions students may have.
. Summarize the topic and emphasize on the key

points.

. Check to make sure that each student understands

the meaning of hazards, disaster, and the
difference between the natural and manmade
disasters.

DURATION: 1 hr.

PROCESS

. Prepare the points for discussion.
. Make an opening by telling student’s the purpose

of the discussion.

. Involve students’ by giving them the opportunity

to ask questions related to the topic.




4. Topics for discussion may include the following:

a) Buildings, cinema halls, parks, shopping malls
and factories are more prone to hazards and
disasters.

b) What are danger prone areas in public places.

c) What are those things which should be watched
during earthquakes (e.g., falling cupboards,
falling ceilings, falling objects, falling trees in
a park, open areas in a cyclones) or during fire
(the pantry where gas cylinders are housed,
electrical installations, storage areas, closed
rooms like cinema halls, where smoke can
accumulate and asphyxiate the occupants).

T3 : Assignments

Ask your students to

1. Visit a library and write in 100 words about two
incidents of disaster published in the newspaper or
magazine. The topics may include the following:

e Natural disaster (such as flood, storm, drought,
coastal erosion, landslide or disaster arising from
storm and heavy rain).

e Industrial disaster (such as explosion, fire,
pollution and leaking of hazardous materials from
factories, plants and industrial centre that
process, produce and store such materials).

e Accident (involving transportation, drainage and
transfer of dangerous materials).

e Collapse of high rise buildings and special
structures.

e Air disaster.

e Train collision or derailment.

e Fire involving big area or fire in high rise building

e Collapse of hydro dam or water reservoir.

¢ Nuclear accident.

e Emanation of toxic gasses at public places.




T4 : Field Visit

Take your students to an organisation/institution/
factory and take note of the equipment that the
organisation/institution/ factory has in place for
meeting disaster/ emergency situations. Discuss with
the concerned person whether the
organisation/institution/factory has a contingency
plan for meeting the situations arising due to
emergency or disaster.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to see that your students
could meet all the following requirements for
assessment.

Part A

Students could differentiate between

(@) Disaster and hazard.

(b) Natural hazards and man made hazards.

(c) Disaster and emergency.

Part B

Students could answer the following questions:

(@) What is hazard?

(b) What is disaster?

(c) What are the natural and human induced
disasters?

(d) Why do we need to study about disaster
management?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills
in order to perform up to the required standards. The
performance standards may include, but not limited
to:

Performance standards Yes No

Enlist the types of hazards

Enlist natural disasters

Enlist man made disasters

Identify the cause of natural and man
made disasters




SESSION 2: IDENTIFYING ELEMENTS OF DISASTER AND EMERGENCY

MANAGEMENT

RELEVANT KNOWLEDGE

Disaster management

Disaster management is a continuous and integrated
process of planning, organising, coordinating and
implementing measures which are necessary for
prevention of danger or threat of any disaster,
mitigation or reduction of risk of any disaster or its
severity. In simple terms, it means dealing effectively
with disaster. It includes prompt response to any
disastrous situation or disaster, which includes (i)
preparedness, (ii) evacuation, (ii) rescue and relief,
(iii) recovery, (iv) rehabilitation and
(v)reconstruction.

Emergency management

Emergency management is defined as a process to
reduce loss of life and property and to protect assets
from all types of hazards through a comprehensive,
risk based, emergency management programme which
include the following: (i) mitigation, (ii)
preparedness, (iii) response, and (iv) recovery.

Mitigation of emergency includes all those activities
taken to eliminate or reduce the probability of the
event, or reduce its severity or consequences, either
prior to or following emergency. It is accomplished by
identifying risks and implementing counter measures
to reduce the risks. The goal of mitigation is to
reduce the risks that a facility and its personnel are
exposed to.




What is Disaster Management?

Preparedness -- activities prior to a disaster.
Examples: preparedness plans; emergency

exercisesitraining: warning systems. 2
Respense -- activities during a disaster. s‘
Examples: public warning systems; =
emergency operations; search and
rescue.
)
-

Reeceovery -- activities following a disaster. )
Examples: temporary housing; claims
processing and grants; long-term medical
care and counseling.

Mitigatien - activities that reduce the effects of
disasters.

Exampies: building codes and zoning: vulnerability
analyses; public education.

Saurce: infagration and Commancation Tachnoogy 1n Disasier sk Management - peeseniation prapared by Sut Motand:
ManagerDisasiar infomahan Systams, GOHUNDP Progranime, Minishy of Home Affairs, GOf, 2000

(A) Preparedness (before a disaster)

Preparedness before a disaster helps in minimising
loss of life and property and disruption of critical
services. Preparedness includes activities,
programmes, and  systems  developed and
implemented prior to an earthquake that are used to
support and enhance mitigation of, response to and
recovery from disaster or emergency.

Security personnel can play many roles in the
preparedness for an emergency or disaster. It
includes security awareness, safety, terrorism
awareness, and emergency evacuation procedures.
Preparedness activities also include training for
emergency situations and ensuring that the
equipment and supplies are in place and in proper
working conditions.




Security personnel should have complete knowledge
of the layout of the building and routes of entry and
exit. They can also identify critical areas that needs
to be secured and the locations of hazardous
materials. With proper training, security forces can
play significant roles in identifying the vulnerabilities
and weaknesses of a facility. Patrols by security
officers are effective in ensuring that emergency
exits are kept clear.

The rescue team should be trained in use of acoustic
devices to detect faint noises from the debris of
collapsed buildings. The members of the rescue team
should also know how to use infrared cameras for
locating people under the rubble or bioradar
equipment.

(i) Preparing a Disaster Plan: It is important that a
disaster plan should be prepared, especially for
disaster prone areas. Knowledge of nearby shelters,
emergency numbers and contact information of
nearby people is essential as there may be an
emergency to evacuate the area and move them to
safer or less threatened places. Some questions that
need to be addressed for preparing a disaster plan
will include the following:

a) How will everybody get out of the premises?

b) Who will be responsible for special assistance for
evacuation of children, elderly and disabled
people?

c) Where will everybody assemble?

d) How will people communicate with each other if
groups are separated?

e) What materials would be needed for rescue?




An emergency plan contains the following aspects in
appropriate details:

(i)
(i1)
(ifi)

(iv)

(Vi)
(vii)
(viii)

(ix)
(x)

(xi)

(xii)
(xiii)
(xiv)

(xv)

(xvi)
(xii)

Brief introduction of the area (topography,

climate, demography, industry)

Natural and manmade disasters (history and

statistics).

Command area (structure of the government at

various levels, powers and responsibilities, role

of emergency services, etc.).

List of emergency and other services (name of

agency, address and telephone numbers of the

agencies, police, fire services, essential

services, water and power supply, medical,

transport and railways, post and telegraph,

telephone, national cadet corps, etc.).

Activation of operations (warning systems)

Establishment of control room.

Co-ordination with various agencies.
Arrangements at the scene of disaster

(responsibility and accountability of each

agency, duties of first officer/responder at

scene, duties of control room staff, senior

supervisory officer, incident officer,

investigating officer,etc.).

Dissemination of information to agencies/

departments concerned.

Medical centre (collection point for survivors,

shelters for survivors, temporary mortuary,

identification of victims, etc.).

Search, rescue and evacuation procedures to be

adopted (team, method, etc.).

Transport and traffic arrangements.

Management of law and order.

Role of media (to broadcast and telecast

accurate information, etc.).

Communication system (public information

system, etc.).

Housing (number and location of houses, etc.).
Monitoring and evaluation.




(i)  Maintaining a Contact List: A contact list
should be prepared and updated regularly. It should
include the phone and fax numbers and e-mail
addresses of law-enforcement agencies, fire-and-
rescue authorities, hospital emergency rooms, the
Red Cross, and local emergency management office.
The basic responsibility of the government is to
undertake rescue, relief and rehabilitation in the
aftermath of a disaster. Some of the authorities or
departments at various levels - national, state,
district, block and village level which are responsible
for playing an active role in disaster management.

(iii) Role of Government Agencies in Disaster
Management: At the National level, the Central
Government provides supplementary physical and
financial resources. The various Ministries involved in
disaster management are listed in table below.

Ministries of Government of India involved in
Disaster Management

Disaster Name of Ministry

Earthquakes | Ministry of Home Affairs/Ministry of

and Tsunami | Earth Sciences

Floods Ministry of Home Affairs /Ministry
of Water Resources

Cyclones Ministry of Home Affairs /Ministry
of Earth Sciences

Drought Ministry of Agriculture

Biological Ministry of Health and Family

Disasters Welfare

Chemical Ministry of Environment and Forest

Disasters

Nuclear Ministry of Atomic Energy

Disasters

Air Accidents | Ministry of Civil Aviation

Railway Ministry of Railways

Accidents

Civil Strife Ministry of Home Affairs




Disaster Management Authorities and Institutions

Let us now look at some of the Authorities and
Institutions directly involved in the disaster
management at various levels.

(a) National level

The National Disaster Management Authority
(NDMA), headed by the Prime Minister of India, is the
apex body for disaster management in India. The
setting up of the NDMA and the creation of an
enabling environment for institutional mechanisms at
the State and District levels is mandated by the
Disaster Management Act, 2005. The Authority is
required to prepare guidelines, based on which the
Nodal Ministry prepare a detailed Action Plan for
effective management of disasters. The other
authorities and Institutions or Centres are as follows:

1. Central Disaster Management Authority (CDMA).

2. National Center for Disaster Management (NCDM),
New Delhi.

3. National Information Center (NIC) of Earthquake
Engineering, Indian Institute of Technology,
Kanpur, Uttar Pradesh.

4. Disaster Management Institute, Bhopal, Madhya
Pradesh.

5. Disaster Mitigation Institute (DMI), Ahmedabad,
Gujarat.

6. Environment Protection Training and Research
Institute, Hyderabad

7. National Civil Defense College, Nagpur,
Maharashtra.




(b) State level

At the State level, a State level Committee headed by
the Chief Minister or the Chief Secretary of the State
is the overall in-charge of the relief and rehabilitation
measures during a disaster. The Relief Commissioner
of the Committee or the Secretary, Department of
Revenue is in-charge of the relief operations. The
States develops relief manual and contingency plan
called as “State Relief Code” and “State
Contingency Plan” respectively to deal with the
situation in case of emergency or disaster.

(c) District level

At the district level, a District Disaster Management
Committee, headed by the District Magistrate and
comprising officials from the Departments of Health,
Irrigation, Veterinary, Water and Sanitation, Police,
etc. and representatives from International and
National non-government organizations are
responsible for oversight of the relief and rescue
operations during the disaster. It takes the help of
the disaster management teams of Fire Service
Department, Police Department and Health
Department.

(d) Block level

At the block level, Block Development Officer (BDO)
or Taluka Development Officer is the nodal officer
of the disaster management committee.

(e) Village level

At the village level, the Village Disaster Management
Committee, headed by a Sarpanch or Village
Headman is responsible for preparing the Village
Disaster Management Plan and coordinating with
various agencies for providing training to the




members of the local rescue team and managing
rescue and relief operations during the disaster.
Panchayati Raj bodies are the most appropriate local
institutions for involving people in natural disaster
preparedness. Panchayati Raj bodies have a role to
play in all phases of disaster management.

(iv) Role of Other Agencies

Besides the government, there are several other
agencies or institutions which are involved in
preparedness and rescue and relief operations during
the disaster. These agencies include paramilitary
forces, civil defence, Home Guards, National Cadet
Corps (NCC), member of National Service Scheme
(NSS), youth organizations, United Nation (UN)
Agencies, International and National Voluntary
Groups/Organizations, and Non-government
Organizations (NGOs).

(B) During a disaster (disaster occurrence)

Activities undertaken at this stage are called
emergency response activities. The community
members are the ‘first responder’ and they should
take the initiative to ensure that the needs and
provisions of victims are met and the suffering is
minimized.

Evacuation Procedures for Building Occupants:
Some of the measures that we need to take in the
event of an earthquake are as follows:

e All occupants should know where primary and
alternate exits are located, and be familiar with
the various evacuation routes available.

e Floor plans with escape routes, alternate escape
routes, exit locations, and designated meeting




sites should be available with the occupants of the
building.

e When the alarm sounds, occupants of the building
should ensure that nearby attendees are kept
calm, and are made aware of the ensuing
procedure that will be followed.

e Quickly shutdown operating equipment (e.g.,
Liquid Petroleum Gas cylinders), close doors and
exit the building using stairs. Never use lift.

e All occupants should proceed to the designated
evacuation assembly point and await further
instructions.

(C) After a disaster (post disaster)

After a disaster, steps will have to be taken to
achieve early recovery and rehabilitation of affected
people or communities. These are called as response
and recovery activities. Response includes activities
designed to address the immediate and short-term
effects of the disaster or emergency. This could
include handling equipment, ordering evacuations,
ordering shelter in place actions, and coordinating
evacuations to move personnel to less dangerous
locations. Recovery involves activities conducted
after the disaster or emergency to return conditions
to a level that is acceptable to the entity i.e.,
restoring facilities to operations. This also includes
developing the capacity of the people to cope with
the consequences of disaster.

Role of Private Security Personnel in Disaster
Management: The Security personnel are expected to
initiate an emergency response sequence by
activating an alarm and notifying the proper
authorities of the emergency. He/she should respond
in a defensive manner to protect the property, person
or the environment from a safe distance.




He/She should respond in an aggressive manner for
controlling the hazard only when adequately trained
for the purpose and possesses specialized
competencies. To deal with the situations of
emergency, the Security Personnel must be educated
and trained on various aspects of emergencies, which
include but not limited to the following:

(i) An understanding of the basic hazards and risk
assessment techniques.

(i)) An understanding of how to select and use
Personal Protective Equipment (PPE).

(iii) An understanding of the classification and
verification of hazardous tools, equipment and
materials.

(iv) An ability to function within an assigned role in
the incident command system.

(v) An ability to report, perform basic or advance
control and containment and/or confinement
operations within the given resources and
capability.

(vi) An ability to undertake necessary precautions
while entering a damaged building. The
precautions will include, but not limited to:

(a) Use of helmet, (b) Working in pairs, (c) Keep
calling, (d) Listening for sounds, (e) Not touching
or disturbing any damaged walls or blocked
doors, (vi) Not moving through doors and
windows which are broken and/or projecting,
(vii) Treating all naked wires as live wires, (viii)
Not igniting fire, (ix) Keeping close to the walls,
and (x) Not pulling anything projecting out from
the collapsed portions.




SESSION PLAN 2

1. SESSION TOPIC:
Identifying Elements of
Disaster and Emergency
Management

2. OBJECTIVE: To develop
students’ knowledge,
skills and abilities for
identification of natural
and manmade disasters.

3. MATERIALS/
EQUIPMENT REQUIRED:
Charts, Post-it notes,
pieces of card, Sketch
Pens, Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

o Read the glossary
given at the end of
the handbook.

o Arrange the materials
for the activities.

5. TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling student’s the purpose
of the lecture or presentation.

3. Introduce the topic e.g., disaster management,
emergency management, preparedness before the
disaster, preparing a disaster plan, preparing a
contact list, government and other agencies
responsible for disaster management, steps to be
taken after disaster.

4, You may also use the slide presentation for
explaining the various aspects of disaster
management. Provide specific examples.

5. Involve students’ by giving them the opportunity
to ask questions related to the topic.

6. Clarify any question student’s may have.

7. Summarize the topic and emphasize on the key
points.

8. Check to make sure that each student understands
the meaning of hazards, disaster, and the
difference between the natural and manmade
disasters.

T2: Activity

Ask students to think about words and phrases related
to natural or man made disasters. For example,
earthquake, cyclone, tsunami, etc. Give students
post-it notes to write the words/ phrases and/ ask to
submit them to you. Write natural and Man made
disaster on the black/white board and paste the post-
it notes according to the category.




T3: Demonstration

DURATION: 2 hrs.

PROCESS

1. Introduce the purpose of the skill being
demonstrated e.g., inform the students that only
a conscious casualty can be transported with the
four-hand seat carry because he/she must help
support himself/herself by placing his arms around
the bearers’ shoulders. This carry is especially
useful in transporting casualty with a head or foot
injury and is used when the distance to be
travelled is moderate. It is also useful for placing
a casualty on a stretcher.

2. Present the materials that are going to be used.

3. Pair up the students and demonstrate the skill to
the students e.g., making a hand seating
arrangement for transporting a victim of disaster
or emergency.

4. Inform about the precautions to be taken e.g.,
know where you will move the victim before trying
to move him. Be sure that you would be able to
lift the victim before lifting him.

Two-handed seat carry

The two-hand seat carry is used in carrying a
casualty for a short distance and in placing him on a
stretcher. With casualty lying on his back, a person
kneels on each side of him at the casualty’s hips.
Each person passes his/her arms under the casualty’s
thighs and back, and grasps the other bearer’s wrists
(as shown in figure). Both the persons then rise on
their feet, lifting the casualty.




. Repeat the demonstration, explaining each step in

detail.
Invite the students to ask questions.

. Allow participants to practice the skill themselves.
. Go to each student to observe him/her while

he/she performs the skill and provide them with
constructive feedback.

Bring participants back to the larger group.

Discuss how easy or difficult it was for the
students to perform the skill.

Discuss “what are the other ways of transporting
victims of disasters to the ambulance?”

. Summarize the key points of the exercise.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the following requirements for
assessment.

Part A

Students could differentiate between

(@)

Disaster and emergency management.

Part B

Students could answer the following:

(@)
(b)
(©)
(d)

(€)

What is emergency management?

What is disaster management?

What are the steps involved in disaster
management?

What are the different agencies involved in
disaster management?

What is the role of Central and State
governments in disaster management?




Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Identify the emergency route of exit in a
given plan of a building

Make a hand seating arrangement for
transporting a person

Enlist the emergency telephone numbers




SESSION 3 : DEALING FIRE EMERGENCIES

Everything in nature is made up of five basic
elements: (i) earth, (ii) water, (iii) fire, (iv) air, and
(v) space. Each of the five elements has a certain
relationship with the other elements. These
relationships form the laws of nature. An element
could support or act as an enemy to the other
element. For example, air (contains oxygen) support
fire, but water can block the spread of fire.
Therefore, in order to co-exist fire and water need to
be separated.

Fire is the rapid oxidation of a material in the
chemical process of combustion, releasing heat, light
and various reaction products. The flame is the
visible portion of the fire and consists of glowing hot
gases. Fire has the potential to cause physical
damage through burning.

For a fire, three things are necessary - heat, oxygen
and fuel. Fuel (in a non-gaseous state) does not burn
directly. When you apply heat to fuel, it produces a
gas. When the oxygen in the air combines with this
gas, it burns. Remove one of those things (add water
to eliminate heat, cover with dirt or sand to
eliminate oxygen, for instance) and the fire will go
out. Therefore the three elements that are necessary
for a fire to ignite are:

e Heat
e Oxygen
e Fuel

Fires start when a flammable and/or a combustible
material, in combination with a sufficient quantity of
oxygen gas is exposed to a source of heat that
reaches above the flash  point for the fuel/
oxidizer mix, and is able to sustain a rate of rapid




Fig.1: Fire Tetrahedron

oxidation that produces a chain reaction. This is
commonly called the “fire tetrahedron” (Figure 1).

Classification of Fires

Most fires that occur will fall into one or more of the
following classes:

Class A: Fires involving ordinary combustible
materials, such as paper, wood, and textile fibers.
Cooling, blanketing, or wetting extinguishing agents
are used for extinguishing such fires.

Class B: Fires involving flammable liquids such as
gasoline, thinners, oil-based paints and greases.
Extinguishers for this type of fire include carbon
dioxide, dry chemical and halogenated agent types.

Class C: Fires involving energized electrical
equipment. The most common type of extinguisher
for this class is carbon dioxide extinguisher.

Class D: Fires involving combustible metals such as
magnesium, sodium, potassium, titanium, and
aluminum. Special dry powder extinguishing agents
are required for this class of fire, and must be
tailored to the specific hazardous metal.

Class K: Fires involving commercial cooking
appliances with vegetable oils, animal oils, or fats at
high temperatures. A wet potassium acetate, low pH-
based agent is used for this class of fire. This is also
called as class F fire.




Dealing with Fire Emergencies

Responding to fire emergencies is a systematic set of
actions which are usually practiced during fire drills.
A fire officer is responsible for ensuring that a fire
drill effectively trains the building's occupants on how
to respond in an actual fire. The fire officer is
responsible for the same responsibilities during a drill
and an actual fire. In large buildings with multiple
floors, there may be a fire officer for each floor. You
would need to adopt “RACE” i.e. Rescue, Alarm,
Confine and Evacuate to deal effectively with fire
emergencies.

e R - Rescue: Search and rescue is a team effort
that needs planning, trained people and
coordination amongst the members. When you
discover a small fire you can rescue people in
immediate danger, but this you should do without
endangering vyourself. In case of big fires,
evacuation should be done and people should
calmly exit via safe Fire Exit.

e A - Alarm: Sound the alarm by pulling a fire box
and call from a safe distance.

e C - Confine: Close all doors, windows and other
openings.

« E - Evacuate: Evacuate the building, but take
necessary precautions while entering the
building.

Evacuation: Evacuation is the procedure of removing
people from dangerous area to a safe one. The fire
warden is responsible for ensuring that the building is
evacuated in a safe and controlled fashion in the
quickest manner possible. This includes directing
people to the nearest exits, helping people with
disabilities, guiding visitors to emergency exits and
ensuring that no elevators are used.




The fire officer is responsible for checking that
everyone has been evacuated from the building after
the fire drill begins. It is the officer's job to check all
washrooms and common areas for people who may
not have been evacuated. When the building has been
checked, the fire officer conducts a head count in the
designated meeting area to make sure that everyone
is accounted for.

Securing the Area: While leaving the building, the
fire officer is responsible for closing the doors and
windows. If groups have separated or gathered in
places other than designated meeting areas, the fire
officer directs them to safe areas. The officer also
makes sure that fire lanes and hydrants are clear for
emergency services and is available for questioning
when emergency personnel arrive on the scene.

Prevention: There is a famous phrase “Prevention is
better than Cure”. Always follow this when you are
dealing with hazardous substances and fire. The goal
of fire prevention is to educate the public to take
precautions to prevent potentially harmful fires, and
be educated about surviving them. Fire prevention
education can take the form of messages, videos,
pamphlets, and banners. Effective and important
messages and lessons may include the following:

Message 1: Don’t play with fire: Playing with fire
causes many unnecessary emergencies and hurts
and kills many people.

Message 2: Don't just leave to do something else:
One of the most common reasons for fires is how
people often leave stoves, ovens, toasters, irons, for
ironing clothes, etc. and candles unattended. Handle
these electrical equipment safely and put them at the
right place after use.




Message 3: Stop, drop and roll: If your clothing
catches on fire, the most effective method of
extinguishing the fire is to stop, drop to the ground,
and roll back and forth to smother the flame. Don't
run around because it fans the flames.

Message 4: Get out and stay out: Every year, many
people are injured or killed because they re-enter
their burning homes. If you are lucky enough to have
escaped, stay out.

Training Log: All fires, even those that have been
extinguished, must be reported immediately. The fire
officer is responsible for filling in the training log in
the building's fire safety logbook. The training log will
include the time and nature of the drill, the length of
time that it took to complete the drill and the groups
involved in the drill. The fire officer can also make
suggestions to improve evacuation time.

Extinguishing Fire

Small fires can be extinguished only if you are trained
to use a fire extinguisher under the direction of a
trained fire fighting personnel. We will now try to
identify some of the fire fighting protective clothing,
tools, equipment and materials to get a feel of the
requirements for fighting a fire.




Fire Fighting Protective Clothing

S.No. | Name
1. | Fire Protection Suit

2. | Helmet
3. | Gloves
4. | Gum boots

5. | Fireman Masks

Fire Fighting Tools

S.No. | Name
1. Fireman Tools
2. Cutter
3. Fireman Bell
4, Bucket




Fire Fighting Equipment

S.No. Particulars Spec1f1cat|ons and Uses
1. Fire Tender
2. Hose Reel p
=
3. Fire Hose Box

e

Fire Extinguisher

S.No. | Particulars Specifications and Uses
1. e Type - Upright & trolley mounted
CLASS OF FIRE « Capacity-9, 50,135,150 litre
« Suitable for extinguishing fires of
Wood, Paper, Cotton and Jute
S 1]“1
Water-Carbon Dioxide type
Fire Extinguisher
2.

CLASS OF
: gi!

Foam type Fire Extinguisher

e Type - Inverted, upright & trolley

e Capacity-9, 50, 150 Litres

Suitable for fighting fire of Petrol, Oil,
Paints, Spirits, Chemicals and
Flammable liquids fires.




3. — . Type-ppright Rolley & Trailer Mounted
FIRE IS : 2171 o Capacity-1, 2,5,10,25,50,75,150,300
I EE kg
o Suitable for fighting fire of oils,
ﬁ solvents, gases, paints, varnish,
electrical wiring, live machinery fire,
flammable liquid & gas fires
Dry Chemical Powder type
Fire Extinguisher
4. CLASS OF FIRE 1S - 2878 « Upright & trolley mounted
B@ % . Capacity-2,3,4,5,_6.5,?,22.5, 45 kg
« Suitable for fighting fire of all
flammable liquids gases, live and
delicate machinery fires, electrical
and sophisticated electronics
l? [i equipment fires.
Carbon Dioxide type Fire
Extinguisher
_ (D)PULL the pin To extinguish a fire with a portable extinguisher,
u, you must have immediate access to the
) *@ extinguisher, know how to actuate the unit, and
nﬁ;!zh,ﬂe .‘T’fgfffﬁ how to apply the extinguishing agent effectively.
o Prior to fighting any fire with a portable fire
2 extinguisher you must perform a risk assessment
@)SWEEP nozzle that evaluates the fire size, the atmosphere in the

side to side

vicinity of the fire and the fire evacuation path. Let
us now understand the various steps followed for
using a fire extinguisher. To remember the sequence
of the steps, you may learn it as ‘PASS’ i.e., Pull,
Aim, Squeeze and Sweep.

Step 1: Pull the pin or ring of the extinguisher. This
will allow you to squeeze the handle in order to
discharge the extinguishing agent i.e., water,
carbon dioxide, foam, etc.




Step 2: Aim- Aim the nozzle at the base of the fire,
but maintain a distance of at least 6 feet away from
the fire.

Step 3: Squeeze or Press the handle together. This
will release the extinguishing agent.

Step 4: Sweep the nozzle from side to side, aiming
at the base of the fire. Continue until the fire is
extinguished.



SESSION PLAN 3

SESSION TOPIC:
DEALING WITH FIRE
EMERGENCIES

OBJECTIVE: To develop
students’ knowledge,
skills and abilities to
draw a fire tetrahedron
and label it and to
demonstrate the use of
a fire extinguisher for
extinguishing small fires

MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector, Fire
extinguishers.

. PREPARATIONS

o Read the glossary

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

Prepare the points for the lecture.

Make an opening by telling students’ the purpose
of the lecture or presentation.

Introduce the topic e.g., classification of fires,
common causes of fire, dealing with fire
emergencies, evacuation, extinguishing fires, etc.
You may also use the slide presentation on
classification of fires, strategies adopted for
extinguishing fires, etc. Provide specific
examples.

Involve students’ by giving them the opportunity
to ask questions related to the topic.

Clarify any questions students may have.
Summarize the topic and emphasize on the key
points.

Check to make sure that each student
understands the meaning of fire, difference
between different types of fires, difference
between different types of fire extinguishers,
purpose of various fire fighting equipment.

T2: Demonstration

given at the end of DURATION: 2 hrs.

this handbook.
5. TEACHING/TRAINING PROCESS
METHODOLOGY:

1. Introduce the purpose of the skill being
demonstrated e.g., small fires can be readily
extinguished using the fire extinguisher, thus
preventing major fire disaster.

2. Present the materials that are going to be used.




= PULL the pin
Q@ o

ném Saueeze
atbase WP the handle
cof fire ‘
Iy
@sWEEP nozzle
side to side

3. Inform about the precautions to be taken e.g.,
install the appropriate fire extinguisher as per
the class of fire, do not go very close to the fire,
etc.

4. Demonstrate the steps involved to the students,
which should involve but not limited to: (i) how
to remove fire extinguisher from the stand, (ii)
how to handle fire extinguisher, (iii) how to use
fire extinguisher for extinguishing fire.

Using a Fire Extinguisher
Ask students to remember ‘PASS’ i.e., Pull, Aim,
Squeeze and Sweep.

Step 1: Pull the pin or ring of the extinguisher. This
will allow you to squeeze the handle in order to
discharge the extinguishing agent i.e., water, carbon
dioxide, foam, etc.

Step 2: Aim- Aim the nozzle at the base of the fire,
but maintain a distance of at least 6 feet away from
the fire.

Step 3: Squeeze or Press the handle together. This
will release the extinguishing agent.

Step 4: Sweep the nozzle from side to side, aiming at
the base of the fire. Continue until the fire is
extinguished.

5. Repeat the demonstration, explaining each step in
detail.

6. Invite the students to ask questions.

Allow students to practice the skill themselves.

8. Go to each student to observe him/her while
he/she performs the skill and provide them with
constructive feedback.

9. Bring participants back to the larger group.

10.Discuss how easy or difficult it was for the
students to perform the skill.

N




11.Summarize  the  key
points of the exercise.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between
(a) Classes of fire.

Part B

Students could answer the following questions:

(@) What is fire?

(b) What are the different classes of fire?

(c) What are the common causes of fire?

(d) What are the steps involved in dealing with fire

emergencies?
(e) Why do we need to select a fire extinguisher?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills
in order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Draw a fire tetrahedron and label it

Classify the various types of fire

Read the label on the fire equipment

Identify the firefighting equipment

Demonstrate the use of fire extinguisher

Enlist common causes of fire at workplace




GLOSSARY

. Disaster: A disaster can be defined as “a serious

disruption in the functioning of the community or
a society causing wide spread, economic, social or
environmental losses which exceed the ability of
the affected society to cope using its own
resources”.

. Drill: A training that develops a combination or

series of skills. A drill conducted primarily for
evaluation rather than training is referred to as an
“evaluative drill.”

. Emergency management: It is the organisation

and management of resources and responsibilities
for addressing all aspects of emergencies, in
particular preparedness, response and initial
recovery steps.

. Emergency relief: When organizations or

governments help people to meet their basic
needs by helping with water, sanitation, food,
shelter, clothing, blankets, etc.

. Evacuation: It is the process whereby people are

moved from a dangerous area to a safe one.

. Hazard: Anything that might cause harm to a

person.

. Hazard ldentification: The process of recognizing

that a hazard exists and defining its
characteristics.

. Hazardous material: is a substance with potential

to cause harm to persons, property or the
environment because of one or more of the
following:

(@)  the chemical properties of a substance;

(b)  the physical properties of a substance;

(c) the biological properties of a substance.




10.

1.

12.

13.

14.

15.

16.

HAZMAT: The common acronym for “hazardous
materials.

HAZMAT Team: It is a term used to describe a
team of highly skilled professionals who
specialize in dealing with hazardous material
incidents.

Intentional Hazard: A hazard produced primarily
by threatened or executed intentional actions,
threatening or resulting in human or property
impact of sufficient severity to be deemed an
emergency. The intent may be sabotage, criminal
actions, conflict and civil disobedience or
disturbance, or acts of terrorism.

Mitigation - It is the lessening or limitation of the
adverse impacts of hazards and related disasters.

Natural Hazard: Any hazard produced primarily
by forces of nature that result in human or
property impact of sufficient severity to be
deemed an emergency. Natural hazards include
earthquake, flood, hurricane, tornado, storm,
tsunami, tidal wave, drought, fire, epidemic, etc.

Preparedness: It involves activities designed to
minimise loss of life and damage, to organise the
temporary removal for people and property from
a threatened location and to facilitate timely and
effective rescue, relief and rehabilitation.

Prevention: It encompasses activities designed to
provide permanent protection from disasters. It
includes engineering and other physical
protective measures, as well as legislative
measures controlling land wuse and wurban
planning.

Recovery: It is a focus on how best to restore the
capacity of the government and communities to
rebuild and recover from crisis and to prevent




17.

18.

19.

20.

21.

relapses into conflict.

Risk: The probability that harm might come to a
person.

Risk management: The process of managing risks
caused by hazards in the workplace. Risk
management involves hazard identification, risk
assessment and risk control.

Technological Hazard: A hazard created
primarily by manmade technology or unplanned
and non-malicious actions, which result in human
or property impact of sufficient severity to be
deemed an emergency. Technological hazards
include industrial, nuclear or transportation
accidents, unintentional natural gas and other
explosions, conflagration, building collapse from
primary structural failure, power failure,
financial and resource shortage, oil and other
hazardous materials spills and other injury-
threatening environmental contamination.

Vulnerability: The likelihood of an organization
being affected by a hazard, and its susceptibility
to the impact and consequences (injury, death,
and damage) of the hazard.

Warning: It is the dissemination of message
signaling imminent hazard which may also include
advice on protective measures.
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PREFACE

The Teacher’s Handbook on “Development and Maintenance of Relationship with Stakeholders” is a
part of the qualification package developed by the Security Knowledge and Skill Development Council
(SKSDC) for the National Vocational Education Qualification of “Unarmed Security Guard (Private
Security Sector). The National Vocational Education Qualification Framework (NVEQF) is an initiative
of the Ministry of Human Resource Development (MHRD), Government of India to set common
principles and guidelines for a nationally recognized qualification system covering Schools, Vocational
Education and Training Institutions, Technical Education Institutions, Colleges and Universities. It is
envisaged that the NVEQF will promote transparency of qualifications, cross-sectoral learning,
student-centred learning and facilitate learner’s mobility between different qualifications, thus
encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people and
property under contract and for profit. An Unarmed Security Guard is required to observe, deter,
record and report. The basic difference between government and private security is that the
government security personnel are empowered by legislation to enforce the law, but it is not so for
private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be linked
to their life outside the school. This principle makes a departure from the legacy of bookish learning
which continues to shape our system and causes a gap between the school, home, community and the
workplace. Experiential learning, which is a cyclical process involving observation, reflection and
action, should be an integral part of the teaching-learning process. Attempt by the students to solve
problems, guided by the teachers or instructors, would enable them to explore and discover new
knowledge and develop problem solving skills. A range of pedagogies, including interactive lecture,
role plays, case based studies, assignments, projects and on-the-job activities that provide students
with generic, technical and professional knowledge and skills should be adopted by the teachers and
instructors to foster student-centred learning.

The success of this effort of integrating knowledge and skills depends on the steps that the teachers
will take to encourage children to reflect their own learning and to pursue imaginative and on-the-job
activities and questions. Participation of learners in skill development exercises and inculcation of
values and creativity is possible if children are involved as participants in learning, and not as receiver
of information. These aims imply considerable change in school routines and mode of functioning.
Flexibility in the daily time-table would be a necessity to maintain the rigour in implementing the
activities and the required number of teaching days will have to be increased for teaching and
training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.
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ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the Security
Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards describe what
individuals need to know, understand and do in order to carry out a particular job role or functions.
These are the standards that individuals must achieve when carrying out the various functions at the
workplace. The Module on “Development and Maintenance of Relationship with Stakeholders”
covers the following elements, performance criteria, knowledge and skills for the job role of Unarmed
Security Guard (Private Security Sector):

Unit Code SKS/N 0009

Unit Title (Task) Security in Commercial Deployments

Element Carry out security tasks in commercial domains

Performance Criteria PC4: Communicate effectively with concerned
Stakeholders

Skills (S)

Core/Generic Skills SA2: Be courteous and helpful to customers/stakeholders

SA3: Communicate effectively with

customers/stakeholders

You will ensure that the following performance standards are met by each student on completion of
the Unit:

Performance standards Yes | No
Classify the stakeholders based on their key characteristics

List the key stakeholders in security industry

Identify the stakeholders in a given sector or organisation

Communicate in a clear and concise manner.

Select appropriate means of communication

Summarise information for effective communication

Demonstrate the ability to respond to customers of different temperament styles.
Demonstrate and maintain personal hygiene.

Exercise restrains and act after listening to a customer/visitor

List the factors affecting relationship with stakeholders.

List the causes of conflict

Identify the cause of conflict in a given situation.




GENERAL INSTRUCTIONS FOR TEACHERS

e  Read the Teacher’s Handbook carefully before teaching or conducting the training.

. Follow the session plan strictly. Bring any deviations to the notice of the Head of the
Institution.

. Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

e  Ensure all materials/aids/equipment required for teaching and training is available.

. Introduce the skill by explaining the purpose.

e Demonstrate the skill to the participants, explaining each step in detail.

e Invite the students to ask questions.

e  Ask the students to practice the skill themselves and make observation while they perform the
task.

o Provide the students with constructive feedback.

. Discuss in the class the problems faced by the students in performing the task.

e  Summarize the key learning.

e Ensure key learning is captured and performance standards are met at the end of each
session.

. Regularly check student’s workbook to ensure all exercises are being completed on time.

. Ensure that all participants complete the required assessments given in the student workbook.

e Always encourage participants. Never discourage them from getting actively engaged in
discussions, question-answer sessions and task-oriented activities.
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SESSION 1 : IDENTIFYING STAKEHOLDERS

RELEVANT KNOWLEDGE

Key

Passive Primary

Active Secondary

According to the business dictionary, a stakeholder is
“a person, group, or organisation that has direct or
indirect stake in an organisation because it can affect
or be affected by the organisation's actions,
objectives, and policies”.

The stakeholders can be broadly categorised as
internal and external stakeholders. Internal
stakeholders are people, who are already committed
to serving the organisation such as Government
representatives/Board members, executives, staff,
trade unions, volunteers, and donors. External
stakeholders are people who are impacted by the
work of the organisation such as clients/customers,
community partners, and others.

The key characteristics and the role of the
stakeholders are summarized in table 1.

Table 1: Key characteristics of stakeholders

Kind of Key Characteristics and Role
Stakeholder

Key or Core |e In a business organisation, key
Stakeholders stakeholders include Creditors,

Government, Customers, Owners
, Management (executive and

middle level),
Employees, Suppliers, Trade
Unions/ Associations and

the Community.

e They have significant influence
on the success of a project,
scheme or system.

e They control decisions or can
influence others in the decision
making process.




Primary
Stakeholders

e In a business organisation,
primary stakeholders are the
President, Vice President,
Managers, Executives of
Accounting, Executives of
Marketing, and all entry level
employees.

e They are the ones who have a
direct stake in the organisation
and its success.

e They are the main beneficiaries
of the project, scheme or a
system.

Secondary
Stakeholders

e They perform as intermediaries
within a project or scheme.

Active
Stakeholders

e They affect or determine a
decision or action in the project,
scheme or a system.

Passive
Stakeholders

e They do not play an active role,
but are affected by the decisions
or actions of others.

Government

Security
Providers

in Security
Services

Customers/
Public

Executives

Stakeholders in Security Services




Types of Organisation

An organisation is a social group which distributes task
for a collective goal. There are a variety of
organisations which includes governments,
corporations, non-government organisations,
international organisations, armed forces, charitable
trusts, not for profit corporations, companies,
cooperatives, Universities, etc. These are formal
organisations which have certain fixed set of rules for
structures and procedures. These rules are usually set
out in writing, with a language of rules that generally
leave little discretion for interpretation. In some
organisations, such rules may be strictly followed,
while in others, they may be little more flexible. Most
organisations, however, represent some mix of formal
and informal structure. In a formal organization, the
work is delegated to each individual of the
organisation.

The employees work towards the attainment of a
definite goal, which are in compliance with the core
norms and rules of the organisation. They have a
definite place in the organisation due to a well
defined hierarchical structure. The authority,
responsibility and accountability of every individual in
the organisation are very well defined. For example,
a Private Security officer working in the security
industry has the authority to control the access of
people, is responsible for not allowing entry of
unwanted people, and is accountable to his/her
superior.

Stakeholder Management

Stakeholder management is the process by which you
identify your key stakeholders and win their support.
Stakeholder analysis is the first stage of stakeholder
management. The first step to stakeholder analysis is
to identify and understand the most important




stakeholders. The identification of the stakeholders
and their role in the improvement of the overall
system or resolving an issue depends on the
establishment and management of linkages between
the various actors or interest groups.

Identification of Stakeholders

A stakeholder map is helpful for identifying the
stakeholders. Let us take an example of Security
Services to identify the most important stakeholders.
Now think of the organisations and the people who
are involved in internal and external Security of our
Nation. It is indeed a long list, but for the moment let
us try to map out a few key stakeholders (e.g.
Government, Private Security Providers, Media,
Security Analyst, Customers/Clients, etc.) and discuss
about them to develop an understanding of their role
and functions.

Government

The National Security Council (NSC) of India is the
apex body looking into the political, economic, energy
and strategic security concerns of India. The Ministry
of Home Affairs (MHA) of Government of India
discharges multifarious functions, important among
them being the maintenance of internal security.
There are two departments of MHA which deals with
the security.

(@) Department of Internal Security: It deals with
Police, Law and Order and Rehabilitation of Refugees.
It also administers the people in the following services
and Institutions:

e Indian Police Service (IPS)

e Intelligence Bureau (IB)

e Central Reserve Police Force (CRPF)

e Bureau of Police Research and Development

(BPRD)



A Customer is the most
important visitor on our
premises. He is not
dependent on us. We
are dependent on him.
He is not an interruption
in our work. He is the
purpose of it. He is not
an outsider in our
business. He is part of
it. We are not doing him
a favour by serving him.
He is doing us a favor
by giving us an
opportunity to do so.
Mahatma Gandhi

e Central Industrial Security Force (CISF)
e National Security Guard (NSG)

e National Institute of Criminology & Forensic
Sciences (NICFS)

e National Crime Records Bureau

e National Civil Defence College

e North Eastern Police Academy

e Sardar Vallabhbhai Patel National Police Academy
e Assam Rifles

e Rastriya Rifle

(b) Department of Border Management: It deals with
management of borders including coastal borders. It
also administers the people in the following services
and institutions:

e Border Security Force (BSF)
e Indo-Tibetan Border Police (ITBP)

Private Security Providers

The Private Security Agencies provide security guards
for protection of people and property to a variety of
organisations. Private security agency means a person
or body of persons other than a government agency,
department or organisation engaged in the business of
providing private security services including training
to private security guards or their supervisor or
providing private security guards to any industrial or
business undertaking or a company or any other
person or property. These agencies are governed by
the Private Security Agencies (Regulation) Act, 2005.

Media have a vital role to play in monitoring security
institutions and helping citizens make informed
decisions regarding the security sector. The media




educates the public and holds the government to
account over security policy. It also performs the
function of a watchdog and provides information on
perceived threats to national security.

Security Analysts

A Security Analyst assesses the appropriateness and
effectiveness of a particular security policy. It can be
in terms of very specific policy such as checking of
Identity Cards at entrances of Airports and Railway
Stations, or an overall security policy of a nation. A
Military Analyst on the other hand is someone who is
trained to collect information about military powers,
study that information, and formulate useful analysis
which can be utilized in making policy decisions,
preparing for war, presenting legal cases to the
international court, or taking steps to ensure
national security.

Customers/Clients

A customer or a client is the most important
stakeholder as he/she indirectly decides the purpose
and tasks of the company. For example, a food outlet
serving Chinese dishes starts getting customers who
demand South Indian dishes then the food outlet will
start preparing South Indian dishes, rather than just
serving the Chinese dishes.




SESSION PLAN 1

. SESSION TOPIC:

Identifying
Stakeholders

2. OBJECTIVE: To
develop
knowledge and skills
of students in
identifying the
stakeholders.

3. MATERIALS/
EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides,
Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

5.

o Prepare the points
for the lecture
well in advance.

TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

. Prepare the points for the lecture.
. Make an opening by telling students’ the purpose

of the lecture or presentation.

. Introduce the topic e.g., meaning of stakeholders,

interests of stakeholder, stakeholders in security
industry, etc.

. You may also use the slide presentation.
. Provide specific examples.
. Involve students’ by giving them the opportunity to

ask questions related to the topic.

. Clarify any questions students may have.
. Summarize the topic and emphasize on the key

points.

. Check to make sure that each student understands

the meaning of stakeholders and the difference
between various types of stakeholders - key
stakeholders, primary and secondary stakeholders,
and passive and active stakeholders.

DURATION: 1 hr.

PROCESS

. Prepare the points for the discussion on

stakeholders.

. Make an opening by telling student’s the purpose

of the discussion.

. Involve students’ by giving them the opportunity to

ask questions related to the topic.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(@) Types of stakeholders.

Part B

Students could answer the following questions:

(@) Who are the stakeholders in private security
industry?

(b) How stakeholders influence the policy and
functioning of private security industry/agency?

(c) Why do we need to maintain relationship with
stakeholders?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Classify the stakeholders based on their
key characteristics

List the key stakeholders in private
security industry




SESSION 2 : COMMUNICATING EFFECTIVELY WITH STAKEHOLDERS

RELEVANT KNOWLEDGE

Communication is an essential part of everyday life.
It is the reproduction of a thought, idea, observation,
instruction, request, greeting, or warning, expressed
in verbal, written, electronic, or pictorial media,
originated by and transmitted by a communicator or
communicating device to a specifically targeted
receiver or receiver group. The inability to effectively
communicate with others can create problems for
anyone. Security personnel interact with people on a
daily basis, whether it is giving directions,
interviewing or interrogating a suspect or simply
reporting an incident to a supervisor. Effective
communication is essential to ones success and to the
success of the business they protect. A simple rule
that one should follow is that the message must be
complete, clear and delivered timely. Security
personnel should be able to adjust their behaviour
and communication style according to the
temperament of the customer/client.

Communication with others is to be conducted in a
courteous manner. The secret of good communication
is to tailor your approach to the individual. In any
situation, it is important to communicate in a clear
and concise manner. It is also important to adjust a
communication style to accommodate a situation or
an audience.

The tone, volume, and rhythm with which a message
is presented can have a significant impact on how it is
received by the audience. These are especially
important when dealing with people over the
telephone where the other person is not able to see
your reaction to the situation.




Oral Communication

Oral communication implies communication through
mouth. It includes individuals conversing with each
other, be it direct conversation or telephonic
conversation. Speeches, presentations, discussions are
all forms of oral communication.

Advantages of Oral Communication

e Itisinterpersonal.

e« There is flexibility for allowing changes in the
decisions previously taken.

o Feedback is spontaneous in case of oral
communication.

e |t saves upon money and efforts.

e Oral communication is an essential element for
teamwork and group work.

o Private or confidential matters are best delivered
through oral communication channels.

Limitations of Oral Communication

e May not be very useful in formal organizations.

e Oral communication is less authentic than written
communication as they are informal and not as
organized as written communication.

e Oral communication is time-saving as far as daily
interactions are concerned, but in case of
meetings, long speeches consume lot of time and
are unproductive at times.

e There may be misunderstandings as the
information is not complete and may lack
essentials.

e Oral communication (such as speeches) is not
frequently used as legal records except in
investigation work.




Written Communication

It is a permanent means of communication. Thus it is
used for maintaining record and provides valid
evidence. Security Officers are required to complete
records and written reports of duties performed,
descriptions of their tasks/observances and incidents.
They should have an understanding of how to write
notes, records and reports that are objective and in
the standard format. The records include general
diary, attendance register, duty roster, visitor’s
register, materials in and out register, vehicle
movement register, telephone message book, leave
register, overtime register, beat book (beat is the
area patrolled by the Security Personnel). It is
expected that the Security Personnel maintain a
notebook, which should have legible entries, kept
neat, with an emphasis on accurate spelling of hames
and locations. The entries should be organised
chronologically, and should not be tampered with.

Limitations of Written Communication

e  Written communication costs huge amount of
paper, ink and other stationery items, except in
case of electronic communication.

e Response in case of letters sent by post takes
time i.e.it is time-consuming.

e It requires good writing skills and competencies in
language and vocabulary use.

Communication Channels

There are two general ways of delivering the
information: formal and informal communication
channels.

(i) Informal Communication: Informal communication
occurs on a person-to-person basis, in a face-to-face
manner, without formalities, ceremony or fanfare.




Informal ways to communicate include texting, post-it
notes, personal e-mail letters, instant messaging,
emoticons, online chat rooms and cyberspace bulletin
boards, an informal drop in visit to another person’s
house or office, or a quick and spontaneous meeting.
People involved in informal communication are
relaxed and generally wear casual dress. Informal
communication also may take a non-verbal form as
facial expressions, sign language, or manner of dress.

(i) Formal Communication: Formal communication is
organised and managed information that is shared
with relevant individuals in an organisation or
between organisations. Formal communication
channels are based on an individual’s role in the
organisation and distributed in an organised way,
according to the established norms in an organisation.
Formal communication generally flows “downward”
from executives to directors to managers to staff
regarding company goals, targets, direction and
instruction and “upward” from staff to managers to
directors to executives in the form of data and
reports. The communication flowing through these
channels is specific to the jobs and departments.

Effective Communication with Stakeholders

Let us now understand how to effectively
communicate with the stakeholders. A Security
Supervisor, for example, frequently interacts with
others, whether it is his/her superiors, subordinates,
colleagues or customer. While communicating with
the stakeholder he/she should

e Greet stakeholder with salutations like good
morning/good afternoon/good evening, etc.

e  Keep in mind individual’s sensitivity to social and
cultural differences, which include language,
traditional norms and practices, beliefs, values,
religion and gender.

e Adopt media and styles appropriate to people.




o Present information clearly, concisely and
accurately.

o Keep in mind that the messages communicated
comply with the company’s policies, professional
codes, regulations, legal requirements and
professional ethics.

Communication with Superiors

Superiors are stakeholders from whom you receive
instructions to perform your job and to whom you
report to at the end of the task. You must be aware of
the following in order to communicate with your
superiors:

e Who is in charge of what?

e Who has the overall authority?

e To whom you are answerable to?

e Who should be approached with grievances?

e How do the disciplinary procedures in your
agency/organisation work?

It usually falls in the purview receiving instructions,
listening actively, seeking clarifications, acting upon
instructions and passing messages. Remember,
listening is an awareness of not just words but all the
non-verbal messages accompanying the words. It
means, therefore, that while listening, you need to:

e  Maintain eye-contact to keenly observe.

e  Focus on the speaker.

e Do away with distractions and become conscious
of the speaker.

e Set aside assumptions about the speaker or the
situation.

e Suspend judgment and evaluation about the
speaker or the situation and give up the desire to
interrupt the speaker.




o Listen for feelings and not just facts, like
feelings of frustration, anger, disappointments,
happiness, etc.

e Check what you have heard by reflecting both
facts and feelings and clarifying the most
important information or factor in the message.
Murphy’s Law states that ‘if something can go
wrong, it will’. Seeking clarifications is a means
to reduce the possibility of going wrong.

Communication with Subordinates

Subordinates are stakeholders who report to you and
require instructions from you to perform their tasks.
Giving clear instructions, whether written or spoken,
requires training in effective communication skills.
Instructions are provided in a step-by-step sequence
for a reason. If you miss a step you will often end up
having to return at some point. Understanding
instructions is difficult if the speaker has left out
important information or assumed that you know
something about the steps. It is hard to put ourselves
in the place of a person who does not know how to do
something, especially when we can do it so easily and
with little thought. Clear instructions should include
the following:

e What are the exact steps that a person need to
follow to reach the goal or destination?

e What tools and equipment will he/she need?

e What special information does he/she need to
finish the task?

e How much money will he/she have to spend?

Communication with Team Members and Colleagues

Success of the team depends on clear roles and
responsibilities and the realisation that the tasks can




It is not the
employer  who
pays the wages.
Employers only
handle the
money. It is the
customer  who
pays the wages.

Henry Ford

be achieved through collaboration and not
competition.Teams are like chains and a chain is as
strong as the weakest link. Teams are a network of
relationships, purpose oriented action and information
required for it. There are two ways to pass a message
- verbally or note passing. Although the purpose of
working as a team is to share ideas, complete the
tasks together and increase productivity, faulty
communication among the members can sidetrack the
entire effort. In order to avoid confusion in the team,
follow the guidelines given below:

e C(Create an outline of the task with a clear list of

which team member is responsible for the task. If
one person shirks his duties, you will be able to
identify the shortcoming and compensate
accordingly.

e Promise less than you think the team can deliver.

e Set up an e-mail group so you will be able to

conveniently send and address questions, updates
and changes.

e Be completely honest with your teammates, even if

it means telling someone that you don't agree with
his ideas or that you want to take the task in a
different direction. Express your concerns in front
of the entire team rather than talking behind his
back.

e Meet in person several times before the deadline, if

you need back and forth interaction to change
directions or solve problems.

e Assess each person's progress and reassign duties if

someone needs help or can take on additional
work.




Communication with Customers

By customer, here we also mean clients and visitors.
To communicate with customers effectively, it is
essential that you develop good communication skills
and listening skills. The following are some
suggestions for becoming a better listener:

e Do Not Interrupt: People have a tendency to
become impatient while listening and cannot
wait for the speaker to finish. This limits the
information  exchange and breaks the
communication process.

e Do Not Jump to Conclusions: Do not assume
that you know what the speaker is going to say.
Allow him/her to complete his message and then
say whatever you wish to say about the idea,
issue or the problem.

e Concentrate on the Content: While
communicating you must concentrate on the
content of the message. In case you miss out on
certain points, you must seek clarification.

e Ask Questions: Ask good questions and provide
feedback.




SESSION PLAN 2

1.

3.

SESSION TOPIC:
Communicating
Effectively with
Stakeholders

. OBJECTIVE: To

develop

knowledge and skills
of students in
communicating
effectively with
stakeholders.

MATERIALS/
EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides,
Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

5.

o Arrange the
materials well in
advance

TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 3 hr.

PROCESS

1.
2.

Prepare the points for the lecture.
Make an opening by telling student’s the purpose
of the lecture or presentation.

Introduce the topic e.g., meaning of
communication, oral communication, written
communication, informal and formal

communication channels, and communication with
stakeholders.

. You may also use the slide presentation for

explaining the various aspects of communication.
Involve students’ by giving them the opportunity to
ask questions related to the topic.

. Clarify any question student’s may have.
. Summarize the topic and emphasize on the key

points.

. Check to make sure that each student understands

oral and written
formal and informal

the difference between
communication and
communication.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your

students

could meet all the requirements for

assessment.

Part A

Students could differentiate between

(@)
(b)

Oral and written communication.
Informal and formal communication.




Part B

Students could answer the following questions:

(@) What is communication?
(b) What is informal communication?
(c) What is formal communication?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No
Communicate in a clear and concise
manner.

Identify the various records, logbooks,
and reports of security industry.

Select appropriate means of
communication
Summarise information for effective
communication




SESSION 3 : DEVELOPING PERSONAL ABILITIES FOR DEVELOPING AND

MAINTAINING RELATIONSHIPS WITH STAKEHOLDERS

RELEVANT KNOWLEDGE

As a professional you should learn everything about
organisation, business, services and customers.
Therefore, keep a professional attitude towards
everyone at all times. In order that a Security Officer
holds the image of a professional, Security Agency
ensures that the personal presentation and actions of
the Security Officer is of the highest possible
standard.

Personal Presentation and Attributes

Personal presentation skills include personal hygiene,
wearing proper uniform, correct posture, effective
communication and correct method of presenting in a
social environment.

(i) Personal hygiene: In whichever profession you
are, you are expected to maintain high standards
of personal hygiene. Pay attention to your oral
hygiene. Brush your teeth in the morning and
before you go to sleep. Your hair should be tidy.
Trim your fingernails. Men should shave regularly
or trim their beard or moustache.

(ii)) Uniform: The organisation for whom you are
working specifies what is required as far as your
uniform is concerned. Your uniform should be
clean and ironed and you should take care to
shine your shoes. According to the Private
Security Agencies (Regulation) Act, 2005, there is
provision for penalty for unauthorised use of
certain uniforms. If any private security guard or
supervisor wears the uniform of the Army, Air
Force, Navy or any other armed forces of the




Union or Police or any dress having the
appearance or bearing any of the distinctive
marks of that uniform, he and the proprietor of
the private security agency shall be punishable
with imprisonment for a term which may extend
to one year or with fine which may extend to
five thousand rupees, or with both.

(iii) Reporting on time: Never get to work late, as
being late upsets schedules and superiors will
never like this attitude.

(iv) Taking pride in work: Take pride in whatever
you do as part of your job. Consider it as an
opportunity to prove your worth. When standing
or walking, think tall. When sitting, sit up
straight.

(v) Build relationships: Remember that colleagues
and the customers are the most important person
in the workplace. Be attentive and build
understanding and sympathy for them.
Customers want to feel that you are genuinely
interested in their wants and needs. Be
compassionate and build positive relationship
with colleagues. Be fair, friendly, considerate
and gracious, as all these abilities will help you
to gain their trust and confidence. Always
respond to customer complaints or requirements
in some way even if you have to get help from
one of your work colleagues or a supervisor.

(vi) Listening attentively: One should be attentive to
what the customer has to say, before he/she
reply or act. Give your client or the customer
your full attention and listen. Asking a few well-
placed questions will demonstrate you are taking
them seriously. Watch expressions and reactions
or listen for voice tone and you will have all the
information you need to service the customer.




Your attention helps to develop understanding of
the customer’s needs.

(vii) Acting patiently: Customers at times could be
undecided, unreasonable, irritable or
inconsiderate. Do not get irritated by their
attitude and act patiently. Be tactful in your
communication and approach in such situations.

(viii)Expect the Unexpected: Sometimes you may
find that unforeseen situation arises for which
you have not been trained. Be prepared for
certain things to go wrong, and plan for
contingencies. Be prepared for emergency
situations.

(ix) Reporting problem: Provided you have the
authority to do so you should try to resolve
complaints yourself, but report immediately any
incident to your supervisor that you think you
may not be able to handle or need immediate
attention of the authorities. Have all the facts
and information about the problem before you
report to your supervisor. Reporting about the
incident should be done preferably as a written
report. Make sure that you report all necessary
information to your supervisor and managers. Be
honest and accurate and do not distort the facts
while reporting. Get clear understanding of what
you have to do next, i.e. you should be clear that
whether it will be left to your supervisor or you
have to continue to deal with the problem.

(x) Getting Help: Do not tell the customers what you
can not do. Tell them what you can do and look
for a way to help them fix the problem. Most
people just want to be treated fairly. For
example, a passenger waiting at the exit of the
airport is not getting a taxi for quite sometime
and he/she seeks the help of the Security Officer




standing next to him/her. In such a situation, the
Security Officer should use his/her rapport with the
taxi drivers and help the passenger without leaving
his place of duty.

Developing Relationship with Customers

Companies that emphasize on good customer service
keep customers longer than their competitors. Some
companies like to call their regular customers
‘clients’. Customer service is all about perceptions.
They judge service by what they see and hear. First
impression is really important and you don’t get a
second chance. One unfriendly or unhelpful encounter
may provoke a customer to choose another store or
place. The most important principle of developing
good interpersonal relationship is “treat people
how you wish to be treated”. Developing rapport
with a customer or client means you communicate
effectively with them. Notice their words and actions
or tone of voice and learn to interpret their need.
Giving a customer a blank stare is guaranteed to
create tension.

Customer
Temperament
Style

Aggressive

Passive

Slide 1: Temperament Styles of Customers




Visitors or customers may have one of the four
temperament styles - (i) aggressive, (ii) passive, (iii)
analytical and (iv) expressive.

Aggressive Person - An aggressive person is
generally an extrovert who is controlling, practical
and decisive. To get on his/her wavelength, avoid
small talk and get straight down to business.
Expressive Person - The expressive person is also
an extrovert but they are more social and
impulsive. He/she will respond to an enthusiastic
presentation style and need time to talk. Avoid too
many details, if you want to win over this type of
person.

Passive Person - The passive person is an
introvert. He/she is friendly but can be totally
indecisive. You cannot hurry this type of person, as
he/she hates pressure and need assurance.

Acquaintance
. (Knowing other)
e Buildup
Termination
\ (Common goals
(Death or \_ and interests)
. separation) &
Deterioration Continuation
(Resentment, loss /'y (Mutual
. oftrust, lack of \ commitment and
L \
\.\c\ommumcatnon) \\\_\t‘rust')r |

Slide 2: Natural Development of Relationship




Development of Relationship: A relationship is
normally viewed as a connection between two
individuals. Individuals can also have relationships
with groups of people. Interpersonal relationships
usually involve some level of interdependence. People
in a relationship tend to influence each other, share
their thoughts and feelings, and engage in activities
together. Because of this interdependence, in most
cases’ change or impact on one member will have
some level of impact on the other.

There are mainly two types of relationships - formal
and informal. Informal relationships are personal
relationships that you have developed over time and
can rely on for support. For example, relationships
that exist between brother and sister, husband and
wife, between friends, etc. are informal. The formal
relationship generally exists at the workplace
between superior and subordinates.  Natural
development of a relationship follows five stages:

1. Acquaintance: Acquaintance, which means
knowing the other person, depends on physical
presence and proximity and a variety of other
factors.

2. Buildup: People begin to trust and care about
each other and build relationship. Compatibility,
common background, goals and interests
influence the continuity of relationship.

3. Continuation: Continued growth and
development will occur during this period, but
mutual trust is important for sustaining the
relationship. Continuation of relationship depends
on mutual trust and commitment.

4. Deterioration: Certain  relationships  may
deteriorate over a period. Boredom, resentment,
and dissatisfaction are some of the causes and the
outcome could be that the individuals may
communicate less.




5. Termination: Termination of relationship is the
final stage which marks the end of the
relationship, either by death or by separation.

Factors Affecting Relationships: Factors affecting
relationship with management include the following:

e Uniform

e Personal grooming and presentation

e Discipline

o Effective assertiveness

e Readiness to work and perform

e Alertness

e Honesty

e Calmness
e Courtesy
e Patience

e Self-control
e Professional communication skills (including
appearance, body language, tone of voice)

Stakeholder’s Management

Stakeholder management is the process by which you
identify your key stakeholders and win their support.
Stakeholder analysis is the first stage of stakeholder
management. The first step to stakeholder analysis is
to identify and understand the most important
stakeholders. The identification of the stakeholders
and their role in the improvement of the overall
system or resolving an issue depends on the
establishment and management of linkages between
the various actors or interest groups.




SESSION PLAN 3

SESSION TOPIC:
Developing Personal
Abilities for
Developing and
Maintaining
Relationships with
Stakeholders

. OBJECTIVE: To

develop

knowledge and
skills of students to
deal with customers
of different
temperament
styles.

MATERIALS/
EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides,
Open Source
Software for Slide
Presentation, LCD
projector, Fire
extinguishers.

. PREPARATIONS

o Read the glossary
given at the end
of this
handbook.

. TEACHING/

TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 3 hrs.

PROCESS

Prepare the points for the lecture.

Make an opening by telling students’ the purpose
of the lecture or presentation.

Introduce the topic e.g., personal presentation
(personal hygiene, wearing proper uniform,
correct posture, effective communication and
correct method of presenting in a social
environment), development of relationship,
temperament styles of customers, and dealing
with customers.

Involve students’ by giving them the opportunity
to ask questions related to the topic.

Clarify any questions students may have.
Summarize the topic and emphasize on the key
points.

Check to make sure that each student
understands the meaning of personal abilities,
personal grooming, etc.

T2: EXERCISE

Practical Exercises

1.

Demonstrate making eye contact with the students
while speaking to others. Ask them to write few
words about their experience when they
maintained eye contact with the other person
while communicating with him/her.

. You may ask your students to stand before a mirror

and make different faces. Ask them to observe
how they look like when they are smiling and ask
them to write about their experience.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

(@) Students could differentiate between different
temperament styles of visitors/customers.

Part B

Students could answer the following questions:

(a) What is personal presentation?

(b) How attitude matters while dealing with
customers?

(c) What are the stages of relationship development?

(d) What are the factors that affect relationship with
stakeholders?

(e) What is stakeholder management?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No
Demonstrate and maintain personal

hygiene.

List the factor affecting relationship with
stakeholders.

Demonstrate the ability to respond to
customers of different temperament
styles.

Exercise restrains and act after listening
to a customer/visitor




SESSION 4 : MANAGING CONFLICT

RELEVANT KNOWLEDGE

A conflict is a process, in which two elements exist at
one given time together and they oppose each other
or are incompatible. Conflict could happen between
individuals, groups, communities and nations. People
with different interests, skills and experiences
working with common interests may have conflicts.
However, when conflicts are identified at an early
stage, conflict management and resolution is feasible.
Managing conflicts is an important aspect of dealing
with stakeholders. It is therefore, necessary to
understand how to manage conflicts.

Causes of Conflict

There are various causes of conflicts. Conflicts may be
due to interests, relationships, miscommunication,
resources, values, etc. Let us discuss some of the
common causes of conflict.

(@) Interest conflicts: These refer to the actions and
emotions by which people become involved to
gain or protect their interests and needs.

(b) Relationship conflicts: Relationship conflicts are
due to differences of personality, emotions and
prejudices.

(c) Information conflicts: Information conflicts are
caused due to lack of information or
miscommunication.

(d) Structural conflicts: Such conflicts emerge over
differing ideas concerning process, rules and
power to control resources or issues.

(e) Value conflicts: Value conflicts occur between
people with different cultural, social or personal
beliefs and traditions.




(f) Conflicts over access: It includes conflicts that
result as a consequence of a change in access or
inequitable access. For example, conflicts may
happen when people are trying to enter the
ground where a cricket match or hockey match is
being organised or people trying to enter the
bogie of a train which has a stoppage of just 5
minutes.

(g) Material Conflicts: Such conflicts arise with
regard to ownership of land, wealth, water,
minerals, etc.

Resolving conflicts

Resolving conflicts is a difficult task indeed, but not
impossible. It requires understanding of the reasons
for the conflict, tactful communication and the ability
to manage the situation and people. Before you try
to resolve a conflict, you need to address some of the
questions, for example

e What the conflict is about?

e What is causing the disagreement?

e What does each of individual/people want or do
not want?

Once you have understood the reason(s) for the
conflict, you need to take the following steps:

e Don't let the conflict get worse. The less angry the
people engaged in conflict are, the easier it will
be to solve the problem.

e Think of positive options and explore how is it
possible to meet the needs of the parties involved
in the conflict.

e Explore alternative solutions.

e Choose a positive option that could be agreed
upon by both the parties.

e Once the conflict is resolved, celebrate the
achievement.




SESSION PLAN 4

1. SESSION TOPIC:

Managing Conflicts

2. OBJECTIVE: To

develop knowledge
and skills of students
in identifying the
cause of conflict and
resolving conflict.

3. MATERIALS/

EQUIPMENT
REQUIRED: Charts,
Sketch Pens, Rulers,
Computer, Slides,
Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

o Prepare points for
the lecture well in
advance.

5. TEACHING/

TRAINING
METHODOLOGY:

T1: Interactive Lecture and Role Play

DURATION: 2 hrs.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling students’ the purpose
of the lecture or presentation.

3. Introduce the topic e.g., meaning of conflict.
importance of conflict management, causes of
conflict, and stages of conflict resolution.

4. Involve students’ by giving them the opportunity
to ask questions related to the topic.

5. Organize a role play on the cause of conflict and
how to resolve it.

6. Clarify any questions students may have.

7. Summarize the topic and emphasize on the key
points.

T2: Assignment

1. Ask the students to mention the people who may
be involved in conflicts in the places given in the
table below. An example is given as a clue.

Place People
Home Husband and Wife or Brother and
Sister

School

Factory

Road

Railway Platform
Airport

Game Ground




2. Ask the students to think of a conflict situation that
has occurred in their life recently at home or in
school.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between
(a) Different types of conflicts.

Part B

Students could answer the following:

(a) What is conflict?
(b) What are the usual reasons for conflict?
(c) How can one resolve conflicts?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

List the causes of conflict.

Identify the cause of conflict in a given
situation.




GLOSSARY

. Stakeholders: They are people who have an

interest in a company’s or organization’s affairs.

. Active Partner: He/She is the one who takes

active part in day-to-day working of the business.

. Active listening: It is total involvement of the

receiver of the communication in the process and
pays attention only to the communicator.

. Agency: A relation between two parties created by

an agreement express or implied.

. Feedback: It is the reversal of the communication

process in which the receiver expresses the
response of the sender’s message.

. Company: It is an association of persons who

contribute money or money’s worth to a common
stock and employs it for a common purpose.

. Organisation Structure: It is the framework within

which people act.

. Conflict: It is a state of disharmony or clash

between incompatible or antithetical persons,
ideas, or interests.
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PREFACE

The Teacher’s handbook on “Occupational Health and Safety Procedures” is a part of the
qualification package developed by the Security Knowledge and Skill Development Council (SKSDC) for
the National Vocational Education Qualification of “Unarmed Security Guard (Private Security Sector).
The National Vocational Education Qualification Framework (NVEQF) is an initiative of the Ministry of
Human Resource Development (MHRD), Government of India to set common principles and guidelines
for a nationally recognized qualification system covering Schools, Vocational Education and Training
Institutions, Technical Education Institutions, Colleges and Universities. It is envisaged that the NVEQF
will promote transparency of qualifications, cross-sectoral learning, student-centred learning and
facilitate learner’s mobility between different qualifications, thus encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people and
property under contract and for profit. An Unarmed Security Guard is required to observe, deter,
record and report. The basic difference between government and private security is that the
government security personnel are empowered by legislation to enforce the law, but it is not so for
private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be linked
to their life outside the school. This principle makes a departure from the legacy of bookish learning
which continues to shape our system and causes a gap between the school, home, community and the
workplace. Experiential learning, which is a cyclical process involving observation, reflection and
action, should be an integral part of the teaching-learning process. Attempt by the students to solve
problems, guided by the teachers or instructors, would enable them to explore and discover new
knowledge and develop problem solving skills. A range of pedagogies, including interactive lecture,
role plays, case based studies, assignments, projects and on-the-job activities that provide students
with generic, technical and professional knowledge and skills should be adopted by the teachers and
instructors to foster student-centred learning.

The success of this effort of integrating knowledge and skills depends on the steps that the teachers
will take to encourage children to reflect their own learning and to pursue imaginative and on-the-job
activities and questions. Participation of learners in skill development exercises and inculcation of
values and creativity is possible if children are involved as participants in learning, and not as receiver
of information. These aims imply considerable change in school routines and mode of functioning.
Flexibility in the daily time-table would be a necessity to maintain the rigour in implementing the
activities and the required number of teaching days will have to be increased for teaching and
training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.
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ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the Security
Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards describe what
individuals need to know, understand and do in order to carry out a particular job role or functions.
These are the standards that individuals must achieve when carrying out the various functions at the
workplace. The Module on “Occupational Health and Safety Procedures” covers the following
elements, performance criteria, knowledge and skills for the job role of Unarmed Security Guard

(Private Security Sector):

Unit Code SKS/N 0003

Task Provide Private Guarding Service to People, Property
and Premises

Element Carry out search of designated premises

Performance Criteria

PC13: Maintain personal safety

Unit Code SKS/N 0005

Task Carry out Screening and Search Activities to Maintain
Security

Element Carry out screening and search on people and material

Performance Criteria

PC6: Maintain personal safety during screening and search

Unit Code SKS/N 0007
Unit Title (Task) Security Escort
Element Respond to incidents affecting security and safety

Performance Criteria

PC1: Respond to risks

Knowledge and Understanding (K)

Technical/Domain Knowledge

KB1: Security and safety requirements for security escort

duty
Unit Code SKS/N 0008
Task Health and Safety
Element Contribute to maintaining a safe workplace

Performance Criteria

PC1: Carry out safety of workplace in line with
organisational procedures
PC3: Wear personal safety gear and clothing as per
organizational procedure

Knowledge and Understanding (K)

Organisational Context

KA1: Organization’s procedure relating to safety in the
workplace

KA6: Organization’s procedure/guidelines relating to fire
safety

Technical/Domain Knowledge

KB2: Personal safety equipment and clothing to be used
KB12: Personal safety equipment and clothing to be used




Unit Code SKS/N 0010
Unit Title (Task) Security in Industrial Deployments
Element Carry out security tasks in industrial domains
Performance Criteria PC2: Respond to domain specific risks and threats
Skills (S)
Professional Skills SB3: Use security and safety equipment in the prescribed
manner
Unit Code SKS/N 0011
Unit Title (Task) Positive Projection of Self and the Organisation
Element Conform to the organisation’s standards of grooming
and behaviour
Performance Criteria PC1: Maintain good health, personal hygiene & sanitation
PC3: Stay free from intoxicants (alcohol, tobacco and
drugs)

You will have to ensure that the following performance standards are met by each student on
completion of the sessions given in the module:

Performance standards Yes No

Enlist 6 common sources of hazard at work place.

Enlist 2 types of physical risk.

Enlist 2 types of social risks.

Enlist 2 types of operational or production related risks.

Identify common hazards at workplace

Enlist 5 factors to be considered for risk assessment.
Determine the likelihood of hazard in a given situation.
Identify personal protective equipment.

Specify control measures for 2 types of hazards at workplace.
Compile a list of 4 hazard control measures.




GENERAL INSTRUCTIONS FOR TEACHERS

. Read the Teacher’s Handbook carefully before teaching or conducting the training.

. Follow the session plan strictly.

. Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

o Ensure all materials/aids/equipment required for teaching and training is available.

° Introduce the skill by explaining the purpose.

o Demonstrate the skill to the participants, explaining each step in detail.

o Invite the students to ask questions.

. Ask the students to practice the skill themselves and make observation while they perform the
task.

o Provide the students with constructive feedback.

. Discuss in class, the problems faced by the students in performing the task.

. Summarize the key learning.

) Ensure key learning is captured and performance standards are met at the end of each session.

. Regularly check student’s workbook to ensure all exercises are being completed on time.

. Ensure that all participants complete the required assessments given in the student workbook.

. Always encourage participants. Never discourage them from getting actively engaged in
discussions, question-answer sessions and task-oriented activities.
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SESSION 1 : IDENTIFYING COMMON HAZARDS AND RISKS AT

WORKPLACE

RELEVANT KNOWLEDGE

Meaning of Hazard

A Hazard is any source of potential damage, harm or
adverse health effects on something or someone
under certain conditions at work. It is something that
can harm or cause adverse effects if not controlled.
There could be many sources of occupational hazards.
Some of these include the following:

e Wet or slippery surfaces

e Electrical short circuit

e Working at heights

e Manual handling

e Toxic fumes

e Fire

e Plant and equipment

e Hazardous or sharp objects in the waste
e Radiation

e High-crime areas

e Confined spaces like manhole, warehouse, etc.

There are many hazards that exist at the workplace.
While some will be common to all, others will be
occupation-specific. New hazards may arise
throughout the day and from day-to-day. The hazards
can be categorized as follows:

(a) Hygiene related

Contamination of hands, face and other exposed parts
of the body with solids, liquids and gases from waste
may lead to exposure to diseases, such as Hepatitis B.
Hepatitis B is a serious infection that affects liver. It
is caused by hepatitis B virus.




Stepping on rusty nails, tin or iron may lead to
exposure to Tetanus. It is caused by tetanus bacteria
(Scientific name - Clostridium tetani).

(b) Tools and machinery causing injury

o Use of cutting and welding machines.
o Heavy vehicles offloading large amount of
material.

e  Speed of vehicles.
o Unguarded machinery.

(c) Hazardous substances/dangerous goods
exposure

o Flammable, explosive or hazardous substances.

e  Gas cylinders.

o Dust or other particles, such as glass fines in the
air can be inhaled.

o Hazardous chemicals in factories.

(d) Working at heights/falls

o Falls from ladder or buildings.

e  Falls from dumping platforms.

e Slip, trip, fall hazards due to liquid leakages
around the site.

(e) Manual handling

e  Removing sharp materials from waste.
e  Assisting in unloading vehicles.
e  Manually moving large or awkward loads.

(f) Noise

e High level of constant noise from heavy plant and
vehicles moving around the site.

e Wearing ear plugs may render a person unable to
hear vehicle movements nearby.




e Use of mobile phones while working.
(g) Electrical

e Overhead or underground live electricity.
e Poorly maintained or exposed electrical leads and
plugs.

(h) Confined Spaces

Confined spaces refer to spaces such as septic tanks,
pits, manholes, silos, containers, tunnels, etc. A
person may enter the confined space if he/she is
appropriately trained and also has specific approval
from the supervisor to do so.

(i) Fire

Common causes of fire at workplace include careless
smoking, disposal of matches, inadequate distance
from the combustible materials, defective electrical
equipment, and substandard electrical wires.

Adverse health effects

Hazardous equipment and substances may cause
change in body function or the structures of cells that
can lead to disease or health problems. Adverse
health effects include:

e Bodily injury

e Diseases

e Change in the development of tissues

o Effects on a developing foetus (e.g. tragedy that
took place in Bhopal in 1984 due to leakage of
methyl isocynate gas also affected the developing
foetus )

o Effects on children, grandchildren, etc.
(inheritable genetic effects)




e Change in mental condition resulting from stress,
traumatic experiences, exposure to solvents, etc.

Classification of Hazards

Hazards can be classified into the following broad
categories:

(a) Biological - Biological hazards are caused by living
organisms like bacteria, viruses, insects, plants, birds,
animals, humans, etc.

(b) Chemical - Chemical hazards depend on the
physical, chemical and toxic properties of the
chemical. The severity of the hazard depends on the
toxic properties of the chemical.

(c) Ergonomic - Ergonomic hazards are caused due to
repetitive movements, improper set up of workstation
(e.g. computer workstation, workstation for repair of
electrical gadgets, etc.), faulty designed chairs, tools
and equipment, wrong postures, etc.

(d) Physical - Physical hazards are caused due to
radiation, magnetic fields, pressure extremes (high
pressure or vacuum), noise, etc.

(e) Psychosocial - Psychosocial stress are caused due
to violence, excessive pressure at workplace for
meeting deadlines, conflicts at workplace, etc.

(f) Safety - Safety hazards at workplace include
slipping/tripping hazards, inappropriate machine
guarding, and equipment malfunctions or breakdown.




Meaning of Risk

Risk is the chance or probability that a person will be
harmed or experience an adverse health effect if
exposed to a hazard. Risks usually arise because of
financial problems, organization, employee,
workplace, product changes, security and storage of
data and records and other problems. Common risks
include things like accidents in the workplace,
disasters like earthquakes, fire, cyclone, etc. It can
also include legal risks like fraud, theft, and sexual
harassment lawsuits. Risks can be categorized into
(a) general or pure risks, and (b) workplace or
business risks.

Risk identification

In order to identify the risk, we need to identify the
source or the cause of the problem. Risk
identification process begins by collecting the
information about the events that could pose a risk.
The employer should identify how the workers might
be harmed, i.e., what type of injury or ill health
might occur at the workplace.

(@) General or Pure Risks

These are the risks related to life in general i.e. risks
that may arise at home, on road or at public place.

(i) Physical risks: These include due to natural
disturbance risks or disasters e.g. earthquake,
tsunami, volcanic eruption, etc.

(i) Risks due to extreme climatic and meteorological
conditions: These include risks due to tycoon,
tornado, cyclone, flood, drought.

(iii) Social risks: Risks due to theft, malicious damage,
and fraud.




(iv) Legal risks: Risks due to legal actions against the

(b)

organization/firm by the consumers or other
stakeholders.

Workplace or business risks

These are risks related to business or occupation.

(i)

(if)

(iiff)

(iv)

(V)

(Vi)

Operational or Production risks: Risks which
interrupt the operation of the production
process, such as mechanical failure, failure of
technical processes or late delivery of supplies
and services.

Technological risks: Risks associated with lack
of technical information or technological
expertise.

Financial risks: Risks due to government
financial policies, terms of credit, inflation,
operational costs, etc.

Social risks: Risks due to action of special
interest groups.

Market-related risks: Risks due to loss of
product quality, lack of market information or
actions of third party.

Consumer-related risks: Risks due to loss of
consumer interests, health regulations or
actions of consumers.




SESSION PLAN 1

1. SESSION TOPIC:

Identifying Common
Hazards and Risks at
Workplace

. OBJECTIVE: To develop
knowledge and skill of
students in identifying
common hazards and
risks at workplace.

. MATERIALS/

EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

o Read the glossary
given at the end of
this handbook.

5. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

. Prepare the points for the lecture.
. Make an opening by telling students’ the purpose

of the lecture or presentation.

. Introduce the topic e.g., occupational health and

safety (it is an area which is concerned with
protecting the safety, health and welfare of
people engaged in work or employment), meaning
of hazards, types of hazards, types of risk, and
identification of risk.

. Provide specific examples.
. Involve students’ by giving them the opportunity

to ask questions related to the topic.

. Clarify any questions students may have.
. Summarize the topic and emphasize on the key

points.

. Check to make sure that each student understands

the meaning of hazard, difference between
natural and manmade hazards, importance of
occupational health and safety at workplace.

T2: Assignment

Ask the students to name the occupation of the
person who performs the following activity in the
school:

Activity

Occupation

Manual handling of
copies

Manual handling of
books




Handling of hazardous
chemicals

Stacking books in
shelves
Cleaning floor

Sorting and delivery of
mail

Standing for long hours
at the gate

Sitting for long hours
at the reception
Typing on computer
Sitting for long hours
for settling accounts

2. Ask the students to observe and identify two
sources of hazards in the school premises and
suggest preventive measures that should be taken
up to mitigate the risks from the same.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to see that your students
could meet all the following requirements for
assessment.

Part A

Students could differentiate between

(@) Health and safety.
(b) Hazard and risk.

Part B

Students could answer the following questions:

(@) What is hazard?




(b)  Why occupational safety and health is important
for employees and employers?

(c) What are the common hazards that occur at
workplace?

(d) Why do we need to study about occupational
health and safety?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standard Yes | No

Enlist 6 common sources of hazard at
workplace.

Enlist 2 types of physical risk.

Enlist 2 types of social risks.

Enlist 2 types of operational or production
related risks.

Ildentify common hazards at workplace




SESSION 2 : ASSESSING AND REDUCING RISKS ASSOCIATED WITH

HAZARDS

RELEVANT KNOWLEDGE

Risk is the chance or probability that a person will be
harmed or experience an adverse health effect if
exposed to a hazard.

Risk Management

Risk management involves Identifying hazards,
assessing the risks associated with the hazards,
implementing the best practicable measure to
eliminate or control the risk and monitoring the
effectiveness of control measures. Risk management
should be applied to the use of all materials and the
types of activities carried out in the workplace. It
means that you evaluate the hazards and develop
strategies to avoid or minimize the potential for an
injury to you or any other person. Therefore,
occupational health and safety (OHS) strategy involves
3 stages: (i) hazard identification, (ii) risk assessment,
and (iii) elimination or control, and (iv) monitoring/
review of control measures.

Steps involved in risk management

There are four steps involved in the risk management
process:

Step 1: ldentify risks and hazards.

Step 2: Assess the risks associated with the hazards.

Step 3: Implement the best practicable measure to
eliminate or control the risk.

Step 4: Monitor/review control measures.

1. Identifying risks and hazards: Hazards at
workplace could be hygiene related, due to use
of tools and machinery, hazardous substances or




chemicals, working at heights, manual handling,
electrical fittings or wires, fire, etc.

Identifying risks and hazards

The various ways by which we can identify risks and
hazards include the following:

(i) Incident report forms: It is the report of the
incidents that took place in the past. It serves
as a record for future reference.

(i)  Self inspection checklist: The self inspection
checklist helps the maintenance staff to
effectively plan regular and emergency
maintenance tasks and check against the list of
tasks to be performed for maintenance of the
machines or equipment.

(iii) Observations: By observing the activities or
tasks being performed by the workers, we can
assess the risks or possible hazards.

(iv) Knowledge sharing: |If employees share
experiences about the untoward incidents that
they have faced in the past, then such sharing
of knowledge helps in taking necessary
precautions and issuing necessary instructions
to the workers.

(v)  Consultation with specialists:  Consulting
specialists in the field helps in mitigating or
preventing hazards.

(vi)  Regular maintenance checks: Regular
maintenance helps in preventing problems such
as blockages, leaks or breakdowns, which can
increase risks. A maintenance schedule should
be in place to ensure that your equipment is
maintained at intervals indicated in the
manufacturer's operating instructions.

2. Risk Assessment: When a hazard has been
identified, the next step is assessing the risks
associated with the hazards so that it doesn’t harm




you or others in the workplace. This means
assessing the risk associated with the hazard.

Risk is normally assessed in terms of how severely
someone could be injured or become ill (the
consequence) and the likelihood of someone
becoming injured or ill from exposure to the
identified hazard. Risk assessment is the process
where you:

o ldentify hazards;

e Analyse or evaluate the risk associated with that
hazard; and

e Determine appropriate ways to eliminate or
control the hazard.

(a)Judging the likelihood: Keeping the
severity/consequence in mind, think about the hazard
and ask yourself how likely is it that someone might
be affected by the hazard:

e Very likely - could happen at any time.

e Likely - could happen sometime.

e Unlikely - could happen, but very rarely.

e Very unlikely - could happen, but probably never
will.

(b)Judging the severity/consequence: When judging
the severity of a hazard, think about whether it could:
e Kill or cause permanent disability or ill health.

e Cause long term illness or serious injury.

e (Cause someone to need medical attention.

e (Cause someone to need first aid.

The severity of the risk can be categorized as follows:

e X - Extreme Risk - extremely urgent, action
IMMEDIATELY.

e H - High Risk - urgent, action AS SOON AS
POSSIBLE.
e M - Medium Risk - action within ONE WEEK.




e L - Minor Risk - not urgent, action within ONE

MONTH.

e OK - No Risk - no action required.

Factors that influence the degree of risk include:

e How much a person is exposed to a hazardous
thing or condition;

e How the person is exposed (e.g., breathing in a
vapour, skin contact); and

o How severe are the effects under the conditions of

exposure.

The various

elements

of risk assessment are

summarized in the table below:

Stay on the | ¢ Be on the lookout for hazards at
lookout all times.

e Utilise the systems for hazard
reporting so that something can be
done about them.

Anticipate | e Think about possible hazards

hazards BEFORE you start each task.

Account for | ¢ Change may occur as a result of a

change new project commencing, altering
the work system, the introduction
of new staff, and/or the addition
or change of tools plant or
substances.

e Change can introduce hazards, so
be aware and implement the
hazard identification process

Reportnew |e¢ As soon as a new hazard is
hazards identified, report it immediately
Conduct e Everyone is responsible for being
risk on the lookout for hazards, and
assessment the process should be a part of
regularly everyday work practices.

Keep e Records of maintenance of plant
records and equipment  should be

maintained regularly.




PROBLEM

3. Implementing practicable measure to eliminate
or control risk: The third step is to implement control
measures to eliminate or reduce the risks of a person
being injured or harmed and ensure the measures are
monitored and reviewed on an ongoing basis. A
control is a mechanism or process that minimizes the
risk of the hazard becoming actual. Examples of
actions that can be taken to control common
workplace hazards are given in table below.

EXAMPLES OF ACTIONS THAT CAN BE TAKEN TO CONTROL

HAZARDS

Spillage of wet or dry
substances

Unsuitable footwear
Wet or dirty footwear,
or wet clothing

Poor lighting

Untidy areas

Rubbish/Waste

Untidy Stairs

Excessive loads

Fault with Machinery
and equipment

Risky ladders

Isolate and clean-up spills without delay. Use warning signs
to alert people to surfaces that are wet following recent
cleaning or spills. Use absorbent materials for cleaning up
spills.

Wear the most appropriate footwear for the job and work
environment.

Wipe shoes on available mats and shake off wet clothing or
umbrellas.

Provide adequate lighting.

Keep workplace tidy and walkways clear. Make sure objects
don’t create a trip hazard.

Remove waste paper, food, packaging, and other rubbish
from the bin regularly. Carry out regular site clean-ups to
remove rubbish.

Don't use stairways for storage. Always use handrails.
Provide ample lighting above the stairs.

Report workload problems to your supervisor and avoid
carrying excessive workload. When moving materials by hand
or by trolleys that are pushed, make sure materials are not
stacked so high that the view of the floor ahead is obscured.

Carry out regular maintenance and inspection of production
machinery for signs of leaks.

Use ladders in accordance with the manufacturer’s
information on safe use.




SESSION PLAN 2

1. SESSION TOPIC:
Assessing and Reducing
Risks Associated with
Hazards

2. OBJECTIVE: To develop
knowledge and skills of
students in assessing and
reducing risks associated
with hazards.

3. MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS
o Make necessary slide
preparations well in
advance

4. TEACHING/TRAINING
METHODOLOGY:

4, Monitoring/ review of control measures: The
fourth step is to regularly monitored and reviewed.
While monitoring, it is essential to know whether the
control measures been implemented as planned and
whether the control measures are being used as per
the procedure.

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling student’s the purpose
of the lecture or presentation.

3. Introduce the topic e.g., meaning of risk
management, steps involved in risk management.
risk assessment, actions to be taken to control
hazards.

4. You may also use slide presentation for explaining
the various aspects.

5. Provide specific examples.

6. Involve students’ by giving them the opportunity
to ask questions related to the topic.

7. Clarify any question student’s may have.

8. Summarize the topic and emphasize on the key
points.

9. Check to make sure that each student understands
the meaning of




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(a) Disaster management and risk management.

Part B

Students could answer the following:

(a) What is risk management?

(b) What are the factors that affect the likelihood of
hazard?

(c) What are the factors that influence the severity
of hazard?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Enlist 5 factors to be considered for
risk assessment.

Determine the likelihood of hazard in a
given situation.




SESSION 3 : CONTROLLING HAZARDS

RELEVANT KNOWLEDGE

MEANING OF HAZARD CONTROL

Hazard control refers to the mechanism or
practicable measures used for eliminating or reducing
a risk. A hazard control program consists of all steps
necessary to protect workers from exposure to a
substance or system. It includes the procedures
required to monitor worker exposure to health
hazards such as chemicals, materials or substance, or
other types, such as noise and vibration. Occupational
Health and Safety law requires employers to provide
the systems or opportunities for reporting hazards as
they arise, and to respond to the problem when it is
brought to the attention of the employer. The process
encourages everyone to work together to prevent
workplace injury and illness. A written workplace
hazard control program should outline which methods
are being used to control the exposure and how these
controls will be monitored for effectiveness.

Choosing a control method may involve:

o Evaluating and selecting temporary and permanent
controls.

e Implementing temporary measures until
permanent (engineering) controls can be put in
place.

e Implementing permanent controls when
reasonably practicable.

Emergency Response

Emergencies can occur due to a variety of
circumstances such as chemical leak, ignition of
waste materials, someone being injured, power
failures affecting equipment, etc.
Emergency response procedures cover the roles and




responsibilities of employees and the steps that
should be taken in the event of an emergency on-site.

This ensures the following:

1. Alarms are activated.

2. Emergency response procedures for the specific
emergency are followed.

3. First aid is given without putting own life in
danger.

4. Emergency equipment are used as per their
respective operating procedures.

5. Concerned agencies like fire brigade, ambulance
and police are informed.

Remember, some emergencies are controlled by
external emergency authorities such as the fire
brigade, police, ambulance, etc. If external
authorities are required, they should be immediately
called and then they will assume control of the
emergency situation. Just as people need to know
what to do if something goes wrong, the workplace
itself needs to be ready in the event of an
emergency. Some items of safety equipment are
specific to the work activities of an organisation,
whilst others are mandatory or a requirement of the
law. Fire extinguishers and first aid kits are two
examples of the types of emergency equipment found
in the workplace and are required by law. Eye wash
stations and emergency showers are two examples of
the types of emergency equipment that would be
required as per the organisation’s activities.

Hazard control measures

The effectiveness of hazard control measures varies
with the method used. Hazard control measures
should be considered in the following order:




Elimination of the hazard involves removal of
the risk e.g. by removing the substance or
changing work practices. The best approach is to
always keep exposures or the risk of a hazard as
low as possible. For example, placing a hood on
the gas stove in the kitchen helps in eliminating
the gases while cooking. A fan draws the air
from the hood into the ducts and removes the air
from the workspace into an open space.
Substitution of the hazard with a hazard that
carries a lesser risk e.g. replacing the plant or
substance with another with a lower risk.
Isolation of the person at risk from the hazard
e.g. by removing or separating people from the
source of the hazard. For instance, using
Personal Protective Equipment while evacuating
people from earthquake devastation site will
protect the person.

Engineering control involving redesign to
minimize the risk. For example, use of electric
motors rather than diesel ones to eliminate
diesel exhaust emissions.

Process control involves changing the way a job
activity or process is done to reduce the risk. For
example, instead of using dry method, wet
method should be used when drilling or grinding.
It reduces the level of dust in the atmosphere.
Administrative control to minimize the risk
involves developing policies, training, changing
work methods to ensure safe behaviour (safe
work procedures), ensuring proper maintenance
and housekeeping. Scheduling maintenance of
the equipment definitely helps in avoiding
hazards.

Use of Personal Protective Equipment (PPE):
PPE is defined as any clothing, equipment or
substance designed to be worn by a person to
protect the person from the risks of injury or
illness. Personal Protective Equipment includes
equipment or clothing designed to provide




protection. This is the least effective option as it
does not change the hazard.

Common Personal Protective Equipment includes
the following: shoes, goggles, aprons, ear plug,
helmet, gloves, eye shield, and gas mask. Personal
Protective Equipment should be used in conjunction
with other control measures to increase the level of
protection from the hazard.

Important aspects of PPE that you must know are:

e  Where do you access the required PPE?

e  When are you required to use it?

o How do you use it correctly?

o How do you care for and maintain your PPE?
e  When does it need to be replaced?

o Does it comply with the relevant standard?

Do’s and Don’ts to reduce risk at workplace

e Warn co-workers of the risks when you see them
doing something unsafe.

e Perform regular housekeeping to prevent the
accumulation of hazardous or toxic materials.

e Develop and implement standard operating
procedures.

e Train and educate employees about the operating
procedures.

e Keep equipment well maintained.

e Pay attention to safety signs and safety rules.

e Use safe lifting techniques.

e Handle hazardous chemicals safely.

e Never touch electrical equipment with wet
hands.

e Prepare and train for emergency response.

e Attend all safety meetings and training sessions.




SESSION PLAN 3

SESSION TOPIC:
Controlling Hazards

OBJECTIVE: To develop
knowledge and skills in
choosing hazard
control method and use
of personal protective
equipment.

MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector

4. PREPARATIONS

o Prepare the points
for the lecture well
in advance.

5. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling students’ the purpose
of the lecture or presentation.

3. Introduce the topic e.g., meaning of hazard
control, hazard control measures, choosing a
hazard control method, importance and use of
personal protection equipment.

4. Involve students’ by giving them the opportunity
to ask questions related to the topic.

5. Clarify any questions students may have.

6. Summarize the topic and emphasize on the key
points.

7. Check to make sure that each student
understands the difference between (i)
elimination and substitution of hazards and (ii)
engineering and process control.

T2: Assignment

1. Given below is a list of common problems that
occur due to faulty tools/equipment, wrong
postures or long hours of work. Ask the students to
talk to the people in different occupations in
school, home and workplace. Ask your students to
find out the common cause(s) for such problems.

1. Occupation

Common Reason

problem Faulty Wrong | Long hours of
tools/ posture | work
equipment

Back ache




Headache
Neck pain
Stress
Irritation
Depression

2. Occupation

Common Reason

problem Faulty Wrong | Long hours of
tools/ posture | work
equipment

Back ache
Headache
Neck pain
Stress
Irritation
Depression

2. Ask the students to suggest, what these people
should do to solve their problems?

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to see that your students
could meet all the following requirements for
assessment.

Part A

Students could differentiate between

(a) Elimination and substitution of hazards.
(b) Engineering and process control.

Part B

Students could answer the following:

(@) What is hazard control?
(b) What is engineering control?




(c) What is administrative control?
(d) Why do we need to implement different hazard
control measures?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Identify personal protective equipment.

Specify control measures for 2 types of
hazards at workplace.

Compile a list of 4 hazard control
measures.




GLOSSARY

10.

1.

. Employee: An individual who works under a

contract of employment or apprenticeship.

Employer: A person who employs persons under
contracts of employment or apprenticeship.

Hazard: Anything that might cause harm to a
person.

Hazardous substance: Products that can harm a
person’s health causing illness, injury or disease.

. Manual handling: The lifting, lowering and moving

of objects by a person.

Incident: An unintended event that is likely to have
resulted in an emergency.

. Occupational Health and Safety: Keeping people

safe and healthy at their place of work by
prevention of accidents, injury and illness.

Personal Protective Equipment: Equipment used
by workers to protect them from hazards in the
workplace. These may include safety boots,
gloves, goggles, aprons and sunscreen.

Premises: It includes any place and in particular
any land, building or part of a building, any
vehicle, vessel or aircraft, any installation on
land, or any movable structure.

Risk: means the likelihood of harm to persons or
damage to property or the environment arising out
of a hazard.

Risk management: It is the process of managing
risks caused by hazards in the workplace. It
involves hazard identification, risk assessment
and risk control.




12.

13.

14.

15.

16.

Safety: It refers to monitoring and reducing the
workplace risk of personnel casualties (injuries
and deaths) to some acceptable level.

Safe work method: The way employees should be
trained to do a job safely.

Stress: Illness caused by mental strain causing
psychological illness through negative
experiences at work.

Training: Instructions on how to do a job safely.
For example, driving a car or patrol vehicle.

Workplace: The premises of the employer or any
place where an employee carries out work.




SUGGESTED READINGS
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Fundamental Principles of Occupational Health
and Safety by Benjamin O Alli, International
Labour Organisation (ILO).

Fundamental Principles of Occupational Safety and
Health by Mark A Friend and James P Kohn, The
Scarecrow Press, USA.

Occupational Safety and Health in the Emergency
Services by James Angle Delmar, Learning, USA.
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ile/0007/41299/ldentifying_hazards_in_the_workp
lace_ OHS_10_Feb_05.pdf
http://www.businessdictionary.com/definition/st
akeholder.html#ixzz1pOcL6pLD

http:// www.ehow.com/how_2294804_
communicate-effectively-team.html#ixzz1 p16w
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Institute, Bhopal)

http://www.ilo.org (International Labour
Organisation).
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PREFACE

The Teacher’s Handbook on “Observing and Monitoring People” is a part of the qualification package
developed by the Security Knowledge and Skill Development Council (SKSDC) for the National
Vocational Education Qualification of “Unarmed Security Guard (Private Security Sector). The National
Vocational Education Qualification Framework (NVEQF) is an initiative of the Ministry of Human
Resource Development (MHRD), Government of India to set common principles and guidelines for a
nationally recognized qualification system covering Schools, Vocational Education and Training
Institutions, Technical Education Institutions, Colleges and Universities. It is envisaged that the NVEQF
will promote transparency of qualifications, cross-sectoral learning, student-centred learning and
facilitate learner’s mobility between different qualifications, thus encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people and
property under contract and for profit. An Unarmed Security Guard is required to observe, deter,
record and report. The basic difference between government and private security is that the
government security personnel are empowered by legislation to enforce the law, but it is not so for
private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be linked
to their life outside the school. This principle makes a departure from the legacy of bookish learning
which continues to shape our system and causes a gap between the school, home, community and the
workplace. Experiential learning, which is a cyclical process involving observation, reflection and
action, should be an integral part of the teaching-learning process. Attempt by the students to solve
problems, guided by the teachers or instructors, would enable them to explore and discover new
knowledge and develop problem solving skills. A range of pedagogies, including interactive lecture,
role plays, case based studies, assignments, projects and on-the-job activities that provide students
with generic, technical and professional knowledge and skills should be adopted by the teachers and
instructors to foster student-centred learning.

The success of this effort of integrating knowledge and skills depends on the steps that the teachers
will take to encourage children to reflect their own learning and to pursue imaginative and on-the-job
activities and questions. Participation of learners in skill development exercises and inculcation of
values and creativity is possible if children are involved as participants in learning, and not as receiver
of information. These aims imply considerable change in school routines and mode of functioning.
Flexibility in the daily time-table would be a necessity to maintain the rigour in implementing the
activities and the required number of teaching days will have to be increased for teaching and
training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.




ACKNOWLEDGEMENTS

We would like to thank Professor Parveen Sinclair, Director, National Council of Educational Research
and Training (NCERT), Professor R. B. Shivagunde, Joint Director, PSS Central Institute of Vocational
Education (PSSCIVE), Mr. Basab Banerjee, Head, Standards and Quality Assurance, National Skill
Development Corporation for their guidance.

We express our sincere gratitude and thanks to Kunwar Vikram Singh, Chairman, Security Knowledge
and Skill Development Council (SKSDC), Lt. General S.S. Chahal (Retd.), Chief Executive Officer,
SKSDC, and Major General Bhupinder Singh Ghotra (Retd.), Chief Operating Officer, SKSDC, for their
guidance and help.

Sincerest thanks are due to contributor Lt. Col. (Retd.) Neeraj Gupta, Security Consultant, D-003, Ram
Vihar, Sector 30, Noida for his earnest efforts and commitment in developing this Unit.

We are grateful to Dr. Vinay Swarup Mehrotra, Associate Professor and Head, Curriculum Development
and Evaluation Centre, PSSCIVE and Col. (Retd.) Tapesh Chandra Sen, Dy. Director, SKSDC who have
made substantial contributions to finalizing the content and editing of the handbook.




ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the Security
Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards describe what
individuals need to know, understand and do in order to carry out a particular job role or functions.
These are the standards that individuals must achieve when carrying out the various functions at the
workplace. The Module on “Observing and Monitoring People” covers the following elements,
performance criteria, knowledge and skills for the job role of Unarmed Security Guard (Private

Security Sector):

Unit Code SKS/N 0003

Task Provide Private Guarding Service to People, Property
and Premises

Element Guard people, property and designated premises

Performance Criteria

PC8: Carry out required searches as per instructions

Knowledge and Understanding (K)

Technical/Domain Knowledge

KB1: Methods of assigned guarding, monitoring and

patrolling
Unit Code SKS/N 0011
Unit Title (Task) Positive Projection of Self and the Organisation
Element Conform to the organisation’s standards of grooming

and behavior

Performance Criteria

PC7: Observe organisation’s ‘Meet and Greet Procedure’

PC8: Observe confidentially as per organisational
procedure

PC9: Observe discipline and punctuality

You will have to ensure that the following performance standards are met by each student on
completion of the sessions given in the module:

Performance standards

Yes | No

Perform the process of observation.

Enlist 3 senses involved in making observation.

Enlist 2 factors that affect observation.

Determine the role of sense(s) in a given activity task.

Recognize suspicious and undesirable activities.

Factors that influence the security of people and property at a given public place.

Enlist 4 equipment used for surveillance, identification and authentication purpose.

Enlist 3 types of evidence.

Prepare a report of an incidence.

Enlist 3 modus operandi of criminals.

Enlist 2 things that could be produced as real evidence.




GENERAL INSTRUCTIONS FOR TEACHERS

. Read the Teacher’s Handbook carefully before teaching or conducting the training.

. Follow the session plan strictly.

. Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

o Ensure all materials/aids/equipment required for teaching and training is available.

. Introduce the skill by explaining the purpose.

o Demonstrate the skill to the participants, explaining each step in detail.

o Invite the students to ask questions.

) Ask the students to practice the skill themselves and make observation while they perform the
task.

) Provide the students with constructive feedback.

. Discuss in class, the problems faced by the students in performing the task.

. Summarize the key learning.

) Ensure key learning is captured and performance standards are met at the end of each session.

. Regularly check student’s workbook to ensure all exercises are being completed on time.

. Ensure that all participants complete the required assessments given in the student workbook.

. Always encourage participants. Never discourage them from getting actively engaged in
discussions, question-answer sessions and task-oriented activities.
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SESSION 1 : USING SENSES IN OBSERVATION

RELEVANT KNOWLEDGE

\ 4

' -
a
.

The word observation is derived from the Latin word
“Observationem” meaning “watching  over”.
Observation can be defined as the act of directing the
eyes towards something or perceiving it visually.

Observation is a process that includes (i) noticing,
which is essential to be aware of something around
you using any or all of the five senses i.e., sight,
smell, hearing, touch and taste, (ii) interpreting,
which means organizing the information into
something meaningful, and (iii) recalling, that is
remembering the information and being able to
access it when you need to.

(i) Noticing: A trained security personnel must be
actively aware of everything that is going on around
him. This skill is developed with experience and
practice. The smell, sight, sound and touch
experienced during duty hours hold definite clues
about dangers, accidents or crimes that may happen.

(ii) Interpreting: It is not enough to just notice things
using your senses. A continuous analysis and
interpretation hold the key to detecting a potential
security threat.

(iii) Recalling: Recalling is the process of retrieving
information about incidents, faces, names, dates and
many other things. It is important to record anything
observed as soon as possible, because memories fade
away.




Role of Senses in Observation

In security, the sense and ability of observation is
employed purposefully and intelligently with the sole
aim of nipping any security threat in the bud. There
are 5 recognized senses in human beings: sight,
hearing, taste, smell, and touch. These senses are
used for observing people and keeping an eye on what
is happening all around.

(i) Sight: Sight or vision is the capability of the eye to
focus and detect images of Vvisible light on
photoreceptors in the retina of each eye that
generates electrical nerve impulse of varying colours,
hues, and brightness. Your eyesight should be normal
and you should be able to make a conscious effort to
focus on what you see instead of just looking around
casually. Visibility, which is a measure of the distance
at which an object or light can be seen, depends on
the distance, size, position and illumination.
Luminosity of the object also affects its visibility. For
example, you cannot assess the size of the star, but
you can see the star in the sky because of the light it
emits which causes it to be visible as a point object.

(i) Hearing: Hearing or audition is the sense of sound
perception. This is an important aid in identifying
persons, places of events, and things, especially at
night when visibility is limited. Security personnel
must be aware of different sounds which are normally
heard at the workplace. These noises can be
categorized as follows:

a) Activity noises - e.g., animal calls, footsteps, glass
breaking, etc.

b) Noise from motors - mechanical tools,
automobiles, backfires, etc.

c) Noise from firearms - pistols, rifles, machine gun,

etc.



(iii) Smell: Security personnel must be able to
distinguish between potentially dangerous odour to
detect any leakage of gas, illegal drugs or flammable
products. They may be required to distinguish
between the various substances of the following
nomenclature:

(a) Petroleum products including petrol and diesel.
(b) Cooking gas and Compressed Natural Gas (CNG).
(c) Smoke emitted by electrical short circuit.

(d) Burning of rubber, wood, etc.

(iv) Taste: Taste refers to the capability to detect the
taste of substances such as food, minerals, drugs, etc.
Our taste buds allow us to experience substances that
are sweet, sour, salty, or bitter. Therefore, the four
basic tastes are sour, sweet, salty, and bitter.

Different substances affect the membrane in
different ways.

(a) Bitter and sweet substances bind into receptor
sites which release other substances into the cell.

(b) Salty substances break up into Na+ ions which
flow through the membrane directly into the cell.

(c) Sour substances contain H+ ions that block
channels in the membrane.

(v) Touch: Our body has about twenty different types

of nerve endings that all send messages to our brain.

The sense of touch is found all over the body. There

are about 100 touch receptors in each of our

fingertips. The sense of touch can be used for

(a) Detecting heat from an unnoticed fire by feeling
walls or glass.

(b) Vibrations created by sound.

(c) To check the pulse of a person.

(d) To check the warmth of the engine of a vehicle at
the crime scene.




Improving Senses: Let us now discuss some of the
methods that security personnel can adopt to improve
their senses and memory.

(a) Sight: Eyes should be tested for vision. If there is
a requirement for wearing glasses or contact lenses,
then it should be regularly worn. Eye exercises to
improve visual skills include, concentration on the
things you do not normally notice, relaxing your eyes
by taking breaks during work and paying attention to
peripheral vision.

(b) Hearing: Security personnel should enhance their
skills by hearing and distinguishing between various
sounds associated with crime, and also those sounds
which are normally heard at the workplace.

(c) Touch: Skills of touching and identifying the
objects can be enhanced through various exercises.

Memory: Security personnel should maintain sharp
memory in order to member what they see and to
provide evidence as witness to the crime. They
should be able to narrate the exact sequence of
events that they observed during an incident.
Memory is the processes by which information is
encoded, stored, and retrieved.

There are two types of memory: recognition and
recall. (i) Recognition memory tasks require
individuals to indicate whether they have
encountered a stimulus (such as a picture or a word)
before, and (ii) Recall memory tasks require
participants to retrieve  previously learned
information.




Being a Good Observant: To be a good observant,
one has to improve his/her ability to recognise and
report suspicious people and activities and gain
necessary information by following the tips given
below:

(@) Focus on what people around you are doing and
not who the people are.

(b) Watch for people or groups who keep to
themselves and may be involved in suspicious
activities.

(c) Watch for people who are avoiding contact with
others.

(d) Someone who is just loitering around without
any specific reason.

AUDIO & VIDEO
SURVEILLANCE
AT ALL TIMES




SESSION PLAN 1

. SESSION TOPIC: Using
Senses in Observation

. OBJECTIVE: To develop
knowledge and skills in
observing and
monitoring people.

. MATERIALS/

EQUIPMENT REQUIRED:

Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

. PREPARATIONS

o Prepare points for
the lecture well in
advance.

. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

. Prepare the points for the lecture.
. Make an opening by telling students’ the purpose

of the lecture or presentation.

Introduce the topic e.g., process of observation
noticing, interpreting, recalling), role of senses in
observation (sight, hearing, smell, taste and
touch), and Improving use of senses in observation
and monitoring.

. You may also use slide presentation and provide

specific examples.
Involve students’ by giving them the opportunity
to ask questions related to the topic.

. Clarify any questions students may have.
. Summarize the topic and emphasize on the key

points.

Check to make sure that each student understands
the meaning of observation and differentiates
between desirable and undesirable activities.

1.

You may ask your students to get up early in the
morning. Pick a sound that is fairly consistent,
the sound of a river, a passing car, the hum of a
refrigerator, animal calls (e.g. chirping birds,
barking dogs, etc.) and identify it. Ask them to
write their experience and share with their
friends.




You may ask your students to pair up with their
friend. Take a bag and put similar objects with
different texture. Put their hands in the bag and
touch it, rub it, hold it. Try to identify the things
without actually seeing them. Ask them to
practice this with different objects and list the
objects that they have identified. Then remove
all the objects from the bag and verify how many
objects they have identified.

You may ask the students to place certain
household items (small ones like comb,
deodorant, lipstick, bangles, spoons, fork,
bandage, medicine, etc.) on a large tray and
memorize their names. Now ask them to cover
the items with a cloth and list the names of the
items without actually seeing them. Note how
many items a student can recollect. Repeat the
exercise till the student can list almost all items
in the tray.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(@)
(b)

Human senses in observation.
Desirable and undesirable activities.

Part B

Students could answer the following:

(@)

What are those senses which are involved in




observation?
(b) How senses can be
improved for enhancing

observation skills?
Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No
Perform the process of observation.

List 3 senses involved in making
observation.

List 2 factors that affect observation.
Determine the role of sense(s) in a given
activity.

Recognize suspicious and undesirable
activities.




SESSION 2 : MAINTAINING A SECURE ENVIRONMENT

RELEVANT KNOWLEDGE

Implementation, execution and follow up of security
procedures by means of observation is a round the
clock obligation. Security measures must be driven by
a commitment towards a particular security
objective. Therefore, the first step in ensuring a
secure environment is to spell out clearly the
organisation’s security goals and then translating
them into concrete security objectives.

Use of technology in surveillance

The word surveillance is derived from the French
word meaning "watching over”. This term is generally
applied for observation from a distance by means of
electronic equipment, such as closed circuit
television (CCTV) cameras or interception of
electronically transmitted information, such as
internet traffic (for monitoring of data) or phone
calls. CCTV cameras are used to improve the security
in public and private places such as airports, railway
terminals, banks, government buildings, hotels,
shopping malls, etc. These cameras can transmit
video signals to a specific location and show the
recorded data on one or more than one monitors. The
signals are transmitted using point to point wireless
links, quite unlike that of broadcast television where
the signals are transmitted openly.

Security and protection systems, such as intruder
alarms, CCTV, security video recorders, and
electronic and / or manual tagging devices are
installed and maintained to keep a record of things
and in instances when there is a crime, the sequence
of events can be studied later on. Now-a-days
biometric surveillance, which refers to technologies




that measure and analyze human physical and/or
behavioural characteristics for authentication,
identification, or screening purposes is becoming
more popular.

The biometric technologies include (i) Fingerprint
scanner, an electronic device used to capture a
digital image of the fingerprint pattern. The scan is
digitally processed to create a biometric template
which is stored and used for matching fingerprints,
(i1) Iris scanner perform recognition detection of a
person's identity by take a digital photo of the iris
pattern and recreating an encrypted digital template
of that pattern, and (iii) Face scanner webcam with 2
mega pixel or above which can take a clear
photograph of the face.

Use of Good Judgment in Monitoring People:
Communicating effectively with a group of people is
vital towards enforcing the security procedures and
guidelines and initiating the correct course of action
in case of any violation. Security personnel must
acquire proficiency in spoken English, Hindi or
relevant vernacular language. All security personnel
should also show good judgment and common sense,
follow directions and directives from supervisors,
accurately testify in court, and follow company policy
and guidelines.

Alert security personnel must observe that the people
are complying with the norms of behaviour and
mandatory security instructions. He/she must take
note of violations promptly and enforce security
obligations swiftly, ensuring that his actions flow from
established procedures and guidelines. At the same
time, he/she must acknowledge graciously the
positive contribution by people to cooperate readily
with security procedures and guidelines and extend
all possible assistance to encourage uninterrupted
and unquestioned compliance.




Aadhar Card: A card based
on biometric information

The Unique Identification
Authority of India (UIDAI) has
been created, with the
mandate of providing a
unique identity Aadhaar
number to all residents of
India and also defining
usages and applicability of
Aadhaar for delivery of
various services.

Aadhaar is a unique 12 digit
number issued by the
Government of India to
individual, including infant
as proof of identity and
residence in India. An
Aadhar card is issued after
collecting demographic and
biometric information to
establish  uniqueness  of
individual. The card with the
12 digit number will serve as
a proof of identity and
address, anywhere in India
and it will remain valid for
life. Each individual needs to
enroll only once which is
free of cost. Aadhaar
number will help to provide

access to services like
banking, mobile  phone
connections and other

Government and Non-
government services in due
course.

He/she must assume responsibility to maintain proper
entry and exit records of people and vehicles. He/she
should progressively improve upon his/her
senses and competency to detect signs of physical
trespassing, intrusions within the premises, any
damage to property, and suspicious looking objects or
people. He/she must maintain high standards of
personal discipline, turnout and conduct. A security
officer’s observation skills would, therefore,
determine the accomplishment of providing security
to people and property. He/She must always remain
mentally prepared and alert to confront novel and
unheard challenges which must be overcome by a
fusion of professional competence, self confidence,
positive attitude and an optimistic outlook.

Safeguarding People and Property: Security
personnel must always detect, observe and study
patterns pointing towards a security threat from the
activities of suspicious persons, vehicles and objects.
To prevent a security lapse, integrating counter

measures like patrolling, surprise security and
verification checks, establishing cordons, and
rehearsing  contingency  drills are  critical

requirements.

Access Control of People, Material and Vehicle:
Access control refers to exerting control involving an
authority, who does the controlling. Access control is
executed by authorized people who exercise physical
control over access. The control can be on a given
building, group of buildings or a computer-based
information system.

Access control is, in reality, an everyday occurrence.
For example, a lock on a car door is essentially a form
of access control. A Personal ldentification Number
(PIN) on an Automated Teller Machine (ATM) system is
another means of access control.




The possession of access control is of prime
importance when persons seek to secure important,
confidential, or sensitive information and equipment.

Personnel who control physical access to the premises
allow access only to authorized people after
verification. When access control is automated,
security personnel are trained to acquire complete
operating knowledge of access control systems to
include monitoring, recording, storing, retrieving and
transferring. They should possess an understanding of
the complete layout of the premises, layout of access
and communication control infrastructure, location of
intruder and fire alarms, early warning procedures
and security measures to counter and neutralize a
security threat. The persons handling access control
are also trained to operate efficiently a wide range of
communication devices to streamline movement and
deal effectively with any contingency or emergency.

Physical security

The first requirement of good security system is to
consider a physical means to keep criminals out.
Physical security include measures that are designed
to deny access to unauthorized personnel (including
attackers or even accidental intruders) from
physically accessing a building, facility, resource, or
stored information through the use of physical
barriers. There are at least four layers of physical
security:

1. Environmental design.

2. Mechanical, electronic and procedural access
control.

3. Intrusion detection.
4. Personnel Identification.




Examples of physical controls are:

e Security guards

e Closed-circuit surveillance cameras, also known
as CCTV

e Motion or thermal alarm systems

e Picture identity cards

e Locked and dead-bolted steel doors

Biometrics, which includes fingerprint, and voice,
face, iris and handwriting detectors are used to
recognize individuals

Physical barriers: Physical barriers could be of two
types: natural and structural (man made).

(i) Natural protective barriers include mountains,
cliffs and ditches, water obstacles, or other terrain
features that are difficult to traverse.

(ii) Structural protective barriers are man-made
devices such as walls, fences, gates, grills, bars,
roadblocks, or other construction used to restrict,
channel, or impede access. Security rated locks and
strong fences helps to deter and delay intrusions. For
fencing, three types of fences i.e. chain link, barbed
wire, and barbed tape or concertina are generally
used in restricted areas.

Common structural barriers and procedures used
for physical security.

(a) Locks: Locks are the most acceptable and widely
used security devices for protecting facilities,
classified materials, and property. Security rated
locks and strong fences helps to deter and delay
intrusions. Thus, locks are considered as delay
devices. Some locks require considerable time and
expert manipulation to open, but all locks can be
defeated by force and with the proper tools.




(b) Identity system: Identity cards, recognition
devices, badge-exchange procedures, and personnel
escorts, all contribute to an effective access control
system. The ID (identity) system provides for personal
recognition and the use of security ID cards or badges
to aid in the control and movement of personnel
activities. Checking of ID includes, checking the name
and photograph of the person, signature and seal of
the issuing authority and serial number.

(c) Security Searches: Security search is carried out
on people and baggage at public places like railway
stations and airports before they are allowed to board
the train or aircraft.

Frisking, which means checking the person physically
from head to foot using hands and metal detectors is
done by the security personnel at various public
places to prevent crime. There are certain norms and
regulations that the security personnel need to follow
while searching people and baggage.

(c) Patrolling: A patrol is a group of personnel who
are assigned to monitor a specific geographic area
and to look out for any signs of security breach.
Duties of patrol personnel include responding to calls
for service, resolving disputes, taking incident
reports, implementing  security  enforcement
guidelines, and crime prevention measures. A patrol
In-charge is often the first to arrive on the scene of
any breach. The patrol In-charge is the person who is
responsible for security of the external periphery of
the property and is often closest to a breach. What
such an In-charge does or fails to do at the scene can
greatly influence the outcome of any subsequent
investigation.




REPORTING

Reporting Exceptional and Suspicious Situation:
Reporting of incidents is a highly effective means of
accident prevention because an incident is a prelude
to an accident. It is very important that all
deficiencies within a system are identified and
reported so that appropriate corrective actions can
be taken to resolve the associated problems. An
exceptional situation is a public emergency posing
imminent danger to the people and property and
threatening the life of the organisation which imperils
or might imperil the normal operation of public
policy.

A suspicious situation arises out of an incident that
is something out of the ordinary or unexpected.
Examples of exceptional situations include the
following:

(i) Natural catastrophes, like earthquake,
tsunami, flood, etc.

(il)  Internal security threats, like bomb blasts,
terrorist attack, militant attack, etc.

(ii) External threats like enemy artillery
bombardment, air raids, missile attacks, etc.




SESSION PLAN 2

. SESSION TOPIC:

Maintaining a Secure
Environment

. OBJECTIVE: To develop
knowledge and skills of
students in use of good
judgement and
technology in
maintaining a secured
environment.

. MATERIALS/

EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

o Read the glossary
given at the end of
this handbook.

5. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling student’s the purpose
of the lecture or presentation.

3. Introduce the topic e.g., meaning of access
control and surveillance, use of technology in
surveillance, use of good judgement in security of
people and material, physical security measures,
and reporting exceptional and suspicious situation.

4. You may also use the slide presentation for
explaining the various aspects of access control
measures and provide specific examples.

5. Involve students’ by giving them the opportunity
to ask questions related to the topic.

6. Clarify any question student’s may have.

7. Summarize the topic and emphasize on the key
points.

8. Check to make sure that each student understands
the difference between (i) observation and search,
and (ii) surveillance and monitoring.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(@) Observation and search.
(b) Surveillance and monitoring.

Part B

Students could answer the following questions:

(a) What is surveillance?

(b) How is technology being used in surveillance?

(c) What are the physical control measures adopted
in security for safeguarding people and property?

(d) Why are people and baggage searched for
security?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No
Identify factors that influence the
security of people and property at a
given public place.

List 4 equipment used for surveillance,
identification and authentication
purpose.




SESSION 3 : PREVENTING AND REPORTING SECURITY BREACH

A security breach is an illegal violation in respect
to property and premises. These incidents happen
when a poor security enforcement environment
encourages people to start misusing their
privileges and they willfully violate the security
instructions.

Reasons for security breach

Lack of boundary walls, improper screening of
visitors,  unauthorized access, failure to
demarcate the premises as common and closed,
negligence on the part of security personnel, etc.
are some of the common reasons for security
breaches. Lack of sufficient detection and
delaying controls, poor video surveillance,
insufficient warning alarms, irregular patrolling
and unchallenged access can lead to a major
security breach. Long work hours, repetitive tasks
and an uncertain security environment are drains
on security personnel’s mental energies and at
times leave him mentally and physically
exhausted. This could also prove to be a ground
for a security breach.

Reporting breach incident

Occurrence of a breach must invite immediate
remedial action in the form of immediate sealing
of the site, reporting of the incident to the
appropriate authorities and preliminary
interaction with the people closest in its vicinity.
The size and the complexity of the breach is likely
to point towards the modus operandi of the
culprits.




Modus Operandi of Criminals

Modus operandi is a Latin word meaning “method
of working”. It is a term used by law enforcement
authorities to describe the particular manner in
which a crime is committed. Some of the modus
operandi of criminals are as follows:

(i) Robbery: Robbery is the crime of taking or
attempting to take something of value by force or
threat of force or by putting the victim in fear.
Among the various types of robbery, armed
robbery involves use of a weapon and aggravated
robbery involves use of a deadly weapon or
something that appears to be a deadly weapon.
Highway robbery or "mugging” takes place outside
and in a public place such as a sidewalk, street, or
parking lot.

(ii) Theft: In common usage, theft is the taking of
another person's property without that person's
permission or consent with the intent to deprive
the rightful owner of it. Theft is the name of a
statutory offense in most countries. The word is
also used as an informal shorthand term for some
crimes against property, such as burglary,
embezzlement, larceny, looting, robbery,
shoplifting and fraud. Someone who carries out an
act of or makes a career of theft is known as a
thief. The act of theft is known by terms such as
stealing, thieving, and filching.

(iii) Looting: Looting, also referred to as sacking,
plundering, despoiling, despoliation, and pillaging
is the indiscriminate taking of goods by force as
part of a military or political victory, or during a
catastrophe, such as during war, natural disaster
or rioting. The term is also used in a broader
sense to describe instances of theft and




embezzlement, such as the "plundering” of private
or public assets by corrupt or greedy authorities.
Looting is loosely distinguished from scavenging by
the objects taken; scavenging implies taking of
essential items such as food, water, shelter, or
other material needed for survival while looting
implies items of luxury or not necessary for
survival such as art work, precious metals or other
valuables. The proceeds of all these activities can
be described as loot, plunder, or pillage.

(iv) Arson: Arson is the crime of intentionally or
maliciously setting fire to structures, wild land
areas, cars or other property. It may be
distinguished from other causes such as
spontaneous combustion and natural wildfires.
Arson often involves fires deliberately set to the
property of another or to one's own property as to
collect insurance compensation.

(v) Vandalism: Vandalism is the malicious
destruction or defamation of public or private
property.

Reporting Breach or lllegal Activities

Recording must be carried out of illegal activities,
which result because of a security oversight and
their impact on security measures assessed
continuously. Any illegal or a series of such
activities renders shape to a credible pattern,
indicating  likely involvement of persons,
probable causes, potential timing of the incident
and prospective areas likely to be targeted for a
security breach.




Incidents to Report: The following security-
related incidents may indicate mounting tension
or possible threat:

e Thefts of funds, goods, or other assets

e Physical attack or assault

e Vehicle accidents that result in injury or death
e Arrest of a person

e Kidnapping or attempted kidnapping

e Extortion attempts

e Bombing

e Ambush

Cordons: Cordoning of an area is done so as to
prevent movement in or out of the cordoned area.
When cordoning an area, certain points to be kept
in mind are as follows:

(i) Close off the entry and exit to isolate the
area as a precautionary measure and wait
for investigation party to arrive

(il) Take photographs

(i) Look for anything suspicious

(iv) Ask for specialists, if required

(v)  Minimise disruption

(vi) Ensure that the public safety is not
compromised

(vii) Carry out evacuation if required

Collecting Information from Witnesses and
Victims of Crime: People who have information
about the crime are sometimes hesitant to
disclose or share it. Often, a person does not
want to “bother” the dealing security staff and
the police.




Every bit of information that is obtained from
witnesses facilitates an early solution to the crime
and makes property and premises a safer place to
work, live and play. Interaction with the witness
must include the following information for taking
appropriate and timely action:

e What happened (specifics - keep it brief)

e Time of occurrence and location of the crime
(when and where)

e |s anyone hurt (ambulance needed or not).

e How many suspects are there? (give full
description)

e Suspect(s): (gender/ approximate age/
clothing/ weapons)

e Vehicle(s): (license plate/colour/year/ make/
model/direction of travel)

Format for Reporting Incident

Serious Incidents must be Reported Immediately on Phone to the concerned
Authority (e.g. telephone no. 108 in some cities of India)

Subject (name or brief description of incident): e.g. collision between bus and car,
violence, hazard, etc.

Time and Date: e.g. 10:30 AM on 12.12.2012

Details of Persons Involved

First Name: Position Title:
Middle Name: Contact details:
Surname:

Address:

Date of Birth (DOB)

Gender (M/F)

Summary of Incident

What happened unexpectedly

What were you doing at that time?

Describe the incident/hazard that
took place.

What did you do?

What factors do you feel caused




the incident/hazard?

Details of Witness

Name: Phone No.

Name: Phone No.

Signature of Person Reporting the Incident

Full Name

Date:

Place:

If the witness chooses to share information, the
dealing security personnel should include his/her
name, phone number, and current location.

Types of Evidence

Evidence is the data presented to an authority, court
or jury in proof of the facts and which may include
the testimony of witnesses, records, documents or
objects. It is helpful in forming a conclusion or
judgment and to prove or disprove something. There
are two main types of evidence: direct and indirect.
Direct evidence is evidence that proves a fact or
proposition directly, rather than by secondary
deduction or inference. Eyewitness testimony and a
defendant's confession are direct evidence. Indirect
evidence, also known as circumstantial evidence is a
fact that can be used to infer another fact. Such
evidence includes body fluids, fibres, and witnesses.

The various types of evidence that could be collected
from the crime scene can be classified as follows:

1. Testimonial evidence: It is the oral or written
assertion offered in a court as a proof of the truth
of what is being stated. It is the most basic form
of evidence.




2. Demonstrative evidence: It demonstrates or
illustrates the testimony of a witness.

3. Documentary evidence: It is a type of written
proof or document that is offered at a trial to
establish the existence or non-existence of a fact
that is in dispute.

Preserving integrity of evidence

The original evidence from a breach location should
be preserved and archived for future reference and to
maintain integrity of organization. This includes all
original notes, reports, dates, pictures, data
collection, charts, etc. All hard copy evidence should
be in its original form. This could include printed
emails, charts, pictures and their negatives,
reference material, etc.

Digital images and their recordings should be copied
in their entirety to a Writable Compact Disc (CD) and
not Rewritable CDs as the latter can be altered at a
future date.

All original data collection media should be labeled
with date, investigation, site and other pertinent data
and stamped “Original”. Back up copies should be
labeled so to avoid confusion with the original. All
completely compiled files should be stored in a safe
place. Backup copies should be stored in another
location.




SESSION PLAN 3

3.

SESSION TOPIC:
Preventing and
Reporting Security
Breach

OBJECTIVE: To develop
knowledge and skills of
students to report an

incidence in the format

MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector

4. PREPARATIONS

o Read the glossary

given at the end of
this handbook.

5. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling students’ the purpose
of the lecture or presentation.

3. Introduce the topic e.g., reasons for security
breach, identifying security breach, modus
operandi of criminals, cordons, collecting
information from witnesses and victims of crime,
types of evidence, preserving integrity of
evidence, etc.

4. Involve students’ by giving them the opportunity
to ask questions related to the topic.

5. Clarify any questions students may have.

6. Summarize the topic and emphasize on the key
points.

7. Check to make sure that each student
understands the difference between (i) direct and
indirect evidence, (ii) testimonial and real
evidence, (iii) demonstrative and documentary
evidence.

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the following requirements for
assessment.

Part A

Students could differentiate between

(a) Different modus operandi of criminals.

(b) Direct and indirect evidence.

(c) Testimonial and real evidence.

(d) Demonstrative and documentary evidence.




Part B

Students could answer the following questions:

What are the reasons of security breach?

What are the different types of evidence?

(@) What is security breach?
(b)
(c) What is modus operandi?
(d)
(e)

Part C

How to maintain the integrity of evidence?

Students demonstrate

the generic, technical,

professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards

Yes

No

List 3 types of evidence.

Prepare a report of an incidence.

List 3 modus operandi of criminals.

List 2 things that could be produced as

real evidence.




GLOSSARY

. Biometric: It is a branch of biology that studies

biological phenomena and observations.

. Catastrophes: A sudden disaster of immense

proportions that has severe consequences, often
accompanied by destruction of assets and/or loss
of life.

. Evidence: The available body of facts or

information indicating whether a belief or
proposition is true or valid.

. Modus operandi: The way something operates or

works

. Notice: The act of noting or observing.

. Observation: The act of noting and recording

something by a person.

. Security Breach: An act from outside an

organization that bypasses or contravenes security
policies, practices, or procedures.

. Surveillance: Close observation of a person or

group, especially one under suspicion.

. Watch: Look at or observe attentively over a

period of time.
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PREFACE

The student workbook on “First Aid at Workplace (Basic)” is a part of the qualification package
developed by the Security Knowledge and Skill Development Council (SKSDC) for the National
Vocational Education Qualification of “Unarmed Security Guard (Private Security Sector). The National
Vocational Education Qualification Framework (NVEQF) is an initiative of the Ministry of Human
Resource Development (MHRD), Government of India to set common principles and guidelines for a
nationally recognized qualification system covering Schools, Vocational Education and Training
Institutions, Technical Education Institutions, Colleges and Universities. It is envisaged that the NVEQF
will promote transparency of qualifications, cross-sectoral learning, student-centred learning and
facilitate learner’s mobility between different qualifications, thus encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people and
property under contract and for profit. An Unarmed Security Guard is required to observe, deter,
record and report. The basic difference between government and private security is that the
government security personnel are empowered by legislation to enforce the law, but it is not so for
private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be linked
to their life outside the school. This principle makes a departure from the legacy of bookish learning
which continues to shape our system and causes a gap between the school, home, community and the
workplace. Experiential learning, which is a cyclical process involving observation, reflection and
action, should be an integral part of the teaching-learning process. Attempt by the students to solve
problems, guided by the teachers or instructors, would enable them to explore and discover new
knowledge and develop problem solving skills. A range of pedagogies, including interactive lecture,
role plays, case based studies, assignments, projects and on-the-job activities that provide students
with generic, technical and professional knowledge and skills should be adopted by the teachers and
instructors to foster student-centred learning.

The success of this effort of integrating knowledge and skills depends on the steps that the teachers
will take to encourage children to reflect their own learning and to pursue imaginative and on-the-job
activities and questions. Participation of learners in skill development exercises and inculcation of
values and creativity is possible if children are involved as participants in learning, and not as receiver
of information. These aims imply considerable change in school routines and mode of functioning.
Flexibility in the daily time-table would be a necessity to maintain the rigour in implementing the
activities and the required number of teaching days will have to be increased for teaching and
training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.
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ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the Security
Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards describe what
individuals need to know, understand and do in order to carry out a particular job role or functions.
These are the standards that individuals must achieve when carrying out the various functions at the
workplace. The Module on “First Aid at Workplace (Basic)” covers the following elements,
performance criteria, knowledge and skills for the job role of Unarmed Security Guard (Private
Security Sector):

Unit Code SKS/N 0008
Task Health and Safety
Element Deal with medical emergency
Performance Criteria PC15: Render first-aid
PC16: Use available basic first-aid equipment

Knowledge and Understanding (K)

Technical/Domain Knowledge | KB13: First-Aid
Skills (S)
Professional Skills ‘ SB12: Render first-aid

You will have to ensure that the following performance standards are met by each student
on completion of the sessions given in the module:

Performance standards Yes No
Identify 3 types of health risks and hazards at workplace.

Enlist 3 emergency situations at a workplace.

Enlist 3 factors that affect good health.

Enlist 2 factors that influence mental health at workplace.

Enlist 2 causes of biological hazards at work place.

Enlist 2 causes of chemical hazards at workplace.

Enlist 6 causes of physical hazards at workplace.

Enlist 2 causes of psychosocial hazards.

Enlist 2 causes of safety hazards.

Draw the symbol of first aid.

Correlate the principles of First Aid with the activity of First Aid.
Identify 3 equipment used for first aid.

Enlist 3 furniture required for first aid room.

Differentiated between different types of bandages.

Read the label on drugs used for common ailment.

Enlist 6 materials of First Aid kit.

Enlist 3 types of bandages.

Place the material at appropriate place in the First Aid kit.
Perform ABC (airway, breathing and circulation) of first aid.
Perform all steps for measuring body temperature using a digital thermometer.




Enlist 3 triggering factors that cause back pain.

Prepare ORS.

Administer first aid for cut in a hypothetical situation.

Enlist 2 symptoms of first degree burns.

Establish the type of burn-first, second or third degree burn.

Administer first aid to a victim (bitten by an insect - a hypothetical situation).

Enumerate steps for providing first and to a victim of snake bite.




GENERAL INSTRUCTIONS FOR TEACHERS

. Read the Teacher’s Handbook carefully before teaching or conducting the training.

o Follow the session plan strictly. Bring any deviations to the notice of the Head of the Institution.

o Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

. Ensure all materials/aids/equipment required for teaching and training is available.

o Introduce the skill by explaining the purpose.

. Demonstrate the skill to the participants, explaining each step in detail.

. Invite the students to ask questions.

° Ask the students to practice the skill themselves and make observation while they perform the
task.

o Provide the students with constructive feedback.

. Discuss in the class the problems faced by the students in performing the task.

) Summarize the key learning.

. Ensure key learning is captured and performance standards are met at the end of each session.

. Regularly check student’s workbook to ensure all exercises are being completed on time.

. Ensure that all participants complete the required assessments given in the student workbook.

. Always encourage participants. Never discourage them from getting actively engaged in

discussions, question-answer sessions and task-oriented activities.
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SESSION 1 : RELATING HEALTH EMERGENCY WITH FIRST AID

RELEVANT KNOWLEDGE

108

EMERGENCY
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Meaning of Health Emergency

A health emergency is a situation in which the health
of a person is in danger because of sudden illness or
accident, and immediate help is required to “save a
life”. In case of any health emergency at workplace,
the ill or injured person should be given immediate
attention and first aid before the medical help
arrives. Now the question arises “What could be
various emergency situations at workplace”. It could
be (i) electric shock, (ii) difficulty in breathing due to
asthmatic attack, (iii) burns, (iv) bleeding, (iv) injury,
(v) fracture, (vi) heart attack, etc.

Health as a Physical, Mental and Social Well Being:
According to the World Health Organisation (WHO),
“health is a state of complete physical, mental and
social well being and not merely the absence of the
disease”. Although the state of physical, mental and
social being is interrelated.

(i) Physical health: A person enjoys good physical
health when he/she is eating healthy food, exercising
regularly, sits or stands in the right posture, sleeps in
the right posture, sleeps well, takes care of oral
hygiene, visits doctor regularly for check ups and
remains positive about his/her state of health.

(ii) Mental health: Mental health at workplace is
influenced by the people and the environment around
you. A person enjoys good mental health if he/she
has a positive thinking towards life, work and other
people. He/She should be able to control his
emotions, sensitive to the needs of others, confident
in his/her abilities and whatever he/she does and
keeps himself/herself from undue and extreme
desires and wants.




(iii) Social health: A person is said to have a good
social health if he/she gets along with people, work
in team, always maintain a pleasant look, helps
others in their needs and good deeds, fulfills social
obligations and responsibility and does not look for
returns while fulfilling social responsibilities.

Relationship between Physical, Mental and Social

You must have experienced that at times when things
did not happen in the manner you expected, you lost
your temper and got irritated. This affected your
social relationships.

If you want to stay healthy, you should strictly
practice personal hygiene and health schedule. You
need to brush your teeth, trim your nails, take bath
regularly, wear clean clothes or uniform, develop
good eating habits such as washing hands before and
after meals, comb your hair, stay away from alcohol
and illicit drugs, adopt correct postures while sitting
and standing, and exercise regularly. All these
practices will help you in keeping fit and healthy.
Regular exercise helps you to reduce body fat,
facilitate better digestion and respiration, increases
blood supply to parts of your body and energizes your
body for the tasks ahead. When we say that the first
aid is administered to a victim, then we need to first
understand the human body in order to treat the
victim effectively.

Health and safety risks at workplace: Risk is the
chance or probability that a person will be harmed or
experience an adverse health effect if exposed to a
hazard. The various hazards that you may encounter
at workplace:

(i) Biological - Biological hazards are caused by
living organisms like bacteria, viruses, insects,
plants, birds, animals, humans, etc.




(ii) Chemical - Chemical hazards, which include
acids, poisons, cleaning agents, etc. depends on the
physical, chemical and toxic properties of the
chemical. The severity of the hazard depends on the
toxic properties of the chemical.

(iii) Radiation - Radiation hazards are related to
exposure to radiations from radioactive substances.

(iv) Ergonomic - Ergonomic hazards are caused due
to repetitive movements, improper set up of
workstation (e.g. computer workstation, workstation
for repair of electrical gadgets, etc.), faulty designed
chairs, tools and equipment, wrong postures, etc.
Wrong postures often bring about physical fatigue
and/or bodily harm, including back pain, and
discomfort in shoulders and lower limbs.

(v) Physical - Physical hazards are caused due to
slippery surfaces, falling objects, manual handling
(lifting, pushing, carrying), sharp tools and
equipment, radiation, magnetic fields, extreme
pressure (high pressure or vacuum), excessive loud
and prolonged noise, and bullying (abnormal,
repeated behaviour directed against a worker or
group of workers which results in a risk to health and
safety. It may result in stress, depression, loss of
self-esteem, feelings of guilt, phobias, sleep and
eating disorders, sexual harassment (a situation in
which unwanted behaviour with a sexual connotation,
expressed physically, verbally or non-verbally takes
place), verbal threat, abusing, use of weapons, etc.

(vi) Psychosocial -Psychosocial hazard are caused
due to violence, excessive pressure or stress at
workplace for meeting deadlines, conflicts at
workplace, etc. It also includes hazards due to




discrimination on the grounds of caste, race, skin
colour, ethnic origin, sex, religion, etc.

(vii) Safety - Safety hazards at workplace include
slipping or tripping, inappropriate machine guarding,
collision, bumps, road accidents, fire accidents,
equipment malfunctions or breakdown and electrical
accidents (it could result in skin burns affecting the
areas that have been in contact with the electrical
current or electric shock due to electrical discharge).

Principles of First Aid: The basic principles of first
aid are as follows:

1. Preserve life: This includes the life of the
casualty and rescuer.

2. Protect the casualty from further harm: Ensure
the scene is safe and the casualty is not affected
by the presence of people.

3. Provide pain relief: This could include the use
of ice packs or simply applying a sling.

4. Prevent the injury or illness from becoming
worse: Ensure the treatment you provide as part
of the First Aid does not make the condition of
the casualty worse.

Symbol of First Aid: The ISO specified symbol for the
first aid is white cross on a green background.

First Aid
First-aid is the immediate and temporary treatment
given to the victim of an accident or sudden illness,
while awaiting the arrival of “Medical Aid”.




SESSION PLAN 1

1.SESSION TOPIC: Health
Emergency and First Aid

2. OBJECTIVE: To develop

knowledge and skills of
students to identify
various Health hazard
situations and
understand principle of
first aid

3. MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS

o Read the glossary given
at the end of the
handbook.

5. TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

g

oS hw
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. Prepare the points for the lecture.

Make an opening by telling students’ the purpose
of the lecture or presentation.

Introduce the topic e.g.,

You may also use the slide presentation on

Provide specific examples.

Involve students’ by giving them the opportunity
to ask questions related to the topic.

Clarify any questions students may have.
Summarize the topic and emphasize on the key
points.

. Check to make sure that each student understands

the meaning of

DURATION: 1 hr.

PROCESS

. Prepare the points for the discussion.

Make an opening by telling student’s the purpose
of the discussion.

. Involve students’ by giving them the opportunity

to ask questions related to the topic.
Topics for discussion may include the following:




T3: Assignment

Ask your students to visit an organisation or an
Industry, interact with the employer and employees
of the organisation/ industry, ask the following
questions, and write the answers:

(@)
(i)

(if)

(b)
(i)

(if)

Questions for Employer

What are the plans/schemes that the
organisation/industry is implementing for
ensuring physical, mental and social well being
of the employees?

What are health related factors that affects
the productivity and performance of the
employees at workplace?

Questions for Employees

Are you happy with the provisions made for
taking care of your physical and safety
requirements at the workplace? Tick on the
appropriate answer.

Employee A: Yes/No
Employee B: Yes/No
Employee C: Yes/No
Employee D: Yes/No
Employee E: Yes/No

What are those factors that you think are
affecting your physical, mental or social well
being at the workplace?

Employee A:
Employee B:
Employee C:
Employee D:
Employee E:




(ifi)  What actions should be taken by the employer
in terms of fulfilling health and safety need of
the employees?

Employee A:
Employee B:
Employee C:
Employee D:
Employee E:

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(@) Physical, mental and social health.
(b) Different types of hazards.

Part B

Students could answer the following questions:

(@) What is health?

(b) What is health emergency?

(c) Why do we need to exercise daily?

(d) What are the common health problems and
safety risks of security personnel?

(e) What are the basic principles of first aid?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:




Performance standards

Yes

No

Identify 3 types of health risks and
hazards at workplace.

Enlist 3 emergency situations at a
workplace.

Enlist 3 factors that affect good health.

Enlist 2 factors that influence mental
health at workplace.

Enlist 2 causes of biological hazards at
work place.

Enlist 2 causes of chemical hazards at
workplace.

Enlist 6 causes of physical hazards at
workplace.

Enlist 2 causes of psychosocial hazards.

Enlist 2 causes of safety hazards.

Draw the symbol of first aid.

Correlate the principles of First Aid with
the activity of First Aid.




SESSION 2 : IDENTIFYING FACILITIES, EQUIPMENT AND MATERIALS FOR

FIRST AID

RELEVANT KNOWLEDGE

First Aid facilities should be located at points
convenient to workers. An ambulance should also be
made available at the workplace to meet any
emergency.

It is the responsibility of the head of the organisation
or the employer that the first aid facilities such as a
first aid room, a first aid kit, a health centre and first
aid equipment are made available in the premises to
meet any emergency.

Once the employer has set up first aid facilities,
he/she should nominate one or two persons as First
Aider. They should be trained for first aid facilities
and services at the workplace.

(i) First Aid Room: It is the place where equipment
and materials are made available and systematically
arranged for providing first aid services. It should
have the following:

e A name plate with the symbol of FIRST AID.

o Proper lighting and ventilation.

e Toilets, which should be friendly for differently-
abled (disabled) persons.

o Facilities for easy movement of a person on a
stretcher or a wheelchair.

The facilities at the first aid room should include:

1. Table and chairs.

2. Telephone.

3. Directory of emergency telephone numbers. (For
example, in India telephone number for fire
service station is 101, for police it is 100 and
for emergency services/Ambulance it is 108)

4. First aid kit.




Ace Bandage Roll

Adhesive Bandage

Cotton Strip

Thermometer

5. Examination lamp.

6. Medical examination couch with blankets and
pillows.

7. A portable screen.

8. Container for sharp things like surgical knives,
etc.

9. Sink and wash basin with hot and cold running
water.

10. Steriliser.

11. Stretcher.

12. Workbench or dressing trolley.

13. Oxygen cylinder.

14. Sphygmomanometer - blood pressure measuring
instrument.

15. Resuscitation equipment.

16. Cupboards for storing medicines, dressings and
linen.

17. Electric power points.

18. Suitable seating.

19. Container for soiled dressings.

20. Medical waste containers.

First Aid Kit: The contents of the First Aid Kit are
mainly meant for providing first aid in case of
bleeding, bone fractures and burns. The contents of
the first aid kit could also be made
industry/organisation specific (nature of the job
being undertaken at the industry/organisation). A
basic first aid kit should include:

1. Band-aids of all sizes.

2. 4" by 4" gauze pads - for cleaning wounds.

3. 4" by 4" dressing bandages - for wounds, cuts,
and abrasions.

4. 2" dressing rolls or crepe bandage - for
wrapping and bandaging injuries.

5. Medical tape.

6. Cotton balls.

7. Safety pins.




10.
1.
12.
13.

14.
15.
16.
17.
18.
19.
20.
21.
22.
23.
24.

Alcohol pads or isopropyl alcohol for cleaning
wounds.

Antimicrobial hand wipes - placed in a sealed
plastic bag to keep them moist.

Hydrogen Peroxide for cleansing skin wounds.
Sterile water bottle.

Eye flushing solution bottle with an eye cup.
Ace bandage for wrapping sprains and contused
soft tissue.

Arm sling.

Chemical ice pack.

Chemical hot pack.

Thermometer - oral and rectal (for kids).
Tweezers.

Scissors.

Torch.

Nail clippers.

Jackknife.

Clean string - for a variety of uses.

Sterile gloves.

Important medications and other relief materials that
should be kept in a first aid kit and updated (check
for expiry of the medicine and replace immediately
with fresh batch) include the following:

1.
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Antibiotic ointment for cuts and scrapes of the
skin.

Medicated sunburn spray or cream.

Calamine lotion

Insect sting relief pads.

Tylenol (Acetaminophen) - It is used as pain and
fever reducer.

Advil (Ibuprophen) - It is anti-inflammatory,
used for pain, swelling, and fever.

Benadryl (Diphenhydramine) - It is antihistamine
for allergic reactions, itching, and runny nose.
Cough suppressant

Throat lozenges
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Oral rehydration salt (for
dehydration)

10. Oral Rehydration Salt (ORS).

11. Defibrillators: An electronic device that
administers an electric shock of preset voltage
to the heart through the chest wall. It is used to
restore the normal rhythm of the heart during
ventricular fibrillation.

12. Tourniquet bandage (compression bandage): If
the bleeding does not stop with direct pressure
within 15 to 20 minutes the tourniquet bandage
is applied.

13. Slings: Sling is a bandage used to support an
injured forearm. It is a wide triangular piece of
cloth which is used to support the hand from
around the neck.

14. Splints: Splints are orthopedic mechanical
devices used to immobilize and protect a part of
the body in the case of a fracture (such as a
broken leg or hand).

Drugs for Common Ailments: There are a variety of
common ailments from which people suffer from.
These ailments are not very serious and can be cured
by referring to some home remedies or over the
counter medicines. A number of common illnesses are
treated at home using non-prescription medicines.
Some ailments are serious enough to require
professional medical attention; even the common
cold can become very serious if not treated correctly,
as it can advance to other infectious diseases such as
influenza and pneumonia. If ailments persist, then
the patient should immediately consult a doctor or
physician. Some of the common ailment and the drugs
generally prescribed are given in the table below:




Ailments Drugs

Allergies Cetrizine

Headache Saridon, Aspirin (Aspirin is also
used in case of Chest Pain)

Heartburn/ Digene

Acidity

Nasal Congestion

Vicks Vaporub for rubbing on
nose and chest

Cough and Cold

D’cold Total

Fever/Flu

Paracetamol (also used as a
General Pain Killer)

Constipation

Isabgol (with hot milk)

Sprains and Strains

Flexon/Combiflam (used as a
anti-inflammatory painkillers)

Dehydration

Oral Rehydration Salt (ORS)




SESSION PLAN 2

1. SESSION TOPIC:
Identifying Facilities,
Equipment and Material
for First Aid

2. OBJECTIVE: Identify
various first aid facilities
available in Work
Place/School and various
content of first aid kit
and first aid equipment.

3. MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

4. PREPARATIONS
o Read the glossary
given at the end of

the handbook.

5. TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

—

. Prepare the points for the lecture.

. Make an opening by telling student’s the purpose

of the lecture or presentation.

Introduce the topic e.g.,

You may also use the slide presentation for

explaining the various aspects

Provide specific examples.

Involve students’ by giving them the opportunity

to ask questions related to the topic.

Clarify any question student’s may have.

. Summarize the topic and emphasize on the key
points.

9. Check to make sure that each student understands

the meaning of

T2: Demonstration

DURATION: 2 hrs.

N
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PROCESS

1. Present the materials that are going to be used.
2. Invite the students to ask questions.

T3: Assignment

Ask the students

1. To enlist the facilities that should be set up by an
organisation/ industry to provide first aid, services
to the employees.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(@) Equipment used in first aid.

Part B

Discussed in class the following:

(@) What facilities should be established for
administering first aid at workplace?
(b) What are the contents of a first aid kit?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No
Identify 3 equipment used for first aid.
Enlist 3 furniture required for first aid
room.

Differentiated between different types
of bandages.

Read the label on drugs used for
common ailment.

Enlist 6 materials of First Aid kit.

Enlist 3 types of bandages.

Place the material at appropriate place
in the First Aid kit.




SESSION 3 : PERFORMING THE ROLE OF FIRST AIDER IN FEVER, HEAT

STROKE, BACK PAIN, ASTHMA, AND FOOD BORNE ILLNESS

RELEVANT KNOWLEDGE

A First Aider is a person who takes charge of an
emergency scene and gives first aid. Often the first
aider at an emergency scene is passerby who is
willing to help. A parent can be a first aider to his or
her child, a firefighter can be a first-aider to an
injured pedestrian, or an employee can be trained
as a first-aider.

A first aider does not diagnose or treat injuries and
illnesses (except perhaps when they are very minor).
He/ she suspects injuries and illnesses and gives first
aid. As a first aider, the first thing he/she does is to
take charge of the situation. He/she stays in charge
until the arrival of the medical help or ambulance.
While in charge, many other people may offer to
help and crowd the place. In an emergency, where
there is a confusion and fear, the actions of a calm
and effective first aider reassure everyone, and can
make the whole experience less traumatic. Besides
giving first aid, he/she should ensure the following:

e Keep unnecessary people away
e Protect the casualties belongings

General Considerations and Rules

The elementary life saving procedures is head tilt,
first aid at choking and recovery position. Important
rules for first aid are as follows:

1. Check: Find out: (a) what has happened, (b) what
is wrong with the person, (c) comfort the
victim and arrange shelter.

2. Call:  Arrange for professional aid.

3. Care: Help the victim without moving him or her.




Care

Check

Call

Now let us imagine that a person has met with an
accident. The services of priority that should be
followed by the first aider in an emergency are as
follows:

Step 1. Check for bleeding: Stop bleeding by
applying direct pressure on the wound site.

Step 2: Check for head, neck and spinal injury: If
any of these are suspected, do not move the victim
unless it is absolutely necessary to prevent further
injury. Moving a victim will often make injuries
worse, especially in the case of spinal cord injuries.

Step 3: Determine responsiveness: If a person is
unconscious, try to rouse them by gently shaking and
speaking to them. Do not give fluid, the victim cannot
swallow and could suffocate. Look for the victim's
chest to rise and fall and listen for sounds of
breathing (place your ear near the nose and mouth
and feel for breathe on your cheek).

e If the victim is not breathing then mouth to mouth
resuscitation is to be given. If you are not trained
to do that, then call for medical help at the
earliest.

e If the victim is breathing, but unconscious, roll
him/her on one side, keeping the head and neck
aligned with the body. This will help drain the
mouth and prevent the tongue or vomit from
blocking the airway.

If the person remains unresponsive, carefully roll
them onto their back and open his airway.

1. Keep head and neck aligned.

2. Carefully roll them onto their back while holding
his head.

3. Open the airway by lifting the chin.




Observe ABC as follows:

A - Airway
B - Breathing
C - Circulation

(i) Airway: Ensure that the tongue or any foreign
body does not obstruct the airway.

(ii) Breathing: Make sure the victim is breathing. If
you are trained to give mouth to mouth
respiration, then facilitate breathing.

(iii) Circulation - Check for the pulse to ensure that
the heart is beating properly. Check heart
beat/pulse of the victim. If there is no pulse and
if you are trained to do Cardio Pulmonary
Resuscitation (CPR), then begin CPR immediately.

Step 4: Call Emergency Services: Call for help or tell
someone else to call for help as soon as possible. If
you are the only person on the scene, try to establish
breathing before calling for help, and do not leave
the victim alone for an extensive amount of time.
Stay calm and don’t give up. Continue to aid the
victim until medical help arrives.

Let us now learn about the basic first aid practices
that may be utilised by the first aider to provide first
aid to people working in various occupations, with
special reference to the security sector. Considering
your age and body strength, we will take up only
those first aid practices that you can easily perform.

Fever

Fever is  higher-than-normal human body
temperature (normal body temperature is 37°C or
98.6°F). Your body temperature is a good indicator of
your health. Fever is a symptom and not disease.




Fever can be categorised as given below:

e Low fever: 98.8°F to 100.8°F
e Mild to moderate: 101°F to 103°F
e High fever: 104°F and above

If the temperature is high, then it is a sign that your
body is fighting illness.

Causes: Fever may be caused due to hot weather,
bacterial or viral infection, spending too much time
under the sun or allergy to medication or food/water.

Symptom: Symptoms may include hot flushed face,
nausea, vomiting, head and body ache, constipation,
diarrhea.

Taking body temperature

In case of fever, the body temperature is measured
using a thermometer. Let us now learn how to take
body temperature.

Step 1 - Prepare: Wash the tip of the digital
thermometer with clean water and wipe it with a
clean cloth. Wipe it with a paper tissue after it has
been cleaned. This will remove certain germs on the
surface.

Step 2 - Switch On: Switch on the digital
thermometer to make sure that it is working properly.
The LCD screen should read "0". If this does not occur
or the screen remains blank, you may have to replace
the battery. Check the instruction manual to replace
the battery. Use the thermometer when the starting
reading is correct.

Step 3 - Position: Place the thermometer in the
mouth of the person by laying the tip on a middle
point at the back of the tongue before asking him/her
to close the lips around it to hold the length of it.




Step 4 - Take Temperature: Press the button to
make the appliance read the temperature. This can
take few seconds to a few minutes. Remove the
thermometer from the mouth and read the
temperature.

Step 5 - Store: After you have finished using the
thermometer, switch off the thermometer and clean
the lip with water and wipe with tissue paper or dry
cloth. Keep the thermometer in its protective case
and store it at safe place, away from the reach of
children.

First Aid: Monitor temperature using a digital
thermometer. Remove the excess clothing. Keep the
person in a cool place and if required give a sponge
bath in luke warm water. Give plenty of fluids and
prescribed dose of paracetamol.

Heat Stroke

Heat stroke is the most severe of all heat-related
illness. It could be life threatening. It is caused when
the cooling mechanism of the body fails due to
excessive heat and humidity. Impairment in sweat
gland function may be another cause of heat stoke.

Symptoms: Body temperature greater than 104°F.
Fever may cause headache, dizziness, fatigue,
fluctuating blood pressure and irritability.

First Aid: Shift the person to a shady place. Cool the
person by sponging with wet towel. Apply ice packs in
armpits and groin. Give luke warm water with
electrolyte.




Back Pain

Back pain is a short-term acute pain in the back of
the body. It indicates that the body is under stress. It
is caused due to problems in bones, ligaments and
muscles of spine and nerves.

Triggering Factors: Back pain may be aggravated
due to poor posture, inappropriate footwear,
incorrect walking habits, prolonged sitting, sleeping
on soft mattresses, kidney, bladder prostate
disorders, constipation, stress, etc.

First Aid: Massage with hot/cold packs and use
painkillers or relaxants for pain relief.

Asthma

Asthma is a chronic inflammatory lung disease that
causes airways to tighten and narrow. It creates
narrowing of air passages of the lung and therefore
produces difficulty in breathing.

Symptoms: Symptoms may include wheezing, cough
and cold, tightness in the chest, sticky mucus,
disturbed sleep, and breathlessness.

Causes: It is believed that heredity factors are the
main cause of asthma. Environmental factors like
dust, mite, pollen and occupational exposure to
irritants aggravate asthma. Colds, viruses, cigarette
smoking, scent, pollution, change in weather, etc.
are the triggering factors.

First Aid: In case of asthmatic attack, use asthma
inhalers. Asthma inhalers are hand-held portable
devices that deliver medication to your lungs. A
variety of asthma inhalers are available to help
control asthma symptoms in adults and children.
Types of asthma inhalers include:




(i) Metered dose inhalers: These inhalers consist of
a pressurized canister containing medication that fits
into a boot-shaped plastic mouthpiece. (ii) Metered
dose inhaler with a spacer: A spacer holds
medication after it's released, making it easier to
inhale the full dose. Releasing the medication into the
spacer gives you time to inhale more slowly,
decreasing the amount of medicine that's left on the
back of your throat and increasing the amount that
reaches your lungs, (iii) Dry powder inhaler: These
inhalers don't use a chemical propellant to push the
medication out of the inhaler. Instead, the medication
is released by breathing in a deep, fast breath.
Available types include a dry powder tube inhaler, a
powder disk inhaler and a single-dose powder disk
inhaler. Finding the right asthma inhaler can help
make sure you get

the right dose of medication to prevent or treat
asthma attacks whenever you need it.

Food Borne Illness

Food borne illnesses occur by eating unhygienic food
and water. Bacteria are the most common cause of
food contamination.

Symptoms: Common symptoms include diarrhea,
which may be bloody, nausea, abdominal cramps,
vomiting, fever, dehydration, shallow breath, rapid
pulse, pale skin, and chest pain.

First Aid: Oral Rehydration Salt (ORS) should be
given with luke warm water. In severe cases, the
patient should be hospitalized immediately.Recipe
for Making a 1 litre ORS solution using Sugar, Salt and
Water

1. Clean Water - 1 litre - 5 cupfuls (each cup about
200 ml.)

2. Sugar - Six level teaspoons

Salt - Half level teaspoon

4. Stir the mixture till the sugar dissolves.

w




SESSION PLAN 3

SESSION TOPIC: Role of
First Aider in Fever,
Heat Stroke, Back Pain,
Asthma, and Food Borne
Iliness

OBJECTIVE: To develop
students’ knowledge,
skills and abilities to
provide first aid in the
case of Fever, Heat
Stroke, Back Pain,
Asthma, Food Borne
Illness, Gastric
Problems.

MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector

. PREPARATIONS

o Read the glossary
given at the end of
the handbook.

. TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

1. Prepare the points for the lecture.

Make an opening by telling students’ the purpose
of the lecture or presentation.

3. Introduce the topic e.g.,

Involve students’ by giving them the opportunity
to ask questions related to the topic.

5. Clarify any questions students may have.

g
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6. Summarize the topic and emphasize on the key
points.
7. Check to make sure that each student

understands the meaning of

T2: EXERCISE

Practice Session

1. Pair up with your students and practice ABC of

B

first aid

A - Airway

B - Breathing

C - Circulation Q, q'
—

Step 1: Airway: Ensure that

the tongue or any foreign body does not obstruct the

airway.

Step 2: Breathing: Make sure the victim is breathing.

Step 3: Circulation: Check for the pulse to ensure
that the heart is beating properly.




2. Ask the students to write their your experience in
not more than 25 words.

Practice Session

1.

Pair up with your students and perform the steps
to take the body temperature using a digital
thermometer.

Step 1 - Prepare.

Step 2 - Switch On

Step 3 - Position

Step 4 - Take Temperature
Step 5 - Store

Note the temperature in the table given below.

Note: Carefully read the instructions before using
the digital thermometer. The normal oral
temperature for a child is between 97.6° and
99.3° F (36.4° and 37.4° C). The normal oral
temperature for older persons is 98.2° F (36.8° C).

S.No. | Student’s | Temperature | Temperature
Name (°F) (°C)
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CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(@) Low and high fever.
(b) Low and mild fever.
(c) Mild and high fever.
(d) Fever and heat stroke.

Part B

Students could answer the following questions:

(@) Who is first aider?
(b) What is the role and function of a first aider?
(c) What is ABC of first aid?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Perform ABC (airway, breathing and
circulation) of first aid.

Perform all steps for measuring body

temperature using a digital
thermometer.

Enlist 3 triggering factors that cause
back pain.

Prepare ORS.




SESSION 4 : ROLE OF FIRST AIDER IN CUTS, BLEEDING, BURNS, INSECT

BITES AND STINGS, DOG BITES, SNAKE BITES

RELEVANT KNOWLEDGE

The various first aid procedures that we need to
adopt while handling patients with cuts, bleeding,
insect bites and stings, dog bites, and snake bites.

Cuts

Cut is an injury which forms an opening in the skin.

Types of Cuts: The two types of cuts are minor and
deep cuts.

(i) Minor Cuts / Scrapings: Minor cuts are caused by
sharp tools and equipment like scissors, razors, saws,
knives, pruners, chisels, and snips.

First Aid: Clean the cut with clean water and then
with savlon. Apply antibiotic ointment or first aid
band. Apply first aid bandage.

(ii) Deep Cuts: Deep cuts may expose the underlying
tissues and cause heavy bleeding.

First Aid: In deep cuts, stitching of tissues may be
required, therefore, immediate medical aid needs to
be given. Tetanus toxoid injection should be given
to prevent tetanus.

Bleeding

Bleeding refers to the loss of blood. Bleeding can
happen inside the body (internal bleeding) or outside
the body (external bleeding). Internal bleeding may
also occur due to an injury to blood vessel.



External bleeding could be blood flowing through a
natural opening (such as the mouth, vagina or
rectum). A cut on the skin can lead to severe external
bleeding. It involves loss of large amount of blood.

Causes: Severe bleeding may occur in case of
accidents, blow to the head, or due to certain illness
like hemophilia, scurvy, cancer, thrombocytopenia,
leukemia, hemorrhage, peptic ulcer, etc.

Symptoms: Symptoms include discharge of blood
from a wound.

First Aid: Wash your hands and wear surgical gloves

O\ a  Dmmew before administering first aid to victim. Make the
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A S~ AU A Remove any obvious debris/particle. Apply direct
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viz., first, second and third degree burns, depending

on the severity of burn.

(i) First degree burns: In first degree burns, injuries
are superficial or mild.

Symptoms: Swelling and redness of the injured
area takes place. Pain develops. No blisters are

seen. Burned area becomes white on touch.




First Aid

e Remove patient from heat source

e Remove the burnt clothing.

e DO NOT apply lotions, ointment or fat (e.g.
ghee) to burns.

e Run cool water over burnt area.

e Wear surgical gloves and gently clean the
injured area and dry.

e Apply antibiotic, such as Silver Sulphadiazine or
Burnol.

e Use a sterile bandage to cover burns.

(ii) Second-degree burns: Burns extend to middle
skin layer. 90% body surface injury results in death,
while 60% injury in elderly is fatal.

Symptoms: Swelling, redness and pain are
observed. Blisters develop, that ooze a clear fluid.
Dehydration may occur.

First Aid

e Make the patient lie down.

e Apply antibiotic cream over affected area.

e Splints may be used to rest the affected
joints.

e Take the patient immediately to the hospital.

(iii) Third-degree burns: Damage occurs to all the
three skin layers. It destroys adjacent hair follicles,
sweat glands, and nerve endings.

Symptoms: Lack of pain due to destroyed nerves. The
injured area does not turn white on touch. No blisters
observed. Swelling occurs. Skin develops leathery
texture. Discoloration of skin is observed. Scars
develop. Crusty surfaces may occur.




First Aid
Move the patient to the hospital, without any delay.
Insect Bites and Stings

Insect bites are mostly not severe. Sometimes they
cause a severe allergic reaction known as
anaphylaxis. Sting of bees, wasps, hornets, and bites
of fire ants are painful. Bites of insects, like
mosquitoes cause itching and may result in diseases
like malaria. The bite of a black widow spider can be
fatal, if left untreated.

Symptoms: General symptoms of insect bites and
stings include localised pain, swelling, redness,
itching, numbness, burning, tingling sensation,
breathlessness, and weakness.

First Aid

e Remove the stinger using a straight- edged object
like sterilised needle.

e Wash the area thoroughly with soap and water.
Place ice wrapped in a cloth on the affected
area. Repeat after every 10 minutes.

e Apply a gentle cream to prevent itching.

e Consult a doctor in case of severe bite.

Dog Bites

Dogs can cause slight injuries such as lesions, light
traumas (scratches and bruises) and serious injuries
such as bites. They may also cause diseases as a
result of infections and allergies caused by bacteria,
fungi, acarids or viruses. Rabies - Latin rabies,
means “madness is an acute viral disease of the
central nervous system that affects humans and other
mammals. Rabies may be caused by non-immunized

dogs or stray dogs.



Symptoms: Symptoms may include skin break, bruise
or puncture, cuts, bleeding, swelling and redness of
the area, and oozing of fluid. In case of rabies, the
affected person is scared of water (hydrophobia).

First Aid

e Wash hands before attending to wound.

e Wash wound with soap and running water.

e Apply antibiotic ointment.

e Dress using sterile bandage.

e Tetanus booster or antibiotics/ anti-rabies
injection are required to be given at the hospital.

Snake Bites

Snakebite is an injury caused by a bite from a snake
often resulting in puncture wounds. The outcome of
snake bites depends on numerous factors, including
the species of snake, the area of the body bitten, the
amount of venom injected, and the health conditions
of the victim. Feelings of terror and panic are
common after snakebite and can produce a
characteristic set of symptoms mediated by the
nervous system such as increased heartbeat, nausea
and giddiness. Even bite from a harmless snake can
cause allergic reaction.

Causes: Snakes which may bite a person includes
Viper, Cobra, Rattle snake, Water Moccasin and Coral
Snake.

Symptoms: Symptoms may include fang
marks, swelling or severe pain at the site, bloody
discharge from wound, burning, blurred vision,
numbness or tingling sensation, vomiting, loss of
muscle co-ordinations, rapid pulse, fainting, etc.




Treatment

Immediately call for medical help. Get the victim
to the hospital as soon as possible.

Check the snakebite for puncture wounds. If one
or two fang markings are visible, the bite is from
a poisonous pit viper.

Remember what the snake looks like. The doctor
will need to know this to provide proper
treatment

Keep the victim calm. Keep the bitten arms or leg
below the level of his heart to slow the blood
flowing from the wound to the heart. The more
the victim moves, the faster the venom spreads
through the body.

Wash wound with soap/water, keep the bitten
area slightly elevated, and apply cool
compress/wet cloth to the affected part. Be sure
to wipe away from the bite. This keeps any venom
on the unbroken skin around the bite from being
wiped into the wound.

Watch for general symptom (i.e. sharp pain,
bruising, swelling around the bite, weakness,
shortness of breath, blurred vision, drowsiness, or
vomiting. If any of the these symptoms occur
within 30 minutes from the time of the bite, and
you are over two hours away from medical help,
tie a constricting band (3/4 to 1 1/2 inches wide)
two inches above the bite or above the swelling.




SESSION PLAN 4

1.

3.

5.

SESSION TOPIC: Role of
First Aider in Cuts,
Bleeding, Burns, Insect
Bites and Stings, Dog
Bites and Snake Bites

OBJECTIVE: To develop
students’ knowledge,
skills and abilities to
provide first aid in the
case of Cuts, Bleeding,
Burns, Insect Bites and
Stings, Dog Bites, Snake
Bites

MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector

PREPARATIONS

o Read the glossary
given at the end of
the handbook.

TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling students’ the purpose
of the lecture or presentation.

3. Introduce the topic e.g.,

4. Provide specific examples.

5. Involve students’ by giving them the opportunity
to ask questions related to the topic.

6. Clarify any questions students may have.

7. Summarize the topic and emphasize on the key
points.

8. Check to make sure that each student
understands the meaning of

T2: Demonstration

DURATION: 2 hrs.

PROCESS

1. Introduce the purpose of the skill being
demonstrated e.g.,

2. Present the materials that are going to be used.

3. Inform about the precautions to be taken e.g.,

4. Demonstrate the steps involved to the students,
which should involve but not limited to:

5. Repeat the demonstration, explaining each step
in detail.

6. Invite the students to ask questions.

7. Allow students to practice the skill themselves.




8. Go to each student to observe him/her while
he/she performs the skill and provide them with
constructive feedback.

9. Bring participants back to the larger group.

10.Discuss how easy or difficult it was for the
students to perform the skill.

11.Summarize the key points of the exercise.

T3: Assignments

Practice session

1. Pair up with your classmate. Imagine that your
classmate has met with an accident and injured
his/her wrist. Perform the steps shown in the
diagram under the supervision of your
teacher/trainer and write the steps in the space
given below:

Step 1:
Step 2:
Step 3:
Step 4:

CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(a) Types of cuts.

(b) Types of burns.

(c) Degree of burns.

(d) Dog bite and snake bite.




Part B

Students could answer the following questions:

(a) How burns are caused?

(b) What should not be done in case of burns?
(c) Why bite of non-immunised dogs is dangerous?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes | No

Administer first aid for cut in a
hypothetical situation.

Enlist 2 symptoms of first degree burns.

Establish the type of burn-first, second
or third degree burn.

Administer first aid to a victim (bitten by
an insect - a hypothetical situation).

Enumerate steps for providing first and
to a victim of snake bite.




GLOSSARY

. Antibiotic: A substance produced by or derived

from certain fungi, bacteria, and other organisms.

. Depression: A condition of mental disturbance,

typically with lack of energy and difficulty in
maintaining concentration or interest in life.

. Disorder: A lack of order or regular arrangement

or confusion.

. Emergency: A serious, unexpected, and often

dangerous situation requiring immediate action

. Ergonomy: The applied science of equipment

design, as for the workplace, intended to
maximize productivity by reducing operator
fatigue and discomfort.

. First Aid: is an immediate and temporary care

given to a victim of an accident or sudden illness
before the services of a physician is obtained.

. Harassment: a feeling of intense annoyance

caused by being tormented

. Hazard: Anything that might cause harm to a

person.

. Safety: The condition of being protected from or

unlikely to cause danger, risk, or injury.

10.Volunteer: A person agreeing to provide service

outside the scope of his/her employer and/or
employed position, without additional or specific
compensation for the voluntary commitment.

11.Vulnerability: The likelihood of an organization

being affected by a hazard, and its susceptibility
to the impact and consequences (injury, death,
and damage) of the hazard.

12.Warning: Dissemination of notification message

signaling imminent hazard which may include
advice on protective measures.




SUGGESTED READINGS

BOOKS

First Aid Basics, National Council for Science &
Technology Communications, Department of
Science & Technology, Ministry of Science &
Technology, Government of India.

First Aid - A Medical Dictionary, Bibliography, and
Annotated Research Guide to Internet Reference,
Icon health publications.

WEBSITES

J

T I 0 R O

http://www.medindia.net
http://medical.tpub.com/10669-c/css/10669-
c_140.htm
http://en.wikipedia.org/wiki/First_aid
http://en.wikipedia.org/wiki/First_aid
http://en.wikipedia.org/wiki/First_aid_kit
http://kidshealth.org/parent/firstaid_safe/
http://www.medindia.net/patients/firstaid.asp
http://www.nlm.nih.gov/medlineplus/firstaid.ht
ml
http://www.ehow.com/how_7690979_teach-
basic-first-aid-kids.html
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PREFACE

The Teacher’s Handbook on “Work Integrated Learning-Security Services L1” is a part of the
qualification package developed by the Security Knowledge and Skill Development Council (SKSDC) for
the National Vocational Education Qualification of “Unarmed Security Guard (Private Security Sector).
The National Vocational Education Qualification Framework (NVEQF) is an initiative of the Ministry of
Human Resource Development (MHRD), Government of India to set common principles and guidelines
for a nationally recognized qualification system covering Schools, Vocational Education and Training
Institutions, Technical Education Institutions, Colleges and Universities. It is envisaged that the NVEQF
will promote transparency of qualifications, cross-sectoral learning, student-centred learning and
facilitate learner’s mobility between different qualifications, thus encouraging lifelong learning.

The private security industry comprises those agencies or people who provide security for people and
property under contract and for profit. An Unarmed Security Guard is required to observe, deter,
record and report. The basic difference between government and private security is that the
government security personnel are empowered by legislation to enforce the law, but it is not so for
private security.

The National Curriculum Framework, 2005, recommends that children’s life at school must be linked
to their life outside the school. This principle makes a departure from the legacy of bookish learning
which continues to shape our system and causes a gap between the school, home, community and the
workplace. Experiential learning, which is a cyclical process involving observation, reflection and
action, should be an integral part of the teaching-learning process. Attempt by the students to solve
problems, guided by the teachers or instructors, would enable them to explore and discover new
knowledge and develop problem solving skills. A range of pedagogies, including interactive lecture,
role plays, case based studies, assignments, projects and on-the-job activities that provide students
with generic, technical and professional knowledge and skills should be adopted by the teachers and
instructors to foster student-centred learning.

The success of this effort of integrating knowledge and skills depends on the steps that the teachers
will take to encourage children to reflect their own learning and to pursue imaginative and on-the-job
activities and questions. Participation of learners in skill development exercises and inculcation of
values and creativity is possible if children are involved as participants in learning, and not as receiver
of information. These aims imply considerable change in school routines and mode of functioning.
Flexibility in the daily time-table would be a necessity to maintain the rigour in implementing the
activities and the required number of teaching days will have to be increased for teaching and
training.

The suggestions by the teachers and other stakeholders in education and training will be of great
value to us in bringing about qualitative improvement in the teacher’s handbook.
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ABOUT HANDBOOK

The handbook is to assist teachers with teaching and training their students for meeting the
occupational standards for “Unarmed Security Guard (Private Security Sector) set by the Security
Knowledge and Skill Development Council (SKSDC) of India. Occupational Standards describe what
individuals need to know, understand and do in order to carry out a particular job role or functions.
These are the standards that individuals must achieve when carrying out the various functions at the
workplace. The Module on “Work Integrated Learning-Security Services L1” covers the following
elements, performance criteria, knowledge and skills for the job role of Unarmed Security Guard
(Private Security Sector):

Unit Code SKS/N 0001
Task Security Tasks in Accordance with Basic Security
Practices

Element Carry out assigned security tasks

Performance Criteria PC5: Recognise rank/badge of rank in police and
military

Knowledge and Understanding (K)

Organisational Context KA1: Private Security Agencies (Regulation) Act-2005
and organizational procedures

Technical/Domain Knowledge KB3: Organisations dealing with security

KB4: Organisation of private security sector

KB5: Different domains of private security sector
KB6: Role of private security sector

KB10: Badges of rank in police and military

You will have to ensure that the following performance standards are met by each student on
completion of the sessions given in the module:

Performance standards Yes | No
Enlist 3 types of threat due to natural factors.

Enlist 3 types of threat due to man made factors.

Enlist 3 roles of security.

Correlate the role of security in a given situation or incident.
Enlist 5 types of security.

Enlist 3 factors that influence human security.

Correlate threat with the type of security.

Enlist 4 security agencies involved in providing internal security.
Enlist 3 core values of security personnel.

Enlist the armed forces of India that handle external threats.
Enlist 2 external threats to India.

Arrange the ranks in the army according to the hierarchy.

Enlist 5 components of physical fitness.

Develop an exercise schedule for keeping physically fit.

Perform 2 exercises for maintaining physically fitness.




GENERAL INSTRUCTIONS FOR TEACHERS

. Read the Teacher’s Handbook carefully before teaching or conducting the training.

¢  Follow the session plan strictly.

e  Familiarize yourself thoroughly with the relevant knowledge and skills to be transacted.

. Ensure all materials/aids/equipment required for teaching and training is available.

e Introduce the skill by explaining the purpose.

. Demonstrate the skill to the participants, explaining each step in detail.

. Invite the students to ask questions.

e  Ask the students to practice the skill themselves and make observation while they perform the
task.

o Provide the students with constructive feedback.

. Discuss in class, the problems faced by the students in performing the task.

e  Summarize the key learning.

. Ensure key learning is captured and performance standards are met at the end of each
session.

. Regularly check student’s workbook to ensure all exercises are being completed on time.

. Ensure that all participants complete the required assessments given in the student workbook.

e Always encourage participants. Never discourage them from getting actively engaged in
discussions, question-answer sessions and task-oriented activities.
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SESSION 1 : RECOGNIZING THE ROLE OF SECURITY

RELEVANT KNOWLEDGE The basic purpose of providing security is to prevent
crime against person, property and proprietary

information. According to the free dictionary,
security assures safety and the scope of the security
is related to the following areas:

(i) Measures adopted by a government to prevent
espionage (the act of securing information of a
military or political nature that a competing
nation holds secret), sabotage (destruction of
property or obstruction of normal operations, as
by civilians or enemy agents in time of war) or
attack.

(i1) Measures adopted to prevent escape.

(iii) Measures adopted, as by a business or home
owner to prevent a crime such as burglary or
assault.

Threats to security can originate from people,
invasion by other states, from international or cross-
border terrorism, menaces from ethnic or religious
groups or from gangs (street violence), domestic
violence, violence against children (abuse,
prostitution, forced labour) or even violence against
one's self (suicide or drug abuse).

Type of threats: Threats can be broadly classified
into the following categories, according to their type
and origin:

(@) Physical damage: e.g., fire, water, pollution,
etc.

(b) Natural events: e.g., climatic, seismic (such as
earthquake and tsunami), volcanic eruptions,
etc.




(c) Loss of essential services: e.g., electrical
power, availability of water, telecommunication.

(d) Loss of secret information: e.g., eavesdropping
(to listen secretly to the private conversation of
others), theft of media, retrieval of discarded
information.

(e) Technical failures: equipment failure, software
failure, etc.

(f) Environmental: natural events.

Essentially the role of security is protective,
preventive and detective in nature.

Protective Role

The role of security in general is to protect person,
property and information from internal as well as
external threats and aggression. This is possible
through the use of governmental administrative
process such as regulatory, supervisory and law
enforcement agencies. Police officers, who are the
part of law enforcement agencies work in partnership
with the communities they serve to maintain law and
order, protect members of the public and their
property, prevent crime, reduce the fear of crime
and improve the quality of life for all citizens.

Preventive Role

The preventive nature of security seeks to prevent
disruptive activities against person, property and
information.

e Disruption against person: It may involve
incidents such as armed attack, kidnapping,
hijacking, assassination, murder and rape.

e Disruptive activity against property: It could
involve theft, robbery, dacoity, arson, sabotage,
and bombing.




e Espionage or cyber threat: It is a common form of
disruption  against  proprietary information
security.

The goals of prevention may be attained through a
meaningful prevention programme based on gathering
of information through intelligence agency, use of
advanced electronic devices such as Closed Circuit
Television (CCTV), skilled security personnel, reliable
communication devices, etc.

Detective Role

The detective role of security includes detection of
disruptive activities that may be directed against
property and information. An early detection of illicit
presence of persons, arms, ammunition, explosive
and the weapons may prevent a major security
threat. Detective security is said to be at its best
when it detects crime in the planning stage.




SESSION PLAN 1

. SESSION TOPIC:
Recognizing the Role of
Security

. OBJECTIVE: To develop
knowledge and skills of
students to recognize
the role of security

. MATERIALS/

EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

. PREPARATIONS

o Read the glossary
given at the end of
the handbook.

5. TEACHING/TRAINING

METHODOLOGY:

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

. Prepare the points for the lecture.
. Make an opening by telling students’ the purpose

of the lecture or presentation.

. Introduce the topic e.g., types of threats,

protective role of security, preventive role of
security, career prospects, etc.

. You may also use the slide presentation.
. Provide specific examples.
. Involve students by giving them the opportunity to

ask questions related to the topic.

. Summarize the topic and emphasize on the key

points.

DURATION: 1 hr.

PROCESS

. Prepare the points for the discussion.
. Make an opening by telling student’s the purpose

of the discussion.

. Topics for discussion may include the following:

e External threats to India
e Internal threats to India




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between

(a) Different types of threat to people.
(b) Different role of security.

Part B

Students could answer the following questions:

(@) What is security?
(b) What is the main role of security?
(c) Why is security needed by the people?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes No

Enlist 3 types of threat due to
natural factors.

Enlist 3 types of threat due to man
made factors.

Enlist 3 roles of security.

Correlate the role of security in a
given situation or incident.




SESSION 2 : DISTINGUISHING BETWEEN DIFFERENT TYPES OF SECURITY

RELEVANT KNOWLEDGE Human Security: Human security forms an important

part of people’s well-being. It includes economic
security (it can be provided by measures that provide
assured basic income), food security (it can be
provided by measures that increases physical and
economic access to basic food), health security
(protection from diseases and unhealthy lifestyles),
environmental security (measures to promote
healthy physical environment), personal security
(security from physical violence), community
security(safe membership in a group), and political
security (living in a society that honours basic human
rights).

Public Security: Public security is the responsibility
and function of governments which ensures the
protection of citizens, organisations, and institutions
against threats to their well-being and
productivity. It is performed by those groups that
perform a security function funded exclusively by
government in the interest of public. Within the
public security sector, there are five sub-sectors: (i)
Law enforcement, (ii) Intelligence and information
sharing, (iii) Emergency management, (iv) Justice,
(v) Global public security.

Private Security: Private security is different from
public security in several ways. Private security is
provided to clients for a fee, and except in special
circumstances, has its jurisdiction limited to the
property owned by the client. A Private Security
Guard is the person providing private security with or
without arms to either person or property or both.
He/she can reach to the position of the Chief Security
Officer by his/her competencies, abilities, hard work,
and attitude. An enterprise can employ private




Chief Security Officer

Security Officer

=

Assistant Security Officer

=

Field Officer

=

Security Supervisor

=

Head Guard

=

Private Security Guard

Slide 1: Hierarchy in Private
Security Sector

security personnel in two ways: (i) Proprietary
Security, and (ii) Contractual Security. The
proprietary security is owned by the enterprise and
the security personnel are on the payroll of the
enterprise. In contractual security, the enterprise
outsources or hires the security services on a contract
basis. The private security sector can be divided into
two domains, namely commercial and Industrial
domain.

(i) Commercial domain: The commercial domain
includes the following:

e Habitat: Single houses, row houses, colonies,
multi-storied colonies, townships, etc.

e Educational Institutions: Schools, colleges,
universities, hostels, etc.

¢ Financial Institutions: Banks, central lockers,

ATMs, cash-in-transit operations, pawn shops, etc.

e Business parks, offices, shops, warehouses

e Hotels, clubs, restaurants, guest houses, inns,
hospitals, nursing homes, diagnostic laboratories.

e Malls, markets, shops, etc.

e Entertainment: Cinema, theatre, multiplex, fair,
exhibition, etc.

e Events: Sports, live
congregation, rally, etc.

e Transport and mass rapid transport system

e Public places

shows, weddings,

e Religious places, shrines, tourist spots,
monuments.
(i) Industrial Domains. Factories, plants, mines,

refineries, ports, air ports, container yards, Special
Economic Zones (SEZs), warehouses, transport and
logistics, infrastructure, sensitive and critical
infrastructures.

National Security: National security is the function of
the government to preserve the nation's physical
integrity and territory; to maintain its economic
relations with the rest of the world on reasonable




terms; to preserve its nature, institutions, and
governance from disruption from outside; and to
control its borders.

Physical Security: Physical security includes
measures that prevent or deter attackers from
accessing a facility, resource, or information stored
on physical media.

Information Security: Most of the information is now
collected, processed and stored on electronic
computers and transmitted across networks to other
computers. Information security means protecting
information and information  systems from
unauthorized access, use, disclosure, disruption,
modification, inspection, recording or destruction.
Governments, military, corporations, financial
institutions, hospitals, and private businesses possess
a great deal of confidential information about their
employees, customers, products, research, and
financial status. The type of information and security
classification labels selected and used will depend on
the nature of the organization.

Communication Security: Communication security
includes measures and controls taken to deny
unauthorised persons from accessing information from
telecommunications. It includes cryptosecurity,
transmission security, emission security, and traffic-
flow of equipment.

Industrial Security: Industrial security means taking
care of all personnel, documents and movable and
immovable assets in an industry. Industrial security
provides complete safeguard from all kinds of
hazards, losses and threats; be it internal or external.
International security: International security consists
of the measures taken by nations and international
organisations, such as the United Nations, to ensure
mutual survival and safety. These measures include
military action and diplomatic agreements such as
treaties and conventions.




SESSION PLAN 2

. SESSION TOPIC:
Distinguishing between
different types of
Security

. OBJECTIVE: To develop
students’ knowledge,
skills and abilities for
identification of natural
and manmade disasters.

. MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer,
Slides, Open Source
Software for Slide
Presentation, LCD
projector.

. PREPARATIONS

o Read the glossary
given at the end of
the handbook.

5. TEACHING/TRAINING

T1: Interactive Lecture

DURATION: 1 hr.

PROCESS

1. Prepare the points for the lecture.

2. Make an opening by telling student’s the purpose
of the lecture or presentation.

3. Introduce the topic e.g., Human security, public
security, private security, national security,
information security, communication security,
industrial security, international security.

4. You may also use the slide presentation for
explaining the various aspects.

5. Provide specific examples.

6. Involve students by giving them the opportunity to
ask questions related to the topic.

7. Summarize the topic and emphasize on the key
points.

T2: Assignment

In the table given below, various types of threats
(a threat is anything, manmade or an act of nature
that has the potential to cause harm) that the people
face are given. Ask your students to identify the type
of human security that needs to be provided to face

METHODOLOGY: the threat.
S. Threats Identify the type of Human
No Security

income.

Poverty, unemployment, lack of

basic food.

2. | Hunger, famines and the lack of
physical and economic access to




Inadequate healthcare, new and
recurrent diseases including
epidemics and pandemics, poor
nutrition and unsafe
environment, unsafe lifestyles.

Environmental degradation,
natural disasters, pollution and
resource depletion.

From the state (torture), other
states (war), groups of people
(ethnic tension), individuals or
gangs (crime), industrial,
workplace or traffic accidents.

From the group (oppressive
practices), between groups
(ethnic violence), from dominant
groups (e.g. indigenous people
vulnerability).

Political or state repression,
including torture, disappearance,
human rights violations,
detention and imprisonment.

assessment.

Part A

HECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all

the requirements for

Part B

Students could differentiate between

(a) Different types of security.
(b) The purpose of internal and external security.

Discussed in class the following:

(a) What are the different types of security?




Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes No
Enlist 5 types of security.

Enlist 3 factors that influence
human security.

Correlate threat with the type of
security.

(b) Why do we need
different types of
security?




FORCES

RELEVANT KNOWLEDGE

“The safety, honour and
welfare of your country
comes first, always and
every time. The honour,
welfare and comfort of
men you command come
next. Your own ease,
comfort and safety
comes last always and
every time”

Field Marshal

Philip Walhouse
Chetwode

SESSION 3 : IDENTIFYING OPPORTUNITIES IN NATIONAL SECURITY

National security implies the capability of a nation
to defend itself, and/or deter military aggression.
It is of utmost priority for any nation.

Ministry of Defence

The Government of India is responsible for
ensuring the defence of India and every part
thereof. The Supreme Command of the Armed
Forces vests in the President of India. The
responsibility for national defence rests with the
Cabinet. This is discharged through the Ministry of
Defence, which provides the policy framework
and wherewithal to the Armed Forces to discharge
their responsibilities in the context of the defence
of the country. The Defence Minister is the head
of the Ministry of Defence. The principal task of
the Defence Ministry is to obtain policy directions
of the government on all defence and security
related matters and communicate them for
implementation to the services headquarters,
inter-services organisations, production
establishments and research and development
organisations.

Indian Army

The armed forces of a nation have a vital role to
play in mitigating the external threats. The
President of India is the Commander-in-Chief of
the Army. The Chief of Army Staff, in the rank of
General, commands the army.

An officer in the Indian Army inherits glorious
heritage and timeless traditions, blended



perfectly with the latest
technology in the field of
management, engineering and

medical sciences. The adventure and extra-
curricular activities in the Army ensure an all
round development of the cadet (trainee). The
training includes knowledge and skills related to
fields like engineering, medicine, administration,
human resource development and management.

Joining the Army is possible both after school as
well as after graduation. One can join the armed
forces as part of the Permanent Commission,
which means a career in the Army till you retire.
For a permanent commission one has to join the
National Defence Academy (NDA) or the Indian
Military Academy (IMA). He/she will have to take
the NDA entrance exam after Class Xll. The
selection process is a written exam, followed by
the Services Selection Board (SSB) interview and
medical examination.

Once selected for Short Service Commission, one
has go to the Officers Training Academy (OTA) at
Chennai. He/she will have the option of joining
the Army and serving as a Commissioned Officer
for 10 years. At the end of this period he/she will
have two options, either go for a permanent
commission or opt out.

Army Ranks

India has a Field Marshal rank, but it is honorary.
Two distinguished officers of the Indian Army have
been conferred with this rank. They are Late Sam
Manekshaw and Late K M Cariappa. Field
Marshals do not retire and the rank is held for
life.




Ranks and Insignia of Group 'A' or Class-I
(Gazetted) Officers

Officers are commissioned as Lieutenants and can
rise to be the Chief of Army Staff. The rank and
insignia (rank badges) are as follows:

Ranks and Insignia of Group 'A’ or Class-l (Gazetted) Officer

£
c
non
w
E -
© €
— b ©
= [ c Q2 = c c
— c (] o (] - — o
O c = ©
|8 S = & s |8 g 2 |3
e |o ha = & S ha = S i
Ranks and Insignia of Group 'B' or Class-Il (Gazetted) -Junior Commissioned
Officers
2 =
w
L [ | —— | a— v
e S~ [ = SN | ~ Q ~ QO
© (] [J] o = [J]
= |8 |3 . 7 S|t & g g
] = o o Gyl c| 0= L] 3 = 3 %
£ o S & = = T3S = =
& X] AT = 8 - g|O m© L} 2
~ @ © 2= 2 > g' >T ¢ i< o = — 8
S s LG5 G558 |[E5VE, 95|85 © S|~
T o | O o £ © £ = © 8 T a0 U & S v = o 90T >
x |0 o|o o aol|l=s T = k= T O 2 68 L (c 8 0 o £ 8|0
51952 |5%|%2 |¥3:2|5:=5823|z%5% |5T%|%
€ |a=|a ZZ|zzT I |[Ox=|(0=Fd|Ta|za S5<a8|&
Risaldars, Daffadar, and Sowar are equivalent ranks in the Armoured Corps.
Ranks down to Naib Subedar/ Risaldar are Gazetted (Junior Commissioned)
and Others are Non-Commissioned ranks




Indian Air Force

The Indian Air Force (IAF) has the primary objective
of safeguarding Indian territory and national interests
from all threats in conjunction with other branches of
the armed forces by defending Indian airspace. The
President of India serves as the Commander-in-Chief
of the IAF. The Chief of Air Staff in the rank of Air
Chief Marshal (ACM) is a four-star commander and
commands the Air Force.

Anyone holding Indian citizenship can apply to be an
officer in the Air Force as long he or she satisfies the
eligibility criteria. Male or female applicants, who are
between the ages of 16%2 and 19 and have passed high
school can apply at the Intermediate level.

Air Force Ranks

The air force uses broad and narrow sleeve stripe
combinations for officer ranks and combinations of
Chevrons, Lion of Sarnath (National Emblem), and
wing symbols for ranks.

Officer Rank

Officers are commissioned as Flying Officers and can
rise to be Air Chief Marshal who is a four star
General. A Group Captain is of equivalent rank of
Colonel and Air Commodores are equivalent to
Brigadiers. Similarly Air Vice Marshals and Air Marshals
are equivalent to Major Generals and Lieutenant
Generals.
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Commodore
Group
Captain
Wing
Commander
Squadron
Leader
Flight
Lieutenant
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Rank
Air Chief
Marshal
Air Vice
Marshal

Flying
Officer

Persons Below Officer Ranks (PBOR)

Persons below officer ranks (PBOR) normally join the air force as Aircraftsmen and
rise to the rank of Master Warrant Officer who is the senior most PBOR. However, a
large number are also recruited directly as Junior Warrant Officers. Ranks above
Junior Warrant Officer are Junior Commissioned Officers.

Insignia

Master
Warrant
Officer
Warrant
Officer

Rank

Aircraftman
Aircraftman

Junior
Warrant
Officer
Sergeant
Corporal
Leading




Indian Navy

The Indian Navy is the naval branch of the armed forces of India. The President of
India serves as the Commander-in-Chief of the Indian Navy. The Chief of Naval Staff
(CNS), in the rank of Admiral, commands the navy. In conjunction with other armed
forces of the union, Navy acts to deter or defeat any threat or aggression against the
territory, people or maritime interests of India, both in war and peace. The navy has
the following three commands, each under the control of a Flag:

e The Western Naval Command (Headquarters at Mumbai).

o The Eastern Naval Command (Headquarters at Visakhapatnam).

e The Southern Naval Command (Headquarters at Kochi).
Officers Rank

Officers are commissioned as Sub Lieutenant and can rise to be Admiral who is a
four star General. A Captain of the Navy is of equivalent rank of Colonel and
Commodores are equivalent to Brigadiers. Similarly Rear Admirals and Vice Admirals
are equivalent to Major Generals and Lieutenant Generals. The equivalent of Field
Marshal in the Navy is Admiral Fleet.
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Persons Below the Officer Rank (PBOR)

Persons below officer ranks (PBOR) normally join the Navy as Seaman - Il and rise to
the rank of Master Chief Petty Officer -1 who is the senior most PBOR. However, a
large number are also recruited directly as Chief Petty Officers. Ranks above Chief
Petty Officer are Junior Commissioned Officers.
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Petty Officer and below are non commissioned officers

The Coast Guard: Indian Coast Guard is an armed
force of the union for enforcing the maritime laws
of the country. The Coast Guards play an important
role in protecting the interests of the nation all
along the maritime boundaries. Coastal Security
Scheme has been formulated by the Government of
India for strengthening infrastructure for patrolling
and surveillance of country's coastal areas to check
and counter illegal cross border activities and
criminal activities using coast or sea.

The Border Security Force (BSF): The Border
Security Force came into existence in December
1965 defending the borders along with the army and
checking infiltration on the borders during the
current standoff with Pakistan.




The Indo Tibetan Border Police (ITBP): The Indo-
Tibetan Border Police (ITBP) was established on
October 24, 1962 for security along India's border
with the Tibet, covering 2115 kilometres. It is one of
the Central Armed Police Forces.

The Sashastra Seema Bal (SSB): Sashastra Seema
Bal (SSB) (known as Armed Border Force in English)
is one of India's Central Armed Police Forces. It is
often referred to as a Paramilitary Force, although
it is not one of the three officially defined
paramilitary forces of India. It was formerly known
as the Special Service Bureau and was set up in early
1963 in the wake of the Indo-China conflict under
the administrative control of the Ministry of Home
Affairs.

Security against Internal Disturbances

Assam Rifles: The Assam Rifles was raised mainly to
guard the fertile alluvial plains of Assam. Gradually
more units were raised and employed for
establishing posts in the interior and thus acted as
the strong arm of the civil administration in
extending their authority into these remote
inaccessible areas. Their long association with the

region reflects in the force being fondly called "The
Sentinels of the North-East” and "Friends of the Hill
People”.

Central Reserve Police Force: The Central Reserve
Police Force (CRPF) is the largest Industrial Armed
Police Forces in India. The CRPF's primary role lies
in assisting the State/Union Territories in police
operations to maintain law and order and

contain insurgency. Apart from law and order and
counter-insurgency duties, it has been playing a very
significant and vital role of policing in the general
elections.




Ranks and insignia of Gazetted Police Officers:

Gazetted officers include all the Indian Police Service (IPS) officers and all State
Police Services officers of and above the rank of Assistant Commissioner of Police
(ACP) or Deputy Superintendent of Police (DSP) in State Police and Metropolitan
Police forces, respectively.

Indian Police Service Officers [Insignia of Non-Gazetted

fficers of Indian Police
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Rapid Action Force: The Rapid Action Force (RAF) is
a specialized wing of the CRPF. It was established in
December 1991 and became fully operational in
October 1992, to deal with riots and related unrest.

Other Security Organizations

Central Industrial Security Force: Central Industrial
Security Force (CISF) was raised in 1969 with three
battalions to provide integrated security cover to the
Public Sector Undertakings (PSUs). With globalisation
and liberalisation of the economy, CISF is no longer a
PSU-centric organisation. It is now premier multi-
skilled security agency of the country, providing
security in diverse areas to major critical
infrastructure installations of the country. CISF is
currently providing security cover to nuclear
installations, space  establishments, airports,
seaports,

power plants, sensitive Government buildings and
heritage monuments.

Railway Protection Force (RPF): Railway Protection
Force (RPF) was established to protect and safeguard
passengers travelling in trains and to protect the
passengers and property of the Indian railways.

Intelligence Agencies

Intelligence agencies such as Intelligence Bureau (IB),
Research and Analysis Wing (RAW) and Army
Intelligence (Al) help in information gathering,
analysing and forecasting, related to various threats
and crime. These agencies function under the Central
Government and are known as “Eyes and Ears” of the
nation.

Central Board of Customs and Central Excise: The
Central Board of Excise and Customs (CBEC) is a part
of the Department of Revenue under the Ministry of
Finance, Government of India. It deals with the tasks




of formulation of policy concerning levy and
collection of Customs and Central Excise duties,
prevention of smuggling and administration of
matters relating to Customs, Central Excise and
Narcotics.

Criminal Investigation Agencies: Central Bureau of
Investigation (CBI) and Criminal Investigation
Department (CID) are the investigation and crime
cracking wings of the Central Government.

State Security Agencies

State Security Agencies provide security cover to the
citizens of the state, public sector undertakings, vital
installations, very important persons and political
leaders. State Reserve Police and Armed Reserve Police
are organizations that provide backup for guarding,
escort, and law and order duties in the states.

Special Forces

Special Forces are the forces which undertake special
tasks such as counter insurgency and anti-naxal
operations. Special Forces include Mumbai police,
Anti Terrorist Squad (ATS), Mumbai Police Force One,
Rajasthan Police Special Operations Group, Andhra
Pradesh Police GREY Hound Commandos,
Chhattisgarh Commando Battalion and Karnataka Anti
Terrorist Squad.

Civil Defence Force

Civil Defence Force was raised in 1962 after the Sino-
Indian conflict. It was established with the aim to
minimise damage to the property and maintaining
continuity of industrial production in the event of
hostile attack.

Home Guards: Home Guards is a voluntary force,
which was raised in December 1946 to assist the
police in controlling civil disturbance and communal
riots. Subsequently, the concept of the voluntary




citizen’s force was adopted by several States. The
role of Home Guards is to serve as an auxiliary to the
police in maintenance of internal security, help the
community in any kind of emergency or disaster, help
in maintenance of essential services, promote
communal harmony and assist the administration in
protecting weaker sections, participate in socio-
economic and welfare activities and perform civil
defence duties.

Private Security

The role of Private Security is to protect people,
property and information. In order to regulate the
activities of private security agencies, both Indian
and foreign, within a legal framework, "The Private
Security Agencies (Regulation) Act, 2005" was
notified

in the Gazette of India and brought into force from.
The legislation lays down the licensing requirements of
the Act and has introduced a mandatory training
and equipment requirements before employers can
employ an individual as a ‘security guard’. The
private security sector helps to make public places
secure and contributes to the creation of a safer
society. This contribution is now becoming more
visible and it is getting greater recognition.

General Duties and Responsibilities of Security
Personnel

Security personnel use their powers of observation,
language, body language, assertiveness and
professionalism to achieve the objective of
protecting people and property. The security
personnel must, wherever possible, avoid placing
himself/herself in danger. The duties of security
personnel include the following:




e Patrol areas.

e Control access of people and allow only
authorised visitors to enter the premises.

e Deter and detect crime.

e Respond to emergencies.

e Control traffic.

e Report and prevent safety hazards.

e Perform emergency duties

e Record and report incidents.

e Seek assistance from the local law enforcement
agency.

Core Values of Security Personnel

The security personnel are frequently the first
contact to a visitor, customer or employee of an
organisation. The manner in which the security
personnel deal with people has a marked positive or
negative effect on the initial impression of the
organisation. The core values that security personnel
should possess include the following:

e Be honest and truthful in all dealings.

e Never disobey lawful orders.

e Give due respect to your seniors and follow the
chain of command.

e Wear the prescribed uniform with pride.

e Report timely for duty (15 minutes before
reporting time in order to ensure proper handing
or taking over).

e Respect different religions, cultures and genders.

e Protect public property and save wasteful
expenditure of water, electricity and natural
resources.

e Protect the environment.




SESSION PLAN 3

1. SESSION TOPIC: Identifying
Opportunities in National
Security Forces

2. OBJECTIVE: To identify the
career opportunities in

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

National Security Force 2.

3. MATERIALS/ 3
EQUIPMENT REQUIRED:

Charts, Sketch Pens, 4

Rulers, Computer, Slides, )

Open Source Software for 5

Slide Presentation, LCD 6.

projector )

7.

4. PREPARATIONS
o Read the glossary given
at the end of the
handbook.

5. TEACHING/TRAINING

You

Prepare the points for the lecture.

Make an opening by telling students’ the
purpose of the lecture or presentation.
Introduce the topic e.g., Career opportunities in
Indian Army, Indian Navy, Indian Airforce and
State Police services.

Involve students’ by giving them the opportunity
to ask questions related to the topic.

Clarify any questions students may have.
Summarize the topic and emphasize on the key
points.

Check to make sure that each student
understands the meaning of

T2: Assignment

may ask your students to write the primary

role of the following security forces

METHODOLOGY:
S.No. Force Role
1. Army
2. Navy
3. Indian Air Force
4, Police
5. Traffic Police
6. Railway Protection force




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Student could differentiate between
(@) The role of Army, Navy and Air Force.

Part B

Students could answer the following questions:

(@) What are the different security agencies in India?

(b) What is the primary role of Indian Army?

(c) What are the career opportunities in Indian
Army/Navy/Airforce?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills in
order to perform up to the required standards. The
performance standards may include, but not limited to:

Performance standards Yes No

List 4 security agencies involved in
providing internal security.

List 3 core values of security
personnel.

List 2 external threats to India.

Identify the ranks in the Indian
army.




SESSION 4 : KEEPING PHYSICALLY FIT

In security sector, training is provided which is
specifically geared towards the various duties that
the security personnel will have to carry out. It is
therefore, essential that security personnel should
always be physically and mentally fit.

Physical training standards for keeping security
personnel physically fit have been laid down in
various orders of respective departments in the
security sector.

Fitness programmes that promote physical and
mental well-being and increase effectiveness have
been developed worldwide for security personnel.

Physical fitness is generally achieved through
correct nutrition, exercise, and enough rest. It
comprises two related concepts:

(i) General fitness: A positive state of health and
general well-being.

(i1) Specific fitness: It is based on the ability to
perform specific aspects of occupations.

Components of Fitness: Fitness can be classified
in nine main components: strength, power,
agility, balance, local muscle endurance
(stamina), cardio muscular endurance, strength
endurance and flexibility.

e Strength - the extent to which muscles can
exert force by contracting against resistance
like holding or restraining an object or person.

« Power - the ability to exert maximum
muscular contraction instantly in an explosive
burst of movements. The two components of




power are strength and speed and are required
in activities like jumping or a sprint start.

e Agility - the ability to perform a series of
explosive power movements in rapid
succession like zigzag running or cutting
movements.

e Balance - the ability to control the body's
position, either stationary like a handstand, or
while moving, like gymnastic stunts.

e Local muscle endurance - a single muscle's
ability to perform sustained work like rowing
or cycling.

e Cardiovascular endurance - the heart's ability
to deliver blood to working muscles and their
ability to use it like running long distances.

e Strength endurance - a muscle's ability to
perform a maximum contraction time after
continuous explosive rebounding through an
entire basketball game.

e Co-ordination- the ability to integrate the
above listed components so that effective
movements are achieved.

e Flexibility- the ability to achieve an extended
range of motion without being impeded by
excess tissue, i.e., fat or muscle.

Importance of Physical Fitness: Physical Fitness
increases cardiovascular fitness and body
endurance. Regular exercise can also help
increase the strength of the heart. Physical fitness
makes your joints and body more flexible, and
regular exercise results in a decrease of body fat
and results in a lean body mass.

According to the Private Security Agencies
(Regulation) Act, 2005 the requirement for
recruitment of private security guards are as
follows:




(i) Height - 160 cm for male and 150 cm for
female.

(i) Weight - according to standard table of
height and weight.

(ili) Chest - 80 cm with an expansion of 4 cm
(for female no minimum requirements)

(iv) Eye sight
e Far sight vision 6/6
e Near vision 0.6/0.6 with or without

correction
e Free from colour blindness

(V) Free from knock knee and flat foot and
should be able to run 1 km in 6 minutes.

(vi)  Free from defect in hearing.

(vii) Strength and dexterity to perform
searches, handle objects and use force for
restraining individuals.

(viii) Free from evidence of any contagious or
infectious disease.

Exercise Routine: To achieve physical fitness a
proper exercise routine is essential. Strength
training will assist in performing weight bearing
exercises such as push-ups, pull-ups or dips. Not
only will strength training help you in becoming
more powerful, but it will also, through the
addition of hard-earned muscle, help your body
utilise calories more efficiently.

The trainee warm-up consists of 10 minutes of
slow and fast running and 5 minutes riding the
bike or walking on the treadmill.

Training Routines for Teamwork: Sports and
outdoor activities help develop good personality
besides team building. The security sector also
uses techniques Llike “Drill” for personality
development and conditioning. Outdoor activity is
an experience where we are required to face
challenging situations individually and as a team.




Meeting such challenges help us develop our
personality through communication, leadership,
planning and team work. Some of the outdoor
activities and their benefits are as under.

Camping: A camp is a place where a group rests
for sometime. A stay in a camp helps us know
each other better and teaches us to work as a
team.

Trekking: It builds endurance and teaches us how
to move in different types of terrain.

Rock climbing: It builds strength and teaches us
how to navigate between rocks and climb
mountains.

Rafting: It teaches how to navigate rivers and
face challenges.

Personality Development: Personality
development is the improvement of behaviour,
communication skills, interpersonal relationships,
attitude towards life and ethics. Character can be
considered as the basic factor in determining an
individual's personality. Personality is like a
building. If personality is developed on the solid
base of values and ethics, it will last forever.
Personality development can be achieved by
training on the following aspects:

)  Communication skills
)  Public speaking
(c) Physical fitness
)  Body language
)  Personal hygiene
(f) Presentation skills
(g) Positive attitude




SESSION PLAN 4

1. SESSION TOPIC: Keeping
Physically Fit

2. OBJECTIVE: To develop
students’ knowledge, skills
and abilities for
identification of natural and
manmade disasters.

3. MATERIALS/
EQUIPMENT REQUIRED:
Charts, Sketch Pens,
Rulers, Computer, Slides,
Open Source Software for
Slide Presentation, LCD
projector.

4. PREPARATIONS
o Read the glossary given
at the end of the
handbook.

($]

. TEACHING/TRAINING
METHODOLOGY:

T1: Interactive Lecture

DURATION: 2 hrs.

PROCESS

Prepare the points for the lecture.

Make an opening by telling students’ the
purpose of the lecture or presentation.
Introduce the topic e.g., general and specific
fitness, Personality development, Physical
exercises, etc.

Provide specific examples.

Involve students’ by giving them the
opportunity to ask questions related to the
topic.

Summarize the topic and emphasize on the
key points.

T2: Practice Session

DURATION: 2 hrs.

PROCESS

. Introduce the purpose of the skill being

demonstrated.

. Present the materials that are going to be

used.

. Inform about the precautions to be taken.
. Demonstrate the steps for the following

exercises (adapted from Pat Stewart's U.S.
Fitness Book):




1. The Wheelbarrow: It develops arm, shoulder,
and abdominal strength.

o One participant kneels on the floor and places
his hands down flat, directly under the
shoulders.

The fingers should point forward.

o The other child grasps the kneeling child's
ankles and raises the legs.

o The first child “walks” forward on his hands
while the partner keeps his feet suspended in
the air at waist height.

o The walker should travel only three or four
feet at the beginning.

2. Trees in the Wind: Helps to develop trunk
flexibility. The children stand in a circle, arms
extended overhead. As the children run slowly in
a circle, they bend left, forward, and right, then
forward and back like trees swaying in the wind.
The exercise can be continued for three or four
minutes.

3. The Bear Walk: It is useful for leg flexibility. It
requires that the child bend forward from the
waist. He/she places his/her hands on the floor,
moving around in a circle. The child moves his
right arm and right leg at the same time as one
step. Then he moves the left arm and left leg.
Four circles will do. Until they reach the finish
line. Variations may be introduced. The children
may hop on one leg.




4, The Frog Stand: Strengthens the arms and
enhances balance. The participant squats and

e places his hands on the floor. The fingers point
% 4’;? forward and the elbows press against the inside of
& t\_; the knees. Leaning forward slowly, the child
/"‘ \ transfers his weight to his hands, going up on his

éf/ Q?’ toes and, if possible, raising his toes off the floor.

: e He balances on his hands, keeping his head up.

\ 5 ' After several seconds in that position, he returns

1. T)I to the starting position. In repetitions the child

" i tries to maintain his balance for increasingly

S— longer periods.

5. The Measuring Worm: It has been found
effective in the development of strength in the
lower back and hamstrings. The child assumes the
push-up position with both hands on the floor and
arms straight. Holding his hands in one place, the
child “walks” his feet toward his hands. His back
arches up. When he has walked his feet forward
as far as possible, the child walks his hands
forward by slow stages until he has assumed the
original push-up position. Both walking actions
should be repeated five times.

(Source: http://www.fags.org/health-encyc/ Physical-
Fitness/Exercises-for-Early-Ages-Fun-exercises-for-
preteens. html# b#ixzz 1uBl DnX mK)

5. Repeat the demonstration, explaining each
step in detail.

6. Invite the students one by one to demonstrate.

7. Allow students to practice the skill
themselves.

8. Go to students to observe their performance
provide them with constructive feedback.

9. Bring participants back to the larger group.

10.Discuss how easy or difficult it was for the
students to perform the skill.




CHECKLIST FOR ASSESSMENT ACTIVITY

Use the following checklist to check whether your
students could meet all the requirements for
assessment.

Part A

Students could differentiate between
(a) Different components of fithess.

Part B

Students could answer the following questions:

(@) Why do we need to be physically fit?

(b) What are the requirements for being physically
fit?

(c) What is personality development?

Part C

Students demonstrate the generic, technical,
professional and organizational knowledge and skills
in order to perform up to the required standards.
The performance standards may include, but not
limited to:

Performance standards Yes No

Enlist 5 components of physical fitness.

Develop an exercise schedule for
keeping physically fit.

Perform 2 exercises for maintaining
physically fitness.




GLOSSARY

. Espionage: The practice of spying or of using

spies, typically by governments.

. Sabotage: Destruction of property or obstruction

of normal operations, as by civilians or enemy
agents in time of war.

. Security: Security refers to monitoring and

reducing the risk of human induced events that
adversely affect people or property to some
acceptable level.

. Threats: A statement of an intention to inflict

pain, injury, damage, or other hostile action on
someone in retribution for something done or
not.




SUGGESTED READING BOOKS

O Effective Security Officer's Training Manual by
Ralph Brislin, Butterworth-Heinemann

[0 Practical Security Training, Patrick Kane by
Butterworth-Heinemann

WEBSITES

O www.businessdictionary.com/ definition/
security.html

http://indianarmy.nic.in

http:// itbp.gov.in/

http://bsf.nic.in/
http://indiannavy.nic.in/
http://indianairforce.nic.in/

Sashatra Seva Bal - http://ssb.nic.in
http://indiancoastguard.nic.in
http://en.wikipedia.org/ wiki/ Central_
Industrial_ Security_Force

Oooooooad




	distribution_of_marks_Private_Security_NVEQF_Level_1
	Instruction_to_Phase_III_trainers
	Model_Test_Paper_(Security_9th_)
	Security Hindi CBC Level 1 3-2-2014
	SSUnit 101-Teacher's Guide-CWP (1)
	Unit102-Teacher's Guide-DMRE
	Unit103-Teacher's Guide-Stakeholders
	Unit104-Teacher's Guide-OHS
	Unit105-Teacher's Guide-OMP
	Unit106-Teacher's Guide-First Aid
	Unit107-Teacher's Guide-WIL



